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PREFACE
Information and methodology used for the evaluatibthe
Republic of Seychelles

The evaluation of the anti-money laundering (AML)dacombating the financing of
terrorism (CFT) regime of The Republic of the Sesllds (Seychelles) was based on the
Forty Recommendations 2003 and the Nine SpecialofRe®endations on Terrorist
Financing 2001 of the Financial Action Task ForEATF), and was prepared using the
AML/CFT Methodology 2004 The evaluation was based on the laws, regukatiom
other materials supplied by the Seychelles andrimétion obtained by the evaluation
team during its on-site visit to the Seychellesrfrthe 28' of November to the *Lof
December 2006. During the on-site visit the evabtumateam met with officials and
representatives of all the relevant Seychelles gmaent agencies and the private sector.
A list of the bodies met is set out in Annex 2he tnutual evaluation report.

The evaluation was conducted by a team of evalsatmmposed of representatives from
the Eastern and Southern Africa Anti Money LaunagrGroup (ESAAMLG) and a
World Bank Observer. The evaluation team comprafddr. Fitz Graham (Legal Expert
Swaziland), Mr. Esaka Mugasa (Law Enforcement, &ar@, Ms. Ursula M’'Crystal
(Financial Intelligence Centre, South Africa), MShanda Lubasi-Punabantu (Financial
Expert, Central Bank, Zambia), Ms. Yotsna Laljin&ncial Expert, Financial Services
Commission, Mauritius) and Mr. Stuart Yikona (WorBank). The ESAAMLG
Secretariat was represented by Dr. E J Kisangacuixe Secretary and Mr. W.
Blackburn, UN Mentor. The experts reviewed theiingbnal framework, the relevant
AML/CFT laws, regulations, guidelines and otheruiegments, and the regulatory and
other systems in place to deter money laundering) @nhd the financing of terrorism (FT)
through financial institutions and Designated NonaRcial Businesses and Professions
(DNFBP), as well as examining the capacity, thelemgntation and the effectiveness of
all these systems.

This report provides a summary of the AML/CFT measun place in the Seychelles as
at the date of the on-site visit or immediatelyréadter. It describes and analyses those
measures, sets out the Seychelles levels of conggliawith the FATF 40+9
Recommendations (see Table 1), and provides recaodatiens on how certain aspects of
the system could be strengthened (see Table 2).

The finalisation of this report was subject to #igant delay with the result that it was
considered and adopted at the ESAAMLG August 20@#tmgs. In the course of
subsequent exchange of correspondence, the Seghalithorities have provided
additional information to indicate that certain rmgi@s had been implemented after the
onsite visit but before the adoption of the repoinder the mutual evaluation procedures
established by the ESAAMLG, these subsequent meas@annot be taken into account in
the compliance ratings. To enable member counémesother interested parties to take

! As updated in June 2006
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note of the developments that had taken place dfteronsite visit but before the

discussion and adoption of the report we have deduTable 3 which sets out the nature
of such measures. However, the evaluators have anatysed the substance or
effectiveness of the measures.

The ESAAMLG Secretariat and the evaluation teamld/dike to express their gratitude
to the authorities in the Seychelles for their aragion and hospitality throughout the
evaluation mission.
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Executive Summary
Background Information

1. This report summarises the anti-money launderingll{ficombating the financing
of terrorism (CFT) measures in place in Seychae®f the time of the on-site visit (20
November -01 December 2006), and shortly thereafiée report describes and analyses
those measures and provides recommendations ordrban aspects of the system could
be strengthened. It also sets out Seychelles! tfvaompliance with the Financial Action
Task Force (FATF) 40+9 Recommendations (see tlezledtl table on the Ratings of
Compliance with the FATF Recommendations).

2. Seychelles is a small island economy in the Indd@ean. Economic growth, since
its independence, has been led by the tourist sestich employs about 30% of the
labour force and provides more than 70% of hardetuy earnings, and by the tuna
fishing industry. In recent years, the governmeas bBncouraged foreign investment to
upgrade hotels and other services. At the same thmegovernment has moved to reduce
the dependence on tourism by promoting the devetopmof farming, fishing, and small-
scale manufacturing.

3. The offshore sector is another emerging playeh@aSeychelles economy. In 2006,

the Seychelles witnessed a substantial increa#s international business level namely

with the registration of 8237 international bussmesmpanies (IBCs). This represents an
increase of 16% over the year 2005. As at the ofathe mutual evaluation there were

over 30,000 IBCs registered in the Seychelles. Séychelles offshore sector is estimated
to be generating a turnover of over USD25 milliomaally.

4. The risk of money laundering is perceived as lowtlg authorities and private
sector in Seychelles and there is a general consemsong operators in the private sector
(other than banks) that money laundering, if airatbeychelles, could only be conducted
through the banks.

Legal systems and related Institutional measures

5. The Seychelles adopted its first AML legislation1i896 with the enactment of the
Anti-Money Laundering Act 1996. Seychelles hasendly enacted a number of
legislations to modernise and strengthen its AMIJAEgal framework. In 2006, it

enacted a new Anti-Money Laundering Act 2006 (AMtAwhich replaces the Anti-

Money Laundering Act of 1996. The AML Act transpesnto the AML/CFT framework

several requirements of the revised recommendatibtiee FATF.

6. Money laundering is criminalised under the AML AcfThe money laundering
offence covers the conversion or transfer, conceainor disguise, acquisition and
possession of property in a manner largely condistéth the 1988 UN Convention
against lllicit Traffic in Narcotic Drugs and Psyathopic Substances (Vienna Convention)
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and the 2000 UN Convention against Transnationaja@sed Crime (Palermo
Convention).

7. Seychelles has adopted a threshold approach tmeddéfie scope of predicate

offences. Any act or omission against any law eyc®elles punishable by imprisonment
for life or for a period exceeding 12 months orébfine exceeding R6500 will constitute a
predicate offence. Money laundering applies tdhb@ttural and legal persons, and proof
of knowledge, intent or purpose can be derived feurrounding facts. Natural persons
are liable to a fine of R. 3,000,000 and/or impmis@nt for 15 years, while a body

corporate is liable to a fine of R. 5,000,000 andéwocation of business licence.

8. Assets used in the commission of a crime that evpguty of the offender may be
forfeited upon conviction. In cases of money launmdg the courts may forfeit money or
property constituting the proceeds of crime: allneyp and property in the possession of
the person convicted for Money laundering are dektaéhave been derived from money
laundering. Forfeiture of substitute assets is iptessbut it is not clear whether this is also
possible for assets of equivalent value. Assets Ineatemporarily seized as evidence, but
the AML Act does not stipulate special provisionstemporary seizures.

9. The statistics indicate that in 2006 there weresddpected money laundering cases.
Most of these investigations are still underway arade pending before the court.

10. The new AML Act also provides for the establishmehta Financial Intelligence
Unit within the Central Bank of the Seychelles andends the list of reporting entities
covered under the law to include a range of DNFBRsh as accountants, auditors,
lawyers, real estate agents, casinos, dealerseicigus stones or metals and offshore
banks.

11. Seychelles has also taken significant legislatteps to fight terrorism and terrorist
financing with the adoption of the Prevention offbeism Act in 2004. There have been
no reported incidences of terrorist acts or indicet of terrorist financing in Seychelles.
The UNSCR 1267 lists of designated persons andiemare circulated to Banks which
are required to report to the Central Bank of thgcBelles on a positive or negative report.
So far, no positive match with the 1267 designatioas been identified.

12. Several institutions participate in the nationahfi against ML and TF. These
include:

Financial Intelligence Unit (FIU)

13. The Financial Intelligence Unit became operationaluly 2006. It is the focal point
for receiving, analyzing, and disseminating reparfstransactions related to money
laundering or the financing of terrorism to the mgpiate law enforcement and
supervisory agencies in Seychelles. The FIU alsmlgcots examinations of the reporting
entities and, may in consultation with supervisapthorities, issue guidance related to
customer identification, identification of suspiggtransactions, and record keeping and
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reporting obligations. No such guidelines had bisened by the FIU at the time of the
onsite visit.

Central Bank of Seychelles

14. The FIU operates as a unit within the Central Bahieychelles. The board of the
Central Bank is responsible for the FIU and theator of the FIU reports to the Board on
the exercise and performance of his powers aneéslutnder the AML Act. The Central
Bank is also responsible for licensing and supergisBanks and other financial
institutions and has a duty under the law to repoyt suspicious transactions to the FIU.

Attorney General's Office

15. The Attorney General’'s office has been involveddiafting of the AML/CFT
legislation with the aim to strengthen the AML/CHamework in the Seychelles. The
Attorney General is the central Authority for mutlegal assistance and also initiates
prosecution in cases involving money laundering.

Seychelles International Business Authority (SIBA)

16. SIBA is an independent authority set up to monismupervise, and co-ordinate the
conduct of international business from within Segitds and to promote Seychelles as a
centre for international business activities. dt also responsible for licensing and
supervising Trust and Corporate Service Provideks.the supervisory authority for the
offshore sector, SIBA must report suspicious tratisas to the FIU.

Seychelles Police

17. The police are responsiblejter alia, for general policing duties, preventing and

interdicting crime and implementation of public astdte security policy. A special team

within the police comprising of four police officers responsible for investigating money

laundering and other financial crimes. In 2006¢hs&ere 41 suspected money laundering
cases. Most of these investigations are still undgrand 2 were pending before the courts
at the time of the onsite visit.

Customs Division

18. The Customs in Seychelles is headed and contrbfethe Comptroller of Trades
Tax. All goods imported from the time of importati until removal for home
consumption and all goods for exportation until tiree of exportation are under the
control of Customs. Further all goods on board simp, boat or aircraft whilst within the
limits of any port or airport are subject to thentrol of customs. The FIU has authority
under the section 19(c) of the AML Act to requedbrmation from any law enforcement
agency including the Comptroller of Trades Tax.e HFiU must also send any report, any
information derived from such report or any otheformation it receives to the
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Comptroller of Trades Tax if on the basis of itsalgesis and assessment the FIU has
reasonable grounds to suspect that the transastiorlawful.

Preventive measures-Financial Institutions

19. Not all the categories of financial institutions atefined in the FATF
Recommendations operate in the Seychelles. Thandial services sector in the
Seychelles is relatively small and comprises ob@mercial banks, 2 bureaus de change,
one Credit Union, 2 insurance companies, a speetldevelopment bank and a housing
finance company. In 2006, finance and servicesesgmted 11% of the GDP at current
market prices.

20. The Central Bank of the Seychelles is responsible the supervision of the
commercial banks, the bureaus de change and thdit Cheion. Banks and bureaus de
change are licensed and supervised under the Rkahaimstitutions Act 1994. The
Development Bank of Seychelles is set up undeutst@nd has no designated supervisor.
It falls within the oversight of the Ministry of kance.

21. Insurance companies are governed by the Insurawtel®94 and fall under the
supervision of the Insurance Authority, which isabtished under the Insurance Act. The
main areas of business are general insurance fanthdurance. A person may with the
approval of the Insurance Authority provide sersi@s an insurance broker or as an
insurance agent. There are 8 insurance brokers4@nishsurance agents operating in
Seychelles.

22. Seychelles intends to establish a Non-Bank Finarggavices Authority that will
serve as an autonomous statutory body that wiluledg and supervise the non-bank
financial services institutions including insuranm@mpanies, the securities industry and
mutual funds.

23. One of the commercial banks operating in the Sdigshés also licensed by the
Central Bank under the Financial Institutions A€02 to provide offshore banking
business. Offshore banking business is define@wtied Financial Institutions Act 2004
as banking business solely conducted with non-eessdin currencies other than the
Seychelles Rupee.

24. There are 4 offshore insurance companies licengadebinsurance Authority under
the Insurance Act 1994 to provide non-domestic rausce business, that is, insurance
business exclusively carried on outside Seychédlethe issue of offshore policies.

25. Considering that Seychelles has enacted AML letisiasince 1996, the level of
AML awareness amongst financial institution is tiekely low. Insurance entities have not
implemented the requirements of the AML Act. Tleneercial banks in the Seychelles
have to some extent adopted and implemented AML/@#ities and procedures.
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26. The verification of identity of the customers isgaly undertaken by banks; however
there is no level playing field in the manner inigéhthis is applied. This is mainly due to
lack of guidance and in the absence of such gualére international banks apply Group
AML/CFT standards as opposed to adherence to thasions of the AML Act. Some of
the banks are still guided by the Guidance Notesed by the CBS under the 1996 AML
Act.

27. There is no express provision under the AML Act ebhirequires financial
institutions to identify the beneficial owner adided under the FATF Recommendations
and to take reasonable measures to verify the iigeot the beneficial owner using
relevant information or data obtained from a rdkabource. However, under section
4(2)(c)(ii) of the AML Act, where a transactiondgsnducted by a legal entity, the financial
institution must obtain information relating to tpancipal owners and the beneficiaries
and the control structure. Regrettably, the AMLt Moes not define the terms principal
owners or beneficiaries.

28. In the absence of such definitions in the AML Actamy guidelines the practice

amongst most financial institutions is to verifydaidentify the identity of the registered

shareholder who may or may not be the beneficiahesw The practice amongst

commercial banks is not consistent. The two comsrakbanks which were interviewed

by the team were both subsidiaries of internatidraadks and had different requirements
under their internal policies. These internal @gek were basically modelled on the
AML/CFT manual of the parent company. One of tbenxmercial banks identified and

verified the identity of all shareholders whilsethther identified and verified the identity
of shareholders holding 25% or more in a company.

29. The FIU has a compliance monitoring function untther AML Act. It is tasked with
the responsibility for ensuring that all financiastitutions comply with the requirements
of the AML Act. As at the date of the onsite vigie FIU had undertaken only one onsite
inspection.

30. Financial institutions and their directors and adfis are liable to criminal sanctions
for failure to comply with the requirements of tAdL Act. No sanctions had been
applied as at the date of the mutual evaluation.

Preventive measures-Designated Non-Financial Busiees and Professions

31. Despite its relatively small size, the full rangeDINFBPs styles conducts business
in Seychelles.

32. The legal framework provided by the AML Act applies all the categories of

DNFBPs operating in the Seychelles. In practicBlFBPs (other than TCSPs) have
recently been brought within the scope of the AMlv Iwith the enactment of the AML

Act in 2006. While the FIU is the designated cotepe authority no supervision was
being undertaken at the time of the onsite visit eampliance with the provisions of the
AML Act is not effective.
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33. The TCSPs were relatively more aware of their AMEICobligations. However,
the level of compliance by TCSPs with the requiretsef the AML Act appeared to be
minimal. The general view held by the TCSPs intemed by the mutual evaluation team
was that the requirements of the AML Act were fao tonerous and could not be
implemented by the TCSPs bearing in mind the sfzéhar operation. The banks were
viewed to have the resources to fully implement tAIL/CFT procedures.
Consequently, not all TCSPs have adopted and imgoieed internal AML/CFT policies
and procedures in line with the requirements ofAbe

Legal Persons and Arrangements & Non-Profit Orgaaisons
Legal persons
Companies

34. Domestic companies may be formed and registeredruheé Companies Act 1972.
As at the date of the on-site visit there were @,60mpanies registered with the Registrar
of Companies. Company records kept with the reaissf companies are available for
public inspection. There is no requirement under Companies Act for a company to
keep records of beneficial owners.

35. In addition to issuing ordinary and preference ehaa company registered under the
Companies Act may with the permission of the Fim@nSecretary issue bearer share
certificates or bearer debentures. Bearer shamdsbaarer debentures are negotiable
instruments and title to those shares and debentuvay be transferred by delivery.
Where a company issues a bearer share or a beaventdre it must provide for the
payment of dividends or interests by the issueoopons to bearer. Such coupons are also
negotiable instruments.

36. Information on beneficial owners of domestic conmipanmay not always be
available with the authorities in Seychelles.

International Business Companies (IBCs)

37. IBCs are registered with the Registrar of Inteimadi Companies (the functions are
carried out by the SIBA) through Registered Agemiseh are licensed corporate service
providers. There is no requirement for upfrontltisure of the beneficial owners of IBCs
with the SIBA. The practice amongst some of theP€3s to sell bulk IBCs to
intermediaries overseas. The intermediaries atealmays supervised and regulated for
AML/CFT purposes. The CSPs have indicated that teenot always hold information
on the beneficial owners of the IBCs sold in bukiritermediaries. Shelf IBCs are also
sold online by some of the CSPs operating in thelsadles.

38. While the FIU seems to have extensive powers useetion 23 of the AML Act, t it
does not appear from the provisions of the Intéonat Business Companies Act or the
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AML Act that the FIU may have access to the regsstbat an IBC is required to keep
under the IBC Act unless the IBC consents to ih atldition, the deficiencies in the
application of CDD measures by CSPs in practiceetmahe the ability of competent
authorities to have access to accurate informaiiothe beneficial ownership and control
of an IBC.

Companies holding a Special Licence under the Comp#&Special Licences) Act 2003

39. A company which proposes to apply for a speciatdae under the Company
(Special Licences) Act 2003 (‘CSL Act) must be istgred by the Registrar of
Companies under the Companies Act 1972 throughSiBA. An IBC or a company
incorporated under the laws of a jurisdiction aidegsthe Seychelles may continue as a
company incorporated in accordance with the prowmisiof the CSL Act.

40. For the purposes of an application, an applicangétrpwovide SIBA with the name
and addresses of the directors and shareholddie gfroposed company and where the
any shareholder is a nominee the name and addreSsi®s person on whose behalf the
shares are held by the nominee must be also bélpbto SIBA.

41. There is no requirement under the Act to providermation to the SIBA where
there is a change in the beneficial ownership efabmpany. A CSL is prohibited from
issuing bearer shares.

42. SIBA is bound by a duty of secrecy under the CSk &ud is permitted to disclose
information only as permitted under the law. Thigy undermine timely access to
beneficial ownership and control information by quetent authorities.

Trusts
43. The legal framework for domestic trusts does nagter the Seychelles.
International Trusts

44. An international trust may be established under Ititernational Trust Act 1994
(ITA). An international trust is defined under tHEA as a trust or constructive trust in
respect of which-
(a) the settlor is not any time during the durationhaf trust a resident of the
Seychelles;
(b) at all times at least one of the trustees is aeesiof Seychelles, an IBC
(authorised by the SIBA) or a financial institution

45. As at the date of the mutual evaluation there wig®@ trusts on the Register of
International Trusts.

46. A resident trustee must file a declaration of trwith the SIBA-which in turn is
required to file the declaration in a Register otetnational Trusts and give the
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declaration a reference number. The reference aumba declaration of trust is the
reference by which the international trust is idfesd and can be used officially to refer to
the international trust. In accordance with thevpsion of the ITA, the declaration of trust
must not contain the name of the settlor or bermficunless the beneficiary is a
Seychellois or a body corporate resident in Seyebel

47. A trust service provider (TSP) is a reporting gntdr the purposes of the AML Act
and is required to undertake CDD measures in aaocelwith the provisions of the AML
Act. There is however, no specific guidance inA&L Act or issued by the FIU on CDD
measures that must be applied with respect tostruShere is no express requirement to
keep details of the settlor, trustees, or any ptoteHowever, one of the TSP interviewed
by the team indicated that it did undertake CDD sneas with respect to the settlor,
beneficiary and protectors with respect to an r@gonal trust.

48. Information on the beneficiaries and settlors @éinational trusts may not always
be available and the duty of confidentiality undée IT Act may undermine the
availability of timely information to competent &otities.

Non-profit organisations

49. NPOs must register with the Registration of Assimmms Act (RA Act). An
association may be formed for a number of purppsegded that it is not contrary to law,
morality and public policy. As at the date of thmutual evaluation there were 214
associations registered with the Registrar. Thasebeen no risk assessment of the sector
for AML/CFT purposes. While the Registration of Asmtions Act enacted in 1959 and
has been amended from time to time, Seychellesnbasconducted a review of the
adequacy of the laws and regulations that relaieddROs. There has been no systematic
gathering of information regarding the risk of ngsuof NPOs for terrorist financing.
Seychelles has not conducted outreach for the NR@swith a view to protecting the
sector from terrorist financing abuse.

National and International Co-operation

50. With the Mutual Assistance in Criminal Matters Athe Extradition Act and the
Prevention of Terrorism Act Seychelles has in pleaeprehensive laws that enable it to
provide a wide range of assistance at the requestfareign state. Both ML and TF are
extraditable offences. These laws have howeverbeenh used in AML/CFT matters.
Their effectiveness could not therefore be assdsgédde team.

51. The Republic of Seychelles acceded to the UniteibNs& Convention Against lllicit
Trafficking in Narcotic Drugs and Psychotropic Siaoges (Vienna Convention) and has
signed and ratified the United Nations Conventiogaidst Transnational Organized
Crime (Palermo Convention) and International Come@nfor the Suppression of the
Financing of Terrorism in 2003 and 2004 respedyivel

Other issues
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52. Overall, the Republic of Seychelles has put intoadequate legal and regulatory
regime to address ML and TF threats that it cafdban in the years ahead to develop a
robust AML/CFT system that meets the internatictahdards set by the FATF.

53. The Republic of Seychelles would need to addressi#iiciencies identified in this
evaluation report in strengthening the legal arslititional framework it has developed
and making it effective in the short and mediunmter

54. As a jurisdiction which is committed to expandirig offshore financial services
sector, Seychelles needs to take concerted adioaddress the AML/CFT deficiencies
identified to enable the country to benefit fronwall regulated offshore sector in the
years ahead.

55. The capacity of the institutions involved in theghft against ML and TF to
implement all the AML/CFT measures on their owhingted. They will therefore require
technical assistance to build this capacity ovaeti This report provides an opportunity
to technical assistance providers to engage wéHRpublic of Seychelles in assisting the
institutions to implement AML/CFT measures in aopitised way which takes account of
the capacity challenges that they face.
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Mutual Evaluation Report
1. General
1.1 General Information on the Republic of Seychedls

56. The Republic of Seychelles is situated in the wasbedian Ocean, North West of

Madagascar and consists of 115 granite and cdaalds which cover a total area of 455.3
square kilometres. Victoria which is the situatad the biggest island Mahé, is the
economic and administrative centre of the islands.

57. Seychelles obtained independence from the Britisune 1976 and has a multi-
party political system with an executive Presidesithead of State and government. The
President heads a cabinet of 10 ministers whicludes the Vice President. The
Constitution, which is the supreme law of the laestablished the separation of powers
between the Executive, Legislative and Judiciarlegislative power is vested in a
unicameral National Assembly of 34 members. Génelections for the National
Assembly are held every 5 years with 25 membeexthyr elected from the constituencies
and 9 other members proportionately elected.

58. In 2005, the population of Seychelles was estimatedind 80,654 and consisted
mainly of French, African, Chinese, Indian and Aratigin. Creole, a derivative of
French, is understood and spoken by all Seychaloisbecame the first official language
in 1981. The other official languages are Englistd Brench.

59. Seychelles legal system is based on English comawrand the Napoleonic Code.
Civil law is based on the French Napoleonic Codapéetl to Seychelles and is known as
the Civil Code of the Seychelles. Company law isesbon English common law. The
judicial system consists of magistrates’ courts, Supreme Court, and a Court of Appeal.
The Court of Appeal hears appeals from the Supr€mert in both civil and criminal
cases. The Supreme Court has jurisdiction of iirstance and acts as court of appeal in
respect of cases from the magistrates' courts. iRaintases are heard in magistrates'
courts or the Supreme Court depending on the saress of the charge. Juries are called
only in cases of murder or treason. The construgjoarantees normal legal protections to
defendants including public trials and the righttansel.

60. Since independence, per capita output expandezlighty seven times the old near-
subsistence level. Economic growth has been ledhbytourist sector, which employs
about 30% of the labour force and provides mora #G@ of hard currency earnings, and
by tuna fishing. In recent years, the governmerst éacouraged foreign investment to
upgrade hotels and other services. At the same tlmegovernment has moved to reduce
the dependence on tourism by promoting the devetopmof farming, fishing, and small-
scale manufacturing.

61. Tight controls on exchange rates and the scar€itgreign exchange have impaired
short-term economic prospects. The GDP of the I8#lgs is broken into three general
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areas represented by the following 2006 estimalée areas are agriculture: 3.2%,
industry: 30.1% and services: 66.7%. The Seychéltggultural products are: coconuts,
cinnamon, vanilla, sweet potatoes, cassava (tapidmmanas; poultry and tuna. The
industrial products are: fishing, tourism, procegsbf coconuts and vanilla, coir (coconut
fibre) rope, boat building, printing, furniture abdverages. Seychelles main export items
are canned tuna (90% of domestic exports) and feeghfrozen fish. The items are
exported mainly to Italy, France and Germany. frt@n imports into the country include
manufactured food, live animals, machinery, tramspquipment and petroleum products.
Imports originate from Italy, South Africa, Frand# and Singapore. The major trading
partners of the Seychelles are UK, France, US,nSgapan, Netherlands, Thailand, Saudi
Arabia, South Africa Singapore and Taiwan.

62. The offshore sector is another emerging playeh@nS3eychelles economy. In 2006,

the Seychelles witnessed a substantial increa#s international business level namely

with the registration of 8237 international bussmesmpanies (IBCs). This represents an
increase of 16% over the year 2005. As at the ofathe mutual evaluation there were

over 30,000 IBCs registered in the Seychelles. Séychelles offshore sector is estimated
to be generating a turnover of over USD25 milliomaally.

63. The Republic of Seychelles is a member of the dnNations, the African Union,
the Commonwealth and La Fracophonie.

1.2 General Situation of Money Laundering and Financingof Terrorism

64. There is no comprehensive study of the amount ofiapcearned from criminal
activity or how it is laundered. The Seychelloigtherities consider drug trafficking,
parallel market operations, theft and fraud as itegor source of illegal proceeds.
Seychelles is a consumer country mainly for CarsmRasin (Hashish) and Marijuana but
lately, a shift to harder drugs like heroin andaine has been noted. Over the recent past,
several Seychellois nationals have been arrest&eiya, India, Mauritius and Tanzania
on charges of drug trafficking. Tight exchange toanregulations have facilitated a
parallel market for foreign currency exchange basadevasion of exchange control
regulations.

65. One special area of concern is the offshore sedtarh has grown significantly over
the past few years. As at the date of the oniggdé there were more than 30,000
registered international business companies (IBRaf) paid no taxes in the Seychelles.
These are used mainly for private wealth managemedtreal estate investments. The
practice among some operators in the offshore sésttm sell IBCs in bulk to foreign
intermediaries for consumption by end users on whagry little or virtually no
information is available in the Seychelles. IBCaymssue bearer shares and it did not
appear to the mutual evaluation team that thereeffastive adequate control to prevent
unlawful use of those IBCs for money launderingeororist financing purposes.

66. Another area of concern is the Eden Island resialemtarina development project
which allows foreigners to buy and own propertyagorivate island off the coast of Mahé.
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The development aims at becoming a world classrsygEht marina and also includes a
retail centre which features leading brands. Ewewper and his/her family can qualify

for permanent residency in Seychelles. High netthwondividuals are targeted as

potential investors in this project and the inflfxcapital through the banking sector once
the project kicks off is estimated to be very higrhe risk of abuse for ML/TF purposes is
perceived to be high.

67. The risk of money laundering is perceived as lowtlhg authorities and private

sector in Seychelles and there was a general cemseamong operators in the private
sector (other than banks) that money launderingt iéll in Seychelles, could only be

conducted through the banks. The Trust and Cotp@&arvice Providers, the operators in
the offshore sector, rely heavily on banks to utadker customer due diligence. The level
of awareness in the private sector (other than $jaslkalso low.

68. In 2006, Transparency International’s CorruptionrcBptions Index ranked the
Seychelles number 63 which indicates that corrmpigoa serious issue in the Seychelles.
The fight against corruption does not appear tote of Seychelles immediate political
priorities. There has been no initiative to modsgnthe existing anti-corruption
legislation- which is found under Chapter X of tBeychelles Penal Code, to cover all
forms, phases and stages of corruption crimes. UXeConvention against Corruption
was signed by Seychelles in 2004 and ratified indvaber 2005.

69. Employees in the public service must comply with ldaws in force and are expected
to serve the public in a fair and responsible way carrying out their duties and
discharging their responsibilities, public offi@amust comply with the 2003 Public
Service Code of Ethics and Conduct and must inquéatr abide by principles of integrity,
loyalty, transparency, neutrality. By virtue ofetlconstitution disciplinary powers over
employees in the public service are vested in tesiffent as the executive authority.

70. There have been no reported incidences of terragt or indications of terrorist
financing in Seychelles. The UNSCR 1267 lists ofigeated persons and entities are
circulated to Banks which are required to repoithi Central Bank of the Seychelles on a
positive or negative report. So far, no positivetchawith the 1267 designations was
identified.

1.3 Overview of the Financial Sector and DNFBP
71. The financial services sector in the Seychelleglatively small and comprises of 6
commercial banks, 2 bureaus de change, one miaande institution, 2 insurance

companies, a specialised development bank and sirfgpdinance company. In 2006,
finance and services represented 11% of the GRBregnt market prices.
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Structure of Financial Sector, 2006

Number of, Total assets| Authorized/ AML
institutions (US$) Registered and Oversight
supervised by

Commercial banks 6 1.125 billion CBS

Insurance companies 2 MOF

Insurance brokers 8 N/Available MOF

Insurance agents 40 MOF FIU

Foreign exchange 2 0.331 million CBS

Money transmitters 2 CBS

Credit union 1 10.196 million CBS

72. The Central Bank of the Seychelles is responsible the supervision of the
commercial banks, the bureaus de change and the fim@ance institution. Banks and
bureaus de change are licensed and supervised tedEmancial Institutions Act 1994.
The Development Bank of Seychelles has no desidrsafgervisor.

73. Insurance companies are governed by the Insurawctel®94 and fall under the
supervision of the Insurance Authority, which isabtished under the Insurance Act. The
main areas of business are general insurance fanthdurance. A person may with the
approval of the Insurance Authority provide sersi@s an insurance broker or as an
insurance agent.

74. While a Securities Industry Act was enacted in 1995ecurities market is yet to be
developed in the Seychelles. At the time of thdualuevaluation, a new Securities Act
was under preparation. The new securities le@gslatims at achieving the Government’s
goals of expanding the financial services sectal éeveloping a capital market in the
Seychelles.

75. Seychelles intends to establish a Non-Bank Finar&gavices Authority that will
serve as an autonomous statutory body that wiluledég and supervise the non-bank
financial services institutions including insuramm@mpanies, the securities industry and
mutual funds.

76. The Seychelles Credit Union was established in 1938fer the Cooperatives Act.
Membership to the credit union is open to everyders of the Seychelles and as at the
date of the on-site visit the credit union had 012000 members. The Seychelles credit
union is supervised by the Central Bank of Seyeisell

77. The Seychelles Housing Development Corporation pmai@statal housing finance
company supervised by the Ministry of Finance dedMinistry of Land Use and Habitat.

78. The offshore sector which is legally separated frdme domestic sector was
established in 1994 with the enactmentimtigr alia, the Seychelles International Business
Authority Act 1994 (SIBA Act) and the InternationBlisiness Companies Act 1994 (IBC
Act). The SIBA Act established the Seychelles Imégional Business Authority (the
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SIBA), an independent authority, to monitor, supey and co-ordinate the conduct of
international business from within Seychelles angromote the Seychelles as a centre for
international business activities.

79. One of the commercial banks operating in the Sdigshés also licensed by the
Central Bank under the Financial Institutions A€02 to provide offshore banking
business. Offshore banking business is define@tigd Financial Institutions Act 2004
as banking business solely conducted with non-eessdin currencies other than the
Seychelles Rupee.

80. There are 4 offshore insurance companies licengedebinsurance Authority under
the Insurance Act 1994 to provide non-domestic rausce business, that is, insurance
business exclusively carried on outside Seychédlethe issue of offshore policies.
Overview of Designated non-financial businesses amuofessions (DNFBPSs)

81. Despite its relatively small size, the full rangeDNFBPs styles conducts business
in Seychelles. The legal framework provided by Ami-Money Laundering Act 2006
applies to all the categories of DNFBPs operatmthe Seychelles.

Structure of the DNFBP Sector, 2006

AML AML
Type of Size of Regulated/ Requirement Oversigh
DNFBP Sector Licensed in domestic t 9
law
Licensing
Real estate 6 Authority/Boa Yes FlU
agents rd of Real
Estates

Casinos
Gaming 1
Machine Licensing
Arcade Authority Yes FIU
Casino 4
Lottery 1
Dealers in
precious Licensin
metals and 1 ng Yes FIU

: Authority
precious
stones
Law 26 Licensing
Practitioner Authority Yes FIU
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Barristers
and
Attorneys 4
Notaries
Accountants 8 Llcen3|_ng Yes FIU

Authority

Licensing
Auditors 17 Authority/Reg Yes FIU

istrar of

Companies
Trust
Service 18 SIBA Yes FIU
Providers
Corporate
Service 35 SIBA Yes FIU
Providers

Red Estate Agents

82. The role of real estate agents in the Seychellesast as an intermediary between a
vendor and purchaser of a property whilst the @atisn is conducted by a notary. The
Seychelles currently has four (4) real estate lmssies registered by the Licensing
Authority under the Licences Act. The Board of Restates is responsible for ensuring
ethical conduct and good practice amongst realteeségents and for exercising

disciplinary control over real estate agents.

Casinos

83. The licensing and supervision of casinos is coretifty the Seychelles Licensing
Authority. There are currently three (3) registeraginos, four (4) amusement arcades
and one (1) lottery registered in the Seychelles.

Dealers in precious metal and precious stones

84. There is currently one (1) precious stones dealeictwhas been operating in
Seychelles for the last three (3) years. The Compmalso registered with the SIBA and
operates in the international trade zone (ITZ)nin area of business is retail diamonds
and is the only diamond trading company in the égunThe company follows the
Kimberley process in its operations. 99% of itsibess is transacted through credit cards
and debit cards, with 1% being transacted in casbally under the sum of $1,000. The
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supervision of the ITZ company is conducted by SMBich receives submissions of all
the import and export sales reports on a monthéysba

Lawyers, notaries and other independent legal psx®nals

85. In the Seychelles, the legal profession is splitween attorneys, barristers and
notaries and is governed by the Law Practitionecs AMembers of the legal profession
are trained mostly from the UK and Mauritius. Afhcticing lawyers must be licensed by
the Seychelles Licensing Authority and must renéeirtlicence on an annual basis.
Under the Law Practitioners Act, the Chief Justitay on receipt of a complaint against a
law practitioner exercise disciplinary powers. féhare currently twenty two (22)

barristers and attorneys, with eighteen of thesegbmembers of the Bar Association.
Membership to the Bar Association is not compulsoiyhere is presently no code of
ethics through which the Bar Association may gowambehaviour of the barristers in the
country.

Accountants and Auditors

86. At present there is no professional accounting bodyhe Seychelles however
accountants must be licensed by the Seychellesnsilcg Authority. Most of the
accountants operating in the country are qualifiech India or the United Kingdom and
are members of the professional accounting bodiésdia or the UK. As such, they must
adhere to and apply the respective rules and coldpsactice of these accounting bodies
in their respective areas of operation. Pursuarihé provisions of the Companies Act,
1972, an auditor must be a member of a body ofiateats recognised by the Minister of
Finance or must be authorised by the Registraroofi@anies.

Trust and Corporate Service Providers (Offshore teey

87. Corporate Service Providers operating in the offshgector are licensed by the
SIBA under the International Corporate Service Riens Act 2003 (ICSP Act) to carry
on the business of providing international corperagrvices to International Business
Companies and Companies with Special Licences. Sdmeices include, provision of
registered agent services to international busines®panies, directorship services,
registered office facility and nominee shareholding

88. A trust service provider is also licensed by thB/Aunder the ICSP Act to provide

international Trustee services, including serviasnected with the formation or

administration of international trusts and servagyresident trustee of an international
trust.

89. As at 22 November 2006, there were 35 licensed @8#Rading services to 32,472

international business companies and 70 Compangi&pdacences and 18 Trust Service
Providers providing trusteeship services to 166rhmtional Trusts.

29 of 230



1.4 Overview of commercial laws and mechanisms gaweng legal persons and
arrangements and Non profit organisations

Companies

90. Companies may be formed and registered in the 8#gshunder the provisions of
the Companies Act, 1972. A minimum of two persoresy incorporate a company with
limited liability. All applications for the incogration of a company submitted to the
Registrar of Companies must be accompanied by redigleclaration by a barrister,
attorney or notary to certify that all of the resuments for the incorporation of the
company under the Companies Act 1972 have been lmmmwith. As a matter of
practice, all applications for the incorporationaofompany are submitted to the Registrar
of Companies through a law practitioner who prepdahe Memorandum and Articles of
Association. As at the date of the on-site visdgre were over 1,500 public companies
registered under the Companies Act, 1972.

91. Every company must have at least two directorgcaesary and a registered office
in the Seychelles. Corporate directors are notnatbunder the Companies Act, 1972. In
addition to issuing ordinary and preference shasessompany registered under the
Companies Act may with the permission of the Fim@nSecretary issue bearer share
certificates or bearer debentures. Bearer shardsbaarer debentures are negotiable
instruments and title to those shares and debentuxay be transferred by delivery.
Where a company issues a bearer share or a beaventdre it must provide for the
payment of dividends or interests by the issueoopons to bearer. Such coupons are also
negotiable instruments.

92. In addition to holding movable assets, a company hwd lands in any part of the
Seychelles.

93. The Companies Act also provides for the incorporatiand registration of
proprietary companies and overseas companies. ri€iay companies are subject to a
number of restrictions and may not have more ttasHareholders or issue shares to the
public. Corporate members or directors are nawadt for proprietary companies. All
directors of the proprietary companies are memlmdrdhe company. Proprietary
companies are subject to the requirements to keepister of its members and directors
and all changes thereto must be notified to theidReg of Companies. A proprietary
company cannot issue preference and bearer shafss.at the date of the mutual
evaluation there were 2,352 proprietary comparegsstered in Seychelles.

94. Overseas companies are companies that are inctegaraa jurisdiction other than
the Seychelles and which establish a place of kasior carry business in the Seychelles.
All overseas companies have to be registered WihRegistrar of Companies and must
provide particulars of their directors and membershe Registrar of Companies. As at
the date of the mutual evaluation there were 18s®as companies registered with the
Registrar of Companies.
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International Business Companies (IBCs)

95. IBCs are registered with the Registrar of Inteimr@di Companies (the functions are
carried out by the SIBA) through Registered Agemitseh are licensed corporate service
providers. One or more persons may by subscribbng Memorandum incorporate a
company under the IBC Act. A company incorporateder the laws of a jurisdiction
outside Seychelles may where it satisfies the rements of the IBC Act continue as a
company incorporated under the IBC Act.

96. The business affairs of an IBC must be managedbmaad of directors that consists
of one or more persons who may be individuals anganies. In addition to issuing

ordinary shares, an IBC may issue shares to be&ieder the IBC Act a share issued to
bearer is transferable by delivery of the sharéfate.

97. IBCs are subject to a number of restrictions. Thagnot carry on businesses in
Seychelles and cannot carry on the business ofif@niksurance, trust business or the
business of providing registered office for comeani They must at all times have a
registered office and a registered agent in thelssdies.

98. An IBC must keep at its registered office or sucheo place as the directors
determine, a share register, a register of itsctbre and officers and such accounts and
records as the directors consider necessary orabdésiin order to reflect the financial
position of the company. There is no requirementlie share register to contain details
of the beneficial owner of the shares. Only thmmeand address of the person who holds
the registered share must be recorded in the sbgiger. There is no requirement to file
information on directors and shareholders of IBAghwhe Registrar of International
Companies.

Companies holding a Special Licence under the Comp#&Special Licences) Act 2003

99. A company which proposes to apply for a speciaéroe under the Company
(Special Licences) Act 2003 (‘CSL Act) must be istgred by the Registrar of
Companies under the Companies Act 1972 and mudgtitsrobjects in its memorandum
to one of the activities set out in Schedule 1h® €SL Act. These include investment
management and advice, offshore banking, offshoserance, and the business of an
investment company, a holding company a marketorgpany. An IBC or a company
incorporated under the laws of a jurisdiction adgsthe Seychelles may continue as a
company incorporated in accordance with the prowussiof the CSL Act.

100. A company which proposes to hold a special licanuger the CSL Act must submit
its application to the Registrar of Companies tiglothe SIBA and can only be registered
with the approval of the SIBA. For the purposesaofapplication, an applicant must
provide the name and addresses of the directorstaareéholders of the proposed company
and where the any shareholder is a nominee the remieaddresses of the person on
whose behalf the shares are held by the nomineebeysovided.
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101. There is no requirement under the Act to providermation to the SIBA where
there is a change in the beneficial ownership ef company. However, a company
holding a special licence (CSL) may issue sharasotninee shareholders provided that
the names and addresses of the beneficial ownereeorded in the register of shares. A
CSL is prohibited from issuing bearer shares.

102. A CSL must within not more than 90 days after thd ef its financial year submit
an annual return and documents relating to itswatsao the SIBA.

Trusts
103. The legal framework for trusts does not exist & 8eychelles.
International Trusts

104. An international trust may be established under Ititernational Trust Act 1994
(ITA). An international trust is defined under tHEA as a trust or constructive trust in
respect of which-
. the settlor is not any time during the durationhaf trust a resident of the
Seychelles;
. at all times at least one of the trustee is a exdidf Seychelles, an IBC
(authorised by the SIBA) or a financial institution

105. Generally, any property other than property sitdatethe Seychelles may be held
on trust. However, with the approval of the SIBRe trustee of an international trust may
own immovable property as may be required for efflccommodation of the trustee and
may invest in securities and hold other investmantie Seychelles. As at the date of the
mutual evaluation there were 160 trusts on the Segof International Trusts.

Non-profit organisations (NPO)

106. NPOs must register with the Registration of Assomns Act. An association may
be formed for a number of purposes provided thet ot contrary to law, morality and
public policy. As at the date of the mutual evélua there were 214 associations
registered with the Registrar of Companies who alds as the Registrar of Association.
There has been no risk assessment of the sectdAMbfCFT purposes.

1.5 Overview of strategy to prevent money launderign and terrorist financing

a. AML/CFT Strategies and Priorities

107. Seychelles has recently adopted a number of AML/@kdvisions. In 2006 it
enacted a new Anti-Money Laundering Act 2006 (AMtAwhich replaces the Anti-

Money Laundering Act of 1996. The AML Act transpesnto the AML/CFT framework
several requirements of the revised recommendatibtiee FATF.
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108. The new AML Act provides for the establishment oFiaancial Intelligence Unit
within the Central Bank of the Seychelles and edsetihe list of reporting entities covered
under the law to include a range of DNFBPs suchaasuntants, auditors, lawyers, real
estate agents, casinos, dealers in precious stomastals and offshore banks. It provides
for an explicit confidentiality waiver and safe baur provisions in relation to reporting
entities and their staff when submitting suspicitrassaction reports in good faith.

109. Seychelles also passed the Prevention of Terrokisinm 2004.

b.  The institutional framework for combating mondgundering and terrorist
financing

Financial Intelligence Unit (FIU)

110. The FIU was established under Section 16 of the AML as the focal point for
receiving, analyzing, and disseminating reports tdnsactions related to money
laundering or the financing of terrorism to the mgpiate law enforcement and
supervisory agencies in Seychelles. The FIU alsmlgcots examinations of the reporting
entities and, may in consultation with supervisapthorities, issue guidance related to
customer identification, identification of suspiggtransactions, and record keeping and
reporting obligations.

Central Bank of Seychelles

111. The FIU operates as a unit within the Central Bahieychelles. The board of the
Central Bank is responsible for the FIU and theator of the FIU reports to the Board on
the exercise and performance of his powers aneéslutnder the AML Act. The Central
Bank is also responsible for licensing and supergisBanks and other financial
institutions and has a duty under the law to repoyt suspicious transactions to the FIU.

Attorney General's Office

112. The Attorney General’'s office has been involveddirafting of the AML/CFT
legislation with the aim to strengthen the AML/CHamework in the Seychelles. The
Attorney General is the central Authority for mutlegal assistance and also initiates
prosecution in cases involving money laundering.

Seychelles International Business Authority (SIBA)

113. SIBA is an independent authority set up to monismupervise, and co-ordinate the
conduct of international business from within Sesltds and to promote Seychelles as a
centre for international business activities. dt also responsible for licensing and
supervising Trust and Corporate Service Provideks.the supervisory authority for the
offshore sector, SIBA must report suspicious tratisas to the FIU.

Seychelles Police
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114. The police are responsible, inter alia, for gengmlicing duties, preventing and
interdicting crime and implementation of public astdte security policy. A special team
within the police comprising of four police officers responsible for investigating money
laundering and other financial crimes. In 2006¢h&ere 41 suspected money laundering
cases. Most of these investigations are still undgrand 2 are pending before the court.

Customs Division

115. The Customs in Seychelles is headed and contrbfethe Comptroller of Trades
Tax. All goods imported from the time of importati until removal for home
consumption and all goods for exportation until tiree of exportation are under the
control of Customs. Further all goods on board simp, boat or aircraft whilst within the
limits of any port or airport are subject to thentrol of customs. The FIU has authority
under the section 19(c) of the AML Act to requedbrmation from any law enforcement
agency including the Comptroller of Trades Tax.e HFiU must also send any report, any
information derived from such report or any othaformation it receives to the
Comptroller of Trades Tax if on the basis of itsalgeis and assessment the FIU has
reasonable grounds to suspect that the transastioriawful.

c. Approach concerning risk
116. Seychelles has not undertaken a risk assessmeAWMIDICFT purposes.
d. Progress since the last mutual evaluation

117. A review of the financial sector regulation and ewsion in Seychelles was
conducted in 2002 by the IMF in the context of bffee financial centre assessment
programme. The review exercise focused on obseevarf international supervisory
standards in the banking sector and arrangemen&Mdb/CFT. The report of the IMF
was published in October 2004.

118. The report highlighted a number of weaknesses a&fidiencies in the AML/CFT
legal and institutional frameworks in Seychellesd amade recommendations for
strengthening the AML/CFT systems. These include-

* The provisions of the AML Act 1996 should be amehteprovide for customer
identification and record keeping procedures.

» Legal provisions should make it clear that suspisitransaction reports must be
submitted promptly without undue delay and thatorépg entities and should
provide safe harbour provisions for reporting éegitand their staff when making
suspicious transaction reports in good faith amdntaximum penalties for non-
compliance with specific reporting and other oliigas imposed under the
AML Act 1996 should be increased.

e The AML Act 1996 should be amended to require tppomtment of a
compliance officer.
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119.In

To ensure high standards of integrity in the finahand corporate sector, the
Financial Institutions Act and the AML Act 1996 shd be amended to provide
for CBS approval of any subsequent changes in nemnegt, directors and
significant shareholders.

Legislation criminalising terrorism, terrorist orgaations and terrorist financing
should be adopted as soon as possible.

The authorities should continue their efforts tatifya the International
Convention for the Suppression of the Financing efrorism and the Palermo
Convention as soon as possible.

The Central Bank Act should be amended to cleatyosit that the CBS may
exercise the function of a financial intelligencgtu

The flow of information between the various goveemts entities involved in
the AML/CFT effort should be improved and a forumcombine the financial
expertise of CBS staff with the investigative knedde of the police force
should be put in place.

The CBS should carry out onsite inspections fousin AML/CFT issues and
intensify training sessions on recent best prastiegarding AML/CFT issues.
Banks should increase their focus on identifying tittimate beneficial owners
of funds.

The procedures for cooperation and exchange ofrrdtion with central banks
and foreign regulatory authorities should be enbdrand formalised.

With respect to IBCs, SIBA should increase its lesfeoversight and carry out
plans to strengthen the licensing of registeredn@gand trustees. Rigorous
customer identification procedures for IBCs neell@gut in place.

response to the recommended actions, Seychehested a series of new

legislation including the Anti Money Laundering A&006, the Central Bank of
Seychelles Act 2004, the Prevention of Terrorisnh 2@04, the Financial Institutions Act
2004 and the International Corporate Services Hewsi Act 2003. In the evaluators’
opinion, Seychelles has made significant prognessrengthening its AML/CFT legal and
institutional frameworks since the IMF evaluation.

120. The new AML Act provides for the establishment oFiaancial Intelligence Unit
within the Central Bank of the Seychelles and edsethe list of reporting entities covered
under the law to include a range of DNFBPs suchaasuntants, auditors, lawyers, real
estate agents, casinos, dealers in precious stomastals and offshore banks. It provides
for an explicit confidentiality waiver and safe baur provisions in relation to reporting
entities and their staff when submitting suspicitrassaction reports in good faith.

121. Some of the weaknesses identified however stillehtty be addressed by the
authorities in the Seychelles. These are discussteer in the report below.
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2. LEGAL SYSTEM AND RELATED INSTITUTIONAL MEASURES

Laws and Requlations

2.1 Criminalisation of Money Laundering (R.1& 2)
2.1.1 Description and Analysis

122. Seychelles was amongst the first countries in #gion to enact legislation to
criminalise money laundering when the Anti-Moneyhdering Act was enacted in 1996.
Under that Act the Central Bank of Seychelles pityee role of an FIU. In reaction to an
assessment carried out by the IMF in 2002, andderao keep up with the fast evolving
requirements for countering money laundering, theycBelles reviewed its AML
legislation and a new AML Act was enacted in 2006.

Legal framework

123. Anti-Money Laundering Act 2006 (AML Act). No Regilons have been
prescribed under the AML Act although the Act dgawvide for the making of
regulations.

Recommendation 1

Criminalization of Money Laundering (c. 1.1 - Physal and Material Elements of the
Offence)

124. Money Laundering is criminalized under section 3tled AML Act. The money
laundering offence covers the conversion or transfencealment or disguise, acquisition
and possession of property in a manner largelyistamg with the 1988 UN Convention
against lllicit Traffic in Narcotic Drugs and Pswathopic Substances (Vienna Convention)
and the 2000 UN Convention against Transnationaga@ised Crime (Palermo
Convention).

Laundered Property (c.1.2)

125. Section 3(1) of the AML Act provides that any perseho converts or transfers
property knowing or having reason to believe thatproperty is the proceeds of a crime,
conceals or disguises the true nature of the ptpp@owing or having reason to believe
that the property is the proceeds of a crime, aegquipossesses or uses property or has
reason to believe that the property is the procedds crime, commits the offence of
money laundering. The definition of the offencenubney laundering under Section 3(1)
extends to any type of property that directly atiiactly represents the proceeds of crime.

126. The definition of property under the AML Act is cpmehensive and comprises-

36 of 230



“currency and assets of any kind, whether corpooeahcorporeal, movable or
immovable and legal documents or instruments infarm including electronic or
digital, evidencing title to or interest in suchsess, including but not limited to
bank credits, travellers’ cheques, bank chequesiemaorders, shares, securities,
bonds, drafts and letters of credit whether sidiaeSeychelles or elsewhere and
includes any legal or equitable interest in sudpprty.”

Proving Property is the Proceeds of Crime (c. 1)2.1

127. The law does not require that a person must festdnvicted of a predicate offence
before he can be convicted of the offence of MLnétea person may be convicted of the
offence of ML even though no one has been convidfethe predicate offence. The

Authorities pointed out that it is possible to d®m person with the offence of money
laundering even if that person did not participatehe predicate offence and that it is
possible to charge the one person with both theigmee offence and the offence of

money laundering as separate offences. Howeveautiwrity or evidence was presented
in support of this assertion.

Scope of the Predicate Offences (c. 1.3 & c. 1.4)
128. Under Section 2 of the AML Act, the definition afgeeeds of crime means-

. An act or omission against any law of Seychellesighable by
imprisonment for life or for a period exceedingrh@nths or by a fine
exceeding R6500 or both

. An act or omission committed or done outside Sefehevhich, if it were
committed or done in Seychelles, would constitut@et or omission
referred to above.

129. In Seychelles, predicate offence is defined by témen proceeds of crime (see
Section 3 (1)). In defining the predicate offefi@emoney laundering, the AML Act uses
a threshold approach. Section 2 defines the pdscekcrime as: any money or property
that is derived, obtained or realized, directlyiratirectly, by any person from: (a) an act
or omission against any law of Seychelles punishdlyl imprisonment for life or for a
period exceeding 12 months or by a fine exceedifg§0R; or (b) an act or omission
committed or done outside Seychelles which, if é@r@vcommitted or done in Seychelles,
would constitute an act or omission referred tpanagraph (a). By virtue of the reference
to a reasonably low threshold, this definition eesuthat the range of designated
categories of offences as envisaged in the Recomfaiens is covered.

130. DesignatedCategory of Offences (c. 1.3)

Designated Category of Offences Relevant Sections
Participation in an organized criminalChapter IX of the Penal Code

group
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Terrorism, including terrorism
financing

Sections 5-9 of the Prevention of
Terrorism Act, 2004

Trafficking in human beings and
migrant trafficking

Sections 249 and 250 of the Penal Coq

Sexual exploitation (including of
children)

Sections 130 and 135 to 134 of the Pe
Code

Illicit trafficking in narcotic drugs

Section 5 ¢ifie Misuse of Drugs Act

lllicit Arms Trafficking

Firearms and Ammunition Ac1972

Corruption and bribery

Chapters X and XXXVIII ofetPenal
Code

[llicit trafficking in stolen and other
goods

Chapter XXXI the Penal Code

Fraud

Chapters XXX, XXXI, and XXXI to
XXXVIII of the Penal Code

Counterfeiting currency

Chapter XXVI of the Penalde

Counterfeiting and piracy of product

s Patents ABQO1 (Cap 156)

Environmental crime

Environmental Protection AQ94;
Beach Control Act (Cap 19); Bird’s Eg(
Act (Cap 16); Boiler Explosion Act (Ca
17); Bread Fruit and Other Trees
(Protection) At (Cap 18); Coco de Mer
(Management) Decrees (Cap 37);

Act (Cap 81); National Parks and Natu
Conservancy Act, (Cap 141); Plant

Protection Act (Cap 172); Removal of
Soil and Gravel Act (Cap 204) and Wil
Animals and Birds Protection Act (247

Dumping at Sea Act (Cap 67; Fisheries

e

nal

IN]

®]

re

N—

Murder, grievous bodily injury

Sections 193 and 22t section 2190f
the Penal Code

Kidnapping, illegal restraint and
hostage taking

Sections 239 to 248, Sections 133,
1133A and 139 and section 165 of the
Penal Code

0

le

Robbery or theft Chapters XXVI and XXVIII of the irad
Code

Smuggling Trades Tax Regulations and section 9
of the Penal Code

Extortion Sections 284and 285 of the Penal Coc

Forgery Chapters XXXIV and XXXV of the
Penal Code

Piracy Section 65 of the Penal Code

Insider trading and market Securities Industry Act, 1995

manipulation

Extraterritorially Committed Predicate Offences (&.5)
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131. Crimes committed abroad may constitute predicafienoés for purposes of money
laundering if they would have constituted a pregicaffence had they occurred
domestically (Section 2). The definition of proceed crime in section 2 of the AML Act
extends to conduct outside of Seychelles that waaldstitute a predicate offence if
committed within Seychelles.

Laundering One’s Own lllicit Funds (c. 1.6)

132. The AML Act covers not only those persons who heemmitted ML offences but

also those persons who have committed the predideces. This is given effect under
Section 3(2) of the AML Act which, amongst othemtys, makes it an offence for any
person who organises or directs others to comntigémgts to commit, conspires to
commit or participates as an accomplice to a pecsonmitting or attempting to commit
the offence of ML.

Ancillary Offences (c. 1.7)

133. Under Section 3(2) any person who organises octdirgthers to commit, attempts
to commit, conspires to commit or participatesmaecomplice to a person committing an
offence under Section 3(1) commits the offence ohey laundering.

134. Section 157 of the Criminal Code provides that wheperson is charged with an
offence he may be convicted of having attemptecbtamit that offence, although he has
not been charged with the attempt.

Additional Element (c. 1.8)

135. Crimes committed abroad may constitute predicafienoés for purposes of money
laundering if they would have constituted a pregicaffence had they occurred
domestically. From the definition of predicate oifes under the AML Act, it is clear that
predicate offences extend to conduct that occumemhother country. The definition of
proceeds of crime in the AML Act, includes propedsrived from an act or omission
which is not a crime in the place where it is cottead, but which, if it were committed in
the Seychelles would be a crime.

Recommendation 2

Liability of Natural Persons (c. 2.1)

136. Section 3 of the AML Act clearly states that a parsommits the offence of ML if
he “knows or has reasonable grounds knowing” t@ttoney or property is derived from
any unlawful activity.

The Mental Element of the ML Offence (c. 2.2)
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137. The offence of ML may be described as offencesasidintent. Under Section 3(3)
of the AML Act, knowledge, intent or purpose reguiras an element of any act referred
to in subsection (1) may be inferred from surrongdacts. This means that the offence is
not restricted to specific intention. Section 3tloé AML Act clearly states that a person
commits the offence of ML if he knows or has readna grounds knowing that the
money or property is derived from any unlawful @ityi.

Liability of Legal Persons (c. 2.3 & c. 2)4

138. The offence of ML extends both to private individuand to companies or other
corporate bodies. Under Section 2 of the AML Alg tefinition of “person” means “any

natural or legal person and includes a body ofgrexswhether it has legal personality or
not”.

139. Under Section 3(4), where it is necessary in theecaf an offence of money
laundering alleged to have been committed by a lmmdgorate to establish that state of
mind of the body corporate, it shall be sufficiemshow that a director, officer, employee
or agent of the body corporate, acting in the e®afsemployment or agency as the case
may be, had that state of mind.

Sanctions for ML (c. 2.5)

140. Section 57(1) of the AML Act provides for sentencésmprisonment and fines for
the offences of ML. The sanction for the offence mbney laundering range from
imprisonment for 15 years or a fine of R 3,000,0000th for a natural person or a fine of
R 5,000,000 or revocation of business licence éencdse of a corporate body or both. The
sanction for other attendant offences is 5 yeara tine of R 250,000 in the case of a
natural person or a fine of R 500,000 in the cdsa corporate body. The sanctions are
proportionate, dissuasive and effective. The retrogaf licence which may be imposed
by the court upon conviction is also an effectiveasure. By way of comparison, the
sanction for terrorism under the PTA is imprisontnfen 7 to 30 years and for financing
of terrorism it is 7 to 20 years.

2.1.2 Recommendations and Comments

141. No person has so far been convicted for the offarickloney Laundering in the
Seychelles. It is not possible to say with any goEggree of conviction whether the legal
regime is effective. Of the STRs disseminatedh police, only two cases have been
referred to the AG’s office for prosecution. Oneswdismissed due to lack of evidence,
and the other is pending in court.

142. The authorities in Seychelles must ensure thataathorities involved in the

investigation and prosecution of money launderiages are fully educated and trained on
the specificities of the offence.
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2.1.3 Compliance with Recommendations 1 and 2

Rating Summary of factors underlying rating

R.1 PC * Although the offence of ML extends to all types mbperty
regardless of value, in the absence of a judigi@eh@uncemen
it cannot be ascertained that when proving thapgnty is the
proceeds of crime it would not be necessary thpergson be
convicted of a predicate offence.

* There has been no money laundering conviction utidenew|
law and therefore the effectiveness of the legmtatannot be
assessed.

t

R.2 LC * The legislation meets all the essential criteriawéver, there
has been no money laundering conviction under e law
and therefore the effectiveness of the legislatt@mnot be
assessed.

2.2 Criminalisation of Terrorist Financing (SR.II)
2.2.1 Description and Analysis

Legal Framework

Prevention of Terrorism Act, 2004

Criminalization of Financing of Terrorism (c. 11.1)

143. Seychelles has ratified the International Conventior the Suppression of the
Financing of Terrorism (The Terrorist Financing @ention). Sections 5 and 6 of the
Prevention of Terrorism Act, 2004 (PTA) criminakzehe financing of terrorism.

144. Section 5 of the PTA provides that: “Every persdmwprovides or collects, by any
means, directly or indirectly, any funds intendikgpwing or having reasonable grounds
to believe that the funds will be used in full arpart to carry out a terrorist act commits
an offence and shall, on conviction, be liablertgpiisonment for a term not less than 7
years and not more than 20 years.”

145. Section 6 of the PTA provides that “Every persorowdirectly or indirectly, collects
property or provides, invites a person to proviemakes available, property or financial
or other related services-

(a) intending that they be used, in whole or in paot,the purpose of committing
or facilitating the commission of a terrorist actfor the purpose of benefiting
any person who is committing or facilitating tharouission of a terrorist act;
or

(b) knowing that in whole or in part, they will be uség, or will benefit, a
terrorist group,
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is guilty of an offence and shall on conviction, llzble to imprisonment for a term
not less than 7 years and not more than 20 years.

146. The requirement in Article 2 of the Terrorist Fisarg Convention makes it

mandatory that the definition of terrorist act masver actions set out in a collection of
related Conventions listed in the annex to the drestr Financing Convention. The

definition of “terrorist act” which is contained section 2 of the Prevention of Terrorism
Act 2004 contains a broad list of actions which Idobe interpreted to cover the acts
referred to in the various relevant Conventions.

Conventions referred to in the annex to the Terrorst | Status Reference in the
Financing Convention PTA

Convention for the Suppression of Unlawful Seizafe Ratified | No direct referenc
Aircraft

[}

[}

Convention for the Suppression of Unlawful actsiagfa Ratified | No direct referenc
the Safety of Civil Aviation

Convention on the Prevention and Punishment of €sinRRatified | No direct referenc
against Internationally Protected Persons, inclgidin
Diplomatic Agents

[}

International Convention against the Taking of ldgsts | Ratified | No direct reference

Convention on the Physical Protection of NucleRitified | No direct reference
Material

Convention for the Suppression of Unlawful Actsiagh| Ratified | No direct referenc
the Safety of Maritime Navigation

D

D

Protocol for the Suppression of Unlawful Acts agaiime| Ratified | No direct referenc
Safety of Fixed Platforms located on the Continenta
Shelf

International Convention for the Suppression ofrdiest | Ratified | No direct referenc
Bombings

[}

147. There is no reference or distinction made betwedearrarist organisation and an
individual terrorist, but the definition covers iacts that would typically be part of the
actions prohibited in the Conventions.

148. Under the PTA, it is not a requirement that thedfuwere actually used to carry out
or attempt to carry out a terrorist act or that tha funds be linked to a specific terrorist
act. Section 5 speaks of the offence being comdittthe “funds will be used... to carry
out a terrorist act”. However this provision mayuelermined as no definition is given in
the PTA for the term “funds”. This may necessitiite prosecution having to prove that
certain instrumentalities used in contraventiomthef PTA are funds for the purpose of that
Act.

149. Under the PTA attempts are covered. Under sectigh)an attempt to commit any
offence under the PTA is in itself an offence.
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150. Under the criminal code an attempt to commit a erisia competent verdict to a
charge for that crime.

151. Under the PTA it is an offence for a person to ipgrate as an accomplice or to
organize or direct others in the commission of @otest act. Section 10 makes it an
offence for a person to solicit or give supporatty terrorist group in the commission of a
terrorist act. Section 12 makes it an offence fpeeson to provide weapons to a terrorist
group, or member of a terrorist group. Section l&kes it an offence to recruit another
person to be a member of a terrorist group or tbgpaate in the commission of a terrorist
act.

152. Article 2(5) (c) of the Terrorist Financing Convimt extends the range of liability
to acts of person which are made in the aim ohtnhg the criminal activity or criminal
purpose of a terrorist group as against the comomss purely terrorist acts.

153. The Republic of Seychelles also implements the ddnNations resolutions relating

to the prevention and suppression of the finanohterrorism acts, particularly the UN

Security Council Resolution 1373. The assets akiddals engaging in FT can be seized
in Compliance with UNSCR 1373.

154. The criminalization of terrorism is not restricteaterrorist or terrorist organization
located in Seychelles only. The act also crimirithe financing of terrorist or terrorist
organizations that are located outside of Seychelection 5 to 9 of the PTA creates
different offences as regards to the financingeofdrism. The said sections clearly state
that a person commits an offence if amongst othiegs, funds or property are collected
or provided for Terrorist Acts. The definition okfforist Act given in Section 2 is not
restricted to acts carried out in Seychelles oHlgnce a person who collects or provides
funds for the commission of terrorist acts outssag/chelles would clearly be committing
an offence under the said Sections 5 to 9 of the A€ long as the collection or the
provisions of funds or property was done in SeyleseFurthermore, Section 15 (f) of the
PTA expressly makes it an offence for a persorptmsor the commission of certain acts
in a foreign state such as the overthrowing bydooc violence the Government of a
foreign state.

Predicate Offence for Money Laundering (c. 11.2)

155. The AML Act does not make specific reference testadr schedule of offences, but
the threshold for predicate offences (an offencaighable by imprisonment for life or for
a period exceeding 12 months or a fine exceeding,30) put the various offences
specified in the PTA within the range of predicatiences for money laundering.

Section Penalty under the
Offence under the PTA under the y
PTA
PTA
Terrorist act that causes the death of a person ) 4(a Life imprisonment
Terrorist act 4(b) Imprisonment for a
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term of not less than
7 years or more than
30 years

Providing or collecting by any means, whether
directly or indirectly, any funds knowing or

Imprisonment for a
term of not less than

=)

having reasonable grounds to believe that the 5 7 years or more than
funds will be used I full or in part to carry out a 20 years
terrorist act
Directly or indirectly collecting property or Imprisonment for a
providing or inviting a person to provide or term of not less than
making available property or financial or other 7 years or more tha
related services intending that that property or 20 years
financial or other related services be used in ehol 6
or in part in the commission of a terrorist act or
knowing that the property or financial or other
related services will in whole or in part be usgd|b
or benefit a terrorist group
» Using properly, directly or indirectly, in whole Imprisonment for a
or in part, for the purpose of committing or term of not less than
facilitating the commission of a terrorist act; or 7 years or more than
» Possessing property intending that it be used or v 20 years
knowing that it will be used, directly or
indirectly, in whole or in part for the purposé
committing or facilitating the commission of g
terrorist act.
Knowingly entering into, or becoming concerned Imprisonment for a
in an arrangement which facilitates the retention term of not less than
or control by or on behalf of another person of 8 7 years or more than
terrorist property by concealment, removal out of 20 years
jurisdiction, transfer to a nominee or in any other
way
Knowingly: Imprisonment for a
a) Dealing, directly or indirectly, in any term of not less than
property that is owned or controlled by or 7 years or more than
on behalf of a 20 years
terrorist group;
b) Entering into, or facilitating, directly or
indirectly, any transaction in respect of 9
property, referred to in paragraph (a); or
c) Providing financial or other services in
respect
of property referred tm paragraph (a) at
the
direction of a terrorist group
Knowingly, in any manner: 10(1) Imprisonment for a

a) Soliciting support for, or giving support to,yan

term of not less than

44 of 230



terrorist group, or
(b) Soliciting support for, or giving support tbet
commission of a terrorist act,

7 years or more than

20 years

Harbouring or concealing, or preventing,
hindering or interfering with the apprehension o
any other person knowing, or having reason to

—

Imprisonment for a

term of not less than
7 years or more than

believe that such other person: 11 20 years
a) Has committed a terrorist act or is planning, pr
is likely to commit, a terrorist act; or (b) is a
member of a terrorist group
Knowingly offering to provide, or providing any Imprisonment for a
weapon to: term of not less than
a) A terrorist group; 7 years or more tha
(b) A member of a terrorist group; 12 20 years
(c) Any other person for use by, or for the benefit
of a terrorist group or a member of a terrorist
group
Knowingly agreeing to recruit, or recruiting Imprisonment for a
another person: term of not less thar
a) To be a member of a terrorist group; or 13 7 years or more tha
(b) To participate in the commissioha terrorist 20 years
act
Knowingly agreeing to provide training or Imprisonment for a
instruction, or providing training or instruction: term of not less thar
a) In the making or usaf any weapon; 7 years or more tha
(b) In carrying out a terrorist act; 20 years
(c) In the practice of military exercises or 14
movements, to a member of a terrorist group or a
person engaging in. or
preparing to engage in, the commission of a
terrorist act
(a) Knowingly promoting or facilitating the doing Imprisonment for a
of any act in a foreign State for the purposeg of term of not less thar
achieving any of the following objectives whether 7 years or more tha
or not the objective is achieved: 20 years
(i) The overthrow, by force or violence, of the
government of that foreign State;
(i) Causing, by force or violence, the public|in
that foreign State to be in fear of death or bodily 15
injury;
(i) Causing death of, or bodily injury to,|a
person who:
I. Is the Head of State of that foreign State;
or
Il. Holds or performs any of the duties of a

public office of that foreign State;

=)
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(b) Recruiting another person to become
member of, or to serve in any capacity with a b
or association of persons the objectives of wh
are, or include, the

objectives referred to in paragraph (a);

(c) Accumulating, stockpiling or otherwis
keeping, any weapons for the purpose of dc
any act referred to in paragraph (a);

(d) Training or drilling, or participating in th
training or drilling of any other person in the U
of weapons or in the practice of military exerci
or movements to prepare that person to do an
referred to in paragraph (a);

(e) Allowing himself or herself to be trained

drilled in the use of weapons or in the practice
military exercises or movements for the purp
of doing any act referred to in paragraph (a);

() Giving any money or goods to, or performi
services for, any other person or body
association of persons for the purpose of doing
act referred to in paragraph (a); or

(g) receiving or soliciting money or goods or t
performance of services for the purpose
promoting or supporting the doing of an
referred to in paragraph (a);

a
Ddy
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e
ing
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5es
y act

or
» of
pse

ng
or
) an

he
of
ACt

(&) Acting in the capacity of owner, occupi
lessee or person in charge of any buildi
premises, room or place

knowingly permitting a meeting of persons to
held in

that building, premises. room or place, or

(b) Acting in the capacity of owner. chatter
lessee, operator,

agent or master of a vessel or the owner, chatt
lessee,

operator, agent or pilot in charge of an aircr
knowingly

permitting that vessel or aircraft to be used:tifar
purpose of committing an offence under sect

er,

be

16
erer

aft,

ion

15, or

Imprisonment for a
term of not less thar
7 years or more tha
20 years
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promoting or supporting the commission of |an
offence under section 15

Being a member of, or professing to being a Imprisonment for a

member of a terrorist group 18 term of not less than
7 years or more than
20 years

Arranging, managing or assisting in arranging or Imprisonment for a

managing a meeting which he or she knows is: term of not less than

a) To support a terrorist group; 19 7 years or more than

(b) To further the activities of a terrorist group; 20 years

(c) To be addressed by a person who belongs or

professes to belong to a terrorist group

(a) Aiding and abetting the commission of; Imprisonment for a

(b) Attempting to commit; term of not less than

(c) Conspiring to commit; or 20 7 years or more than

(d) Counselling or procuring the commission of 20 or 30 years as the

offences under this Act case may be

Jurisdiction for Terrorist Financing Offence (c. 113)

156. The PTA does not expressly provide that the TFnaeapply regardless of whether
the person alleged to have committed the offenas(s) the same country or a different
country from the one in which the terrorist(s)/teist organisation(s) is located or the
terrorist act(s) occurred/will occur.

157. The authorities in Seychelles have indicated thatdriminalization of terrorism is
not restricted to terrorist or terrorist organieatiocated in Seychelles only. The Act also
criminalizes the financing of terrorist or terrdre@ganizations that are located outside of
Seychelles. FT is criminalized both in Seychellsesaell as outside of Seychelles. The
definition of Terrorist Act given in Section 2 ioinrestricted to acts carried out in
Seychelles only. Hence a person who collects oviges funds for the commission of
terrorist acts outside Seychelles would clearlycbmmitting an offence under the said
Sections 5 to 9 of the Act, as long as the colbecbr the provisions of funds or property
was done in Seychelles. Furthermore, Section 19f(the PTA expressly makes it an
offence for a person to sponsor the commissioredhm acts in a foreign state such as the
overthrowing by force or violence the Governmena déreign state.

158. The legislation has not been tested. Effectivenassot therefore be assessed.
C.11.4 The Mental Element of the TF Offence (apphg c. 2.2 in R.2)

159. The PTA does stipulate an objective test for thientional element for the financing
of terrorism. Sections 5 and 11 provide that tHerafe is committed if a person knows or

has reasonable grounds to believe that the funtl$&iused to carry out a terrorist act.
However, the provisions of sections 6 to 10 12, 114,15, 16, 17, 18, 19 and 20 of the
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PTA are couched in terms which make them offenéespecific intent. The said sections
either specifically use the terms “knowing” or ‘@miding” in defining the relevant
offences or are silent on intent.

160. The authorities in the Seychelles have indicated tihe offence of ML and certain
offences regarding FT may be described as offeatéssic intent. This means that the
offence is not restricted to specific intentionctsan 5 of the PTA provides that a person
commits an offence if amongst other things, heectdl or provides funds “knowingly or
having reasonable grounds to believe that the fumiisbe used (...). The above
mentioned offence even though does not provideitiamntion element of the offences of
ML and FT may be inferred from objective factuafcamstances, they nevertheless
achieve that objective by providing reasonable gdoto believe or to know as part of the
mental element of the crime. However, Sectione 6 bf the PTA is couched in terms
which make them offences of specific intent. Thiel s&ctions use the terms knowing or
intending, in defining the relevant offences. Tladssections 6 to 9 do not make any
provisions with regard to the fact that the intenél element of the offences may be
inferred from the objective factual circumstances.

161. The evaluation team was also not made aware of emtgblished case law in
Seychelles that confirms that the requisite interal element of the offence of TF may be
inferred from objective factual circumstances.

Liability of Legal Persons (c. 2.3 & c. 2.4 in R.2)

162. Legal persons are covered in the under Part IhefRTA which provides for the

process for declaring an entity which has knowingbynmitted; attempted to commit;

participated in committing or facilitated the conssion of a terrorist act, whether on its
own or acting on behalf of, at the direction ofimrassociation with another entity which
has knowingly committed; attempted to commit; ggpated in committing or facilitated

the commission of a terrorist act, to be a spatiéietity. In section 2 of the PTA, the term
“entity” is defined as meaning a person, group,stirupartnership, fund or an

unincorporated association or organization. Indaie section 2, terrorist group is defined
as meaning “an entity that has as one of its p@fdbe committing of, or the facilitation

of the commission of a terrorist act.”

163. It must be noted that the PTA excludes an incotedrantity.

Sanctions for FT (applying c. 2.5 in R.2)

164. The sanctions provided in the PTA represent falrigh sanctions. Section 39
provides for an additional administrative sanctwhich is the refusal to grant or the
revocation of the registration of an associationcivlthe Minister responsible for Internal

Affairs has certified upon reasonable grounds hadenis making or is likely to make
available any resources, directly or indirectlyatterrorist group
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2.2.2 Recommendations and Comments

165. The PTA should in addition to the general defimtiof terrorism contain specific
reference to the relevant Conventions when defiftieigorist act”.

166. The PTA should contain a definition of the termrfis” to include the specific
species of funds contained in the Terrorist Finagc&onvention. This would ensure that
the term used in the PTA is sufficiently wide enloug be effective.

167. Sections 6 and 7 of the PTA should be based orbpattive test for intent. It is no
different from section 5 except that section 5 nete funds whilst sections 6 and 7 refer
to property.

168. The PTA should cover incorporated entities.

169. The effectiveness of the legislation cannot be ss&skas there has been no reported
case in practice.

2. 2.3 Compliance with Special Recommendation Il

Rating Summary of factors underlying rating
* There is no express reference made to terrorist aderrorist
organisation and an individual terrorist

* The PTA does not provide for the definition of tkem “fund” as
set out in the TF Convention. The absence of auéfinition
may undermine the offence of TF under section thefPTA.

e The PTA does not expressly provide that the TF nuieapply|
regardless of whether the person alleged to haveritted the
offence(s) is in the same country or a differentirtoy from the
one in which the terrorist(s)/terrorist organisa{g) is located o
the terrorist act(s) occurred/will occur.

SR.II PC

-

» The PTA does not expressly provide that the interati element of
the offence of TF may be inferred from objectivecttel
circumstances.

+ Effectiveness cannot be assessed.

2.3  Confiscation, freezing and seizing of proceea$ crime (R.3)

2. 3.1 Description and Analysis
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Legal Framework

Anti Money Laundering Act 2006
Prevention of Terrorism Act 2004
Criminal Procedure Code

Misuse of Drugs Act.

170. Both the Anti Money Laundering Act, 2006 and thewntion of Terrorism Act,
2004, contain provisions for the confiscation, hiag and seizing of the proceeds of
crime.

Confiscation of Property related to ML, FT or othepredicate offences including
property of corresponding value (c. 3.1)

171. Section 32(1) of the AML Act provides (which covdseth ML and FT) for the
forfeiture to the State of any property that a pereas derived directly or indirectly from
the offence of ML or of FT. Concerning the FT offes, Section 37(1) of the PTA makes
provisions for the forfeiture of property ownedaantrolled by, or on behalf of, a terrorist
group or property that has been, is being, oréllused in whole or in part, to commit, or
facilitate the commission of, a terrorist act whergudge is satisfied on a balance of
probabilities. Section 153 of the Criminal Proced@ode (Cap 54) provides a mechanism
for the forfeiture to the State of property whiclaswused or intended to be used in the
commission of any offence (which would cover ak tbredicate offences). Forfeiture of
property under the AML Act and the Criminal ProcexllCode is dependent on a
conviction for the offence, whereas forfeiture undee PTA is not dependent on
conviction.

172. The provisions of section 32 of the AML Act provider the forfeiture of the
proceeds derived from ML and FT, as well as foritterumentalities used and intended
to be used in the commission of the offences ofavid FT (section 32(2). The provisions
of section 37 of the PTA provide for the forfeituoé the instrumentalities used and
intended to be used for that purpose.

173. Section 32(1) of the AML Act provides for the fattee to the Republic of any
property that a person has derived directly orrgatly from the offence of ML or of FT.
As regards to property used or intended to be tmentssion of the AML or predicate
offences, Section 153 of the Criminal ProcedureeC(ciap 54) provides that “...all the
things produced by the offence or which may hawenhesed or were intended to be used
for committing an offence, shall be forfeited tae tRepublic of the Seychelles. Hence,
with regards to predicate offences, it is only uploe conviction of the predicate offences
that property used or intended to be used in thentigsion of the predicate offences will
be forfeited.

174. Concerning the FT offences, Section 37 (1) of tA& Pnakes provision for the

forfeiture of property that has been, is beingwidl be used to commit, or facilitate the
commission of a terrorist act. As regards prop#rgyt is the proceeds of an FT offence,
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Section 153B of the Criminal Procedure Code (Cap/Awst 15 of 1995) provides for
forfeiture of proceeds of crimes in general. Btik Section 26(1) AML Act and the
Section 36 PTA make provisions for the restrainomgseizing of property that may be
subject to a forfeiture order. Applications undetthacts may be madx-parte.

175. In Seychelles there are generally no provisionthénlaw that expressly provide for
the confiscation of the property of organizatiohattare found primarily criminal in
nature. Provided that such a law can be justifiedier Article 26(2) (a) of the
Constitution of Seychelles, such provision may meuded into the law to give effect to
the above-mentioned proposal. However, Section)3@{1the PTA does provide for
forfeiture orders to be made in respect of “propemned or controlled by, or on behalf
of, a terrorist group”. Section 32(3) of the AMLCc# contains provisions for the
confiscation of property of corresponding valugha event that property that is subject to
the forfeiture order is not available.

176. The proposal under Criterion 3.1(c) would agairsblgject to Article 26(2) (a) of the
Constitution. However, Section 37(4) of the PTA sigeovide that a judge can make a
forfeiture order upon an application made undertiBec37(1), if on a balance of
probabilities the judge is satisfied that the propeomes within subsection (1)(a) or (b)
of Section 37. Since the burden of proof under Big4hat a civil standard rather than that
of a criminal standard, (that is beyond a reasandblibt), then Section 37(4) to a certain
extent satisfies the request of Criterion 7.4.

Confiscation of proceeds of proceeds of crime (d..B applying c. 3.1)

177. Section 32 (1) and (2) of the AML Act provide fdwetforfeiture of any property that
a person has derived directly or indirectly frore tiffence of ML or of FT. The range of
the property that may be forfeited under sectionoBZhe AML Act is wide enough to

include income profits and other benefits. Alsostiem 32(5) of the AML Act makes

provision for the process to be followed by a Caounen making a forfeiture order under
that section which relates to property held byialtparty. This indicates that the intention
under section 32 of the AML is to include propdrgld by a third party. Section 37 of the
PTA is more express in that it refers to propexptoolled by or on behalf of a terrorist

group.

178. Two things are worth noting on section 37 of theAPTirstly, the wording of that
section extends the forfeiture provisions to propef a terrorist group whether or not that
property was actually utilised or intended to biéisetd in the commission of an offence.
Secondly, although this may be somewhat acadehea,efference to terrorist group could
be interpreted to exclude an individual terrorist.

Provisional Measures to Prevent Dealing in Propedybject to Confiscation (c. 3.2)
179. Under Section 26(1) of the AML Act, a police offidavestigating an offence of ML

or FT and who has reasonable grounds to beliexeathamoney or property involved in
such offence is held by, or is under the controlanfy person may, with the approval of

51 of 230



the Attorney-General, make an application in wgtiaccompanied by an affidavit to a
judge of the Supreme Court in Chambers for a nestigh order prohibiting that person
from disposing of or otherwise dealing with thegedy except in such manner as may be
specified in the order.

Ex Parte Application for Provisional Measures (c.3

180. The AML Act is silent on the issue of whether arplagation for seizure may be
made ex parte.

181. Section 36 (1) of the PTA provides that where agauaf the Supreme Court is
satisfied on an ex parte application made to tlgguin chambers, supported by an
affidavit, that there are reasonable grounds tebelthat there is in any building, place or
vessel, any property in respect of which a forfeitarder may be made under section 37
the judge may issue a warrant for the seizure ch soroperty or a restraint order
prohibiting any person from disposing of, or othisewdealing in that property.

Identification and Tracing of Property (c. 3.4)

182. The PTA does not expressly provide powers for tlaeiig or identification of
property that may become subject to confiscationsasuspected of being proceeds of
crime. Under section 32(11) of the AML Act, wher@erson is convicted of an unlawful
activity, an offence of money laundering or of ficang of terrorism, the Court may after
the conviction of the person, for the purpose afitig of the property, make such order or
give such direction as the Court thinks necessadiye powers to trace property under the
AML Act apply only after a conviction has been secl

183. However Section 35 of the PTA does provide for ang who has got in his or her
possession any property owned by terrorist groumftrm the Commissioner of Police
about the fact (Section 35 (1) of the PTA).

184. Furthermore, pursuant to the provision of Secti&{2B of the PTA Financial
Institutions must provide a quarterly report to #i& as to whether or not, they have in
their possession or control any property belongogerrorist groups and if so, financial
institutions must provide particulars thereof.

185. Moreover, a financial institution also has an odlign to inform the Commissioner
of Police of any transaction that takes place adburse of its business activity which it
suspects to be related to the commission of artstract. Hence, whilst Section 35
imposes a duty to report it does not expresslytgtan Police powers to request for such
information at their own initiative. However, undeection 95 of the Criminal Procedure
Code (Cap 54) contains a general power which alliwvesPolice to request for a search
warrant where amongst other things “ anything whgimecessary to the conduct of an
investigation is found in any building, ship cagea.”. Hence, the Police can use such
powers if they want to trace any property as regad offence under the PTA. Law
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enforcement agencies have the necessary powedsntfy and trace property suspected
of being the proceeds of crime

Protection of Bona Fide Third Parties (c. 3.5)

186. Both the AML Act and the PTA protect the interetat any third party may have in
a property that is subject to a forfeiture ord8ee Section 37(6), 37(7), 37 (8) of the PTA
2004 andsection 32 (6), (7), (8) and (9) of the AML Act 20

187. Section 29 of the PTA provides that on convictidnaay person for an offence
under that Act and before making an order for thréefture of any property used for or in
connection with or received as payment or rewardie commission of that offence, the
court shall give every person appearing to haventemest in the property an opportunity
to be heard. Section 37(6) of PTA provides for ewtio be given to an interested third
party when the Attorney-General makes an applioafo forfeiture Section 37(7) of the
PTA provides that the judge hearing the application forfeiture shall order that the
interests of a third party (stipulated in the ojddrould not be affected by the order where
the judge is satisfied that the person has anestehas taken all reasonable steps to
ensure that the property is not utilised in furdmee of the commission of a terrorist act
and is not a member of a terrorist group. Sectin8)B3of the PTA provides that a person
who has an interest in property which has beereifted may within 60 days after the
forfeiture order was made, make an applicatiorhto Supreme Court for the variance or
setting aside of the order.

188. Under the AML Act, protection of bona fide thirdrpas is covered under Section
32(5), which provides that a court shall not makeoeder for forfeiture if the court is
satisfied that the person (not being the persorvicted) who is in possession of, or
purports to own, the property concerned in goothfand for sufficient consideration and
without knowing or having reason to believe that troperty was at the time of its
acquisition property derived from, obtained or ig&d from the commission of ML or FT.

189. Section 32(6) of the AML Act provides a mechanisrevweby a person claiming
interest in a property may apply, whether beforafter a forfeiture order has been made,
to the court for an order declaring the natureemixind value of that person’s interest,
directing that the State transfers the properth#&b person or directing the State to pay the
person an amount equal in value to the value op#rson’s interest in the property, as the
case may be.

190. Section 32(7) of the AML Act provides that wheres thourt is satisfied that the

person has an interest in the property, has takereasonable care to ensure that the
property is not the proceeds of a crime or tertqgisperty or would not be used in the
commission of a terrorist act and is not a memlber terrorist group the court may order
that the interests of that person (stipulated endtder) should not be affected by the order.

191. Section 32(8) of the AML Act provides that wheree@urt has made a forfeiture
order and the conviction of a person in relationmwom the order was made has been

53 of 230



guashed, the order shall cease to have effect gedsan who claims to have an interest in
any property in respect of which the forfeiture @rdvas made may apply to the court for
an order declaring the nature, extent and valubatf person’s interest, directing that the
State transfers the property to that person orctiivg the State to pay the person an
amount equal in value to the value of the persomnérest in the property.

192. Section 32(9) of the AML Act which provides that evb a court has made a
forfeiture order and the conviction of a persomalation to whom the order was made has
been quashed, the court shall as soon as is @bleiafter the order cause notice of such
to be given to any person whom the court has retstelieve may have had an interest
in any money or property which is the subject ébrdeiture order immediately before the
order was made.

Power to Void Actions (c. 3.6)

193. Section 37 of the AML Act provides that the Coumiay before making a forfeiture
order, set aside any conveyance or transfer ofgotpphat occurred during or after the
commission of an unlawful activity or offence urdébe conveyance or transfer was made
for sufficient consideration to a person actingy@aod faith and without notice.

Additional elements (c.3.7)

194. There are generally no provisions in the law thapressly provide for the
confiscation of the property of organizations theg found primarily criminal in nature.
Provided that such a law can be justified undeichkrt26(2) (a) of the Constitution of
Seychelles, such provision may be included into Ittve to give effect to the above-
mentioned proposal. However, Section 37(1) of thé Eoes provide forfeiture orders to
be made in respect of “property owned or controllgdor on behalf of, a terrorist group”.

195. The proposal under Criterion 3.7(b) would agairsbieject to Article 26(2)(a) of the
Constitution of Seychelles. However, Section 3t{fithe PTA does provide that a judge can
make a forfeiture order upon an application maddeurSection 37 (1), if on a balance of
probabilities the judge is satisfied that the propeomes within subsection (1)(a) or (b) of
Section 37. Since the burden of proof under 34pat a civil standard rather than that of a
criminal standard, (that is beyond a reasonableblpthen Section 37(4) to a certain extent
satisfies the request of this Criterion.

196. Section 37 of the AML Act provides that, before nmaka forfeiture order, a court
may set aside any conveyance or transfer of prppbét occurred during or after the
commission of an unlawful activity or offence, usdethe conveyance or transfer was
made for sufficient consideration to a person gcimgood faith and without notice. This
provision would apply to both the offences of MLJdT.

2.3.2 Recommendations and comments
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197. There has been no property frozen, seized or aatéd in relation to ML or FT.
The legislation has not been tested and the aseaesdeam was unable to determine
whether the legislation is effective or has operal difficulties.

198. The AML Act and the PTA should be amended to ensbhat law enforcement
agencies have express powers to identify and fpagperty subject to confiscation or
which is suspected of being proceeds of crime.

199. The AML Act should be amended to clarify that apations for seizure of property
may be madex-parte

200. The authorities in Seychelles must ensure that offlicers involved in the
identification and tracing of property subject tméiscation are fully educated and trained.

2.3.3 Compliance with Recommendation 3

Rating Summary of factors underlying rating

e The AML Act and the PTA do not expressly provideveos to
law enforcement agencies for the tracing or ideatiion of
property that may become subject to confiscatiors suspecte
of being proceeds of crime.

* The AML Act is silent on the issue of whether aplagation for
seizure may be made ex parte.

* The application of the law has not been testecetbes the
effectiveness of the regime cannot be assessed.

R.3 PC

2.4 Freezing of funds used for terrorist financing SR.III)
2.4.1 Description and Analysis

Legal Framework:

Freezing Assets under S/Res/1267 (c. 111.1)

201. Sections 3 and 42(2) of the PTA provide the legalidfor the Minister to declare an
entity (defined under section 2 of the PTA as a@ergroup, trust, partnership, fund or an
unincorporated association or organisation) asaied entity.

202. In accordance with the provisions of section 42{P}he PTA where the Security
Council of the United Nations decides in pursuaatétrticle 41 of the Charter of the
United Nations on the measures to be employedv® gjifect to any of its decisions and
calls upon member States to apply those measueelslitister may by regulations make
such provisions as may appear to the Minister todmessary or expedient to enable those
measures to be applied.
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203. Further under the provisions of section 42(3) & BTA, where a regulation under

section 42(2) of the PTA declares that there aasaeable grounds to believe that an
entity specified in the regulation is engaged mnaést activity, that entity shall be deemed

with effect from the date of publication of the uéafion to have been declared a specified
entity under section 3(2) of the PTA.

204. Under the provisions of section 3 of the PTA whére Attorney General has
reasonable grounds to believe that

(a) an entity has knowingly-

(i) committed;

(i) attempted to commit;

(iif) participated in committing; or
(iv) facilitated the commission of

a terrorist act, or
(b) an entity is knowingly acting-

() on behalf of,
(i) at the direction of, or
(i) in association with

an entity referred to in paragraph (a), the Attgr@eneral may recommend to
the Minister that an Order be made in respect af ¢ntity.

205. The Minister may by Order published in the Gazeléelare than an entity is a
specified entity.

206. The consolidated list of designation made purst@mtNSCR 1267 and its updates
are sent to Seychelles through its Ministry of kgmeAffairs (MoFA). The MoFA sends
the list to the CBS and the FIU which further cleta the list to the reporting entities, law
enforcement and supervisory agencies.. At the afitee mutual evaluation no Specified
Entity Order had been made in respect of persosguited by the United Nations Al-
Qaida and Taliban Sanctions Committee. There waé3e no regulations made under
section 42(2) of the PTA

207. There are neither any substantive legislative giods nor procedures in place to
freeze terrorist funds or other assets of persesgydated by the United Nations Al-Qaida
and Taliban Sanctions Committee.

208. Section 36 and 37 of the PTA when read togethefdcpwovide a mechanism

through which the requirements of resolution 126dld be indirectly met. These two
sections provide that ax parteapplication could be made by the Attorney-Genfmain
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order restraining any person from disposing or idgalvith any property owned or
controlled by, or on behalf of, a terrorist grouphe definition of a terrorist group under
section 2 of the PTA includes a specified entitin practice the application for the
restraining order under section 37 of the PTA caly be initiated after a Specified Entity
Order has been published in the Gazette.

Freezing Assets under S/Res/1373 (c. 111.2)

209. The mechanism described above apply to all releUtECR (section 42 of the
PTA), including UNSCR 1373.

Freezing Actions taken by other countries (c. 11).3

210. The procedure to give effect to designations madeyant to the actions initiated by
another country would have to follow the procedimea Specified Entity Order under
section 3(2) of the PTA.

211. It is difficult for the assessment team to estdibpsecisely whether this is indeed the
case considering that the provisions of sectiontl3@PTA have never been used.

Extension of c. Ill.1-111.3 to funds or assets comlled by designated persons (c. I11.4)
212. Under Section 37(1) of the PTA, the AG may makepplication to a judge of the
Supreme Court for an order of forfeiture in respEgbroperty owned or controlled by, or
on behalf of a terrorist group or property that basen, is being or will be used, in whole
or in part, to commit, or facilitate the commissioira terrorist act.

Communication to the Financial Sector (c. I11.5)

213. There is no system in place for communicating astitaken under the freezing
mechanisms to the financial sector immediately ua&img such action.

Guidance to Financial Institutions (c. 111.6)

214. No guidance has been provided to financial insting and other persons or entities
that may be holding targeted funds or other assmtserning their obligations in taking
action under freezing mechanisms..

De-Listing Requests and Unfreezing Funds of De-ladtPersons (c. 111.7)

215. There are no effective and publicly known proceduise considering de-listing
requests and for unfreezing the funds or othertasgede-listed persons or entities in a

timely manner consistent with international obligas.

Unfreezing Procedures of Funds of Persons Inadvertlg Affected by Freezing
Mechanism (c. 111.8)
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216. There are no and publicly known procedui@sunfreezing, in a timely manner, the
funds or other assets of persons or entities indeivity affected by a freezing mechanism
upon verification that the person or entity is aatesignated person.

Access to frozen funds for expenses and other psgso(c. 111.9)

217. There are no procedures in place for authoriscugss to funds or other assets that
were frozen pursuant to S/IRES/1267 (1999) andhi#nat been determined to be necessary
for basic expenses, the payment of certain typdead, expenses and service charges or
for extraordinary expenses.

Review of Freezing Decisions (c. 111.10)

218. Under Section 29(1) of the PTA, before the courkesaan order for forfeiture of
property, the court shall give every person appgatd have interest in the property in
respect of which the order is proposed to be mad#pportunity to be heard.

Freezing, Seizing and Confiscation in Other Circutasices (applying c. 3.1-3.4 and 3.6
in R.3, c. 11.11)

219. The PTA does not expressly provide powers for tiaeing or identification of
property that may become subject to confiscationsasuspected of being proceeds of
crime. However Section 35 of the PTA does provadeany one who has got in his or her
possession any property owned by terrorist groumfirm the Commissioner of Police
about the fact (Section 35(1) of the PTA).

220. Furthermore, there is an obligation on Financiatitations under section 35(2) of

the PTA to provide a quarterly report to the FlUtasvhether or not, they have in their

possession or control any property belonging tootest groups and if so, to provide

particulars thereof. Moreover, a financial indiidn also has an obligation to inform the

Commissioner of Police of any transaction that sgbdace in the course of their business
activity which they suspect to be related to themgussion of a terrorist act. Hence, whilst
Section 35 imposes a duty to report it does notresgly grant the Police powers to

request for such information on their own initigi\However, Section 95 of the Criminal

Procedure Code (Cap 54) contains a general powehvafiows the Police to request for

a search warrant where amongst other things “amgthihich is necessary to the conduct
of an investigation is found in any building, stuarriage...” Hence, the Police can use
such powers if they want to trace any propertyegards an offence under the PTA.

221. Articles 1131 and 1133 of the Civil Code of Seytel(Cap 33) will render such
contracts void.

222. Under Section 26(1) of the PTA, where the Commissicf Police has reasonable

grounds for suspecting that any property has beed wr is being used to commit an
offence, he may seize the property.
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223. However, Section 95 of the Criminal Procedure C({dap 54) contains a general
power which allows the Police to request for a dleavarrant where amongst other things
“anything which is necessary to the conduct of rrestigation is found in any building,
ship carriage...” Hence, the Police can use suetemif they want to trace any property
as regards an offence under the PTA.

General Provisions
Protection of Rights of Third Parties (c. 111.12)

224. Section 37(6), 37(7) and 37(8) of the PTA protbet interests that any third party
may have in a property that is subject to a fanfeitorder.

Enforcing the Obligations under SR Il (c. 111.13)

225. The staff of the FIU will ensure compliance to tieéevant legislations by means of
on-site inspection of reporting entities. Failucedomply with the requirements of the
legislation will result in the imposition of peniak as prescribed by the law.

Additional Elements (c. 111.14)

226. The necessary steps are being taken to implemenn#asures set out in the Best
Practices Paper for SR lll. Though no cases ofzingeof terrorist funds have occurred,
the necessary legal authority and procedures &zdérdunds or other assets based on
information creating reasonable ground to suspleat such funds/assets are terrorist
related exist. A national task force team will tsablished to facilitate communication,
co-operation and collaboration with the relevantegament agencies.

227. The legislation also provides for co-operation witbreign governments and
international institutions.

228. The newly established FIU will in time be in a gmsi to share intelligence

information with similar foreign counterparts. TR&J will continue to disseminate lists
of designated individuals and terrorist groups éporting entities in the private sector.
The FIU will ensure adequate compliance, controts r@porting in the private sector. The
FIU co-ordinate with law enforcement and other si&guauthorities and provide the

appropriate feed back to the private sector.

2. 4.2 Recommendations and comments
229. The freezing mechanism is non-existent and thesitoirle mechanism under the PTA
suffers from a number of shortcomings. The evaunateam considered that the overall

implementation of the measures provided for undemTA was ineffective.

230. The mere fact that the forfeiture measures undeiSOR 1267 necessitate a
Specified Entity Order contravenes the requirementier UNSCR 1267.
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231. The Seychelles authorities are recommended to se@mnthe mechanisms set out to
implement UNSCR 1267 to ensure that all personsamiiies designated by UNSCR

1267 are considered as terrorists and their fundsosher assets are immediately frozen
upon identification.

232. Regulations should be enacted as provided in Seeti(2) of the PTA which
provides that the Minister responsible for intermdlairs may, by regulations make
provisions as may appear to the Minister to be @dgpe or necessary to give effect to
such decisions of the Security Council as the S$gcGouncil may call upon its member
States to apply. This would be a direct mechannfdcilitating the requirements of the
Special Resolutions without having to resort t@iipteting the legislation to achieve this
end without exposing the CFT measures to legaleinggs.

233. A system must be put into place for communicaticiipas taken under the freezing
mechanisms to the financial sector immediately ujp&img such action.

234. Guidance must be issued to financial institutiond ather persons or entities that
may be holding targeted funds or other assets coimggetheir obligations in taking action
under freezing mechanisms.

235. Effective and publicly known procedurés considering de-listing requests and for
unfreezing the funds or other assets of de-lisiexdgns or entities in a timely manner
consistent with international obligations must ¢ ipto place.

236. Effective and publicly known procedurdésr unfreezing, in a timely manner, the
funds or other assets of persons or entities indeivity affected by a freezing mechanism
upon verification that the person or entity is @motlesignated person must be put into
place.

237. Procedures must be put into place for authorisotgss to funds or other assets that
were frozen pursuant to S/RES/1267 (1999) andhidnat been determined to be necessary
for basic expenses, the payment of certain typdses, expenses and service charges or
for extraordinary expenses.

2.4.3 Compliance with Special Recommendation Ill

Rating Summary of factors underlying rating

e The procedures in place are not effective and woatcenable thg
freezing without delay funds and other assets ofsqres
designated under UNSCR 1267.

SR NC » There are no effective procedures in place to &eeithout delay

terrorist funds or other assets of persons desgnatthe contex|
of UNSCR 1373.
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* There is no system in place for communicating astitaken
under the freezing mechanisms to the financialosestmediately
upon taking such action.

* No guidancehas been provided to financial institutions anideot
persons or entities that may be holding targetediguor othet
assets concerning their obligations in taking actiader freezing
mechanisms.

« There are no effective and publicly known procedufer
considering de-listing requests and for unfreezimg funds or
other assets of de-listed persons or entities timaly manner
consistent with international obligations.

« There are no effective and publicly known procedufer
unfreezing, in a timely manner, the funds or otlassets o
persons or entities inadvertently affected by aZireg mechanisn
upon verification that the person or entity is rotdesignatec
person.

o

2.5 The Financial Intelligence Unit and its functims (R.26)

2.5.1 Description and Analysis

Legal framework

Anti-Money Laundering Act, 2006 (AML Act)

Establishment of FIU as National Centre (c. 26.1)

238. The Seychelles FIU was established on July 1, 2808n independent body within
the Central Bank of Seychelles. Under Section 1hefAML Act, the FIU is designated
as the principal focal point for receiving, anahgi and dissemination suspicious
transaction reports related to ML and FT and taycaut AML/CFT supervision of
reporting entities.

239. The Act is quite comprehensive in respect of thtabshment and powers of the
FIU. The Central Bank received STR reports priothe establishment of the FIU. No
reports are made directly to other supervisory &éadl'he FIU does not have any intention
to have Regional offices on any other island & #tage and the FIU which is based on
Mahé will be the national point for the receiptadif STRs.

Guidelines to Financial Institutions on Reporting™R (c. 26.2)
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240. Section 10 of the AML Act specifies the reportingpgedures to be adopted by
reporting entities when submitting suspicious teations related to ML and FT to the
FIU. Prior to the establishment of the FIU, thenB&upervision Division (BSD) was
responsible for the receipt, analysis and dissemmaf STRs on ML. Officers from the
BSD have conducted training on AML for staff of #tle banks, the Seychelles Credit
Union and the Corporate Service Providers. Thaitrgicovered the reporting procedures
and requirements.

241. The Act indicates that reports submitted to the BHall be in a form and contain
details as prescribed. No Regulations or guidanaee hbeen formally drafted or
disseminated in this regard, however a reportimmfbas been designed and disseminated
to Banks in November 2006.

242. Although a reporting form has been designed ansedignated to banks in order to

guide them in their reporting to the FIU, as yetytthave not been provided to other
reporting entities. The reporting form is basic alwegs not cater for multiple or complex

transaction reporting. It may not be suitable fibreporting institutions and may require

refining by industry. This report is not readilyagable to reporting or other entities on the
FIU/CBS website. Reports are hand delivered toGkatral bank and bank statements
sometimes only have a covering letter.

Access to Information on Timely Basis by FIU (c. 2

243. Under Section 19 of the AML Act, the FIU has thethawity to collect any
information that the FIU considers relevant to #ierace under this Act or any other law
that is publicly available, including commerciallyailable databases, or information that
is collected or maintained including informatioraths stored in databases maintained by
the government.

244. The FIU also has the authority to request infororatirom reporting entities, any
supervisory agency and any law enforcement agesrahé purposes of the Act.

245. Under Section 23 of the Act, the FIU is authorigedenter any premises during

working hours and examine records, which are cemsdirelevant to ensuring compliance
with the provisions of the Act. The FIU may transimy information derived from such

examination to the appropriate domestic law enfoer@ authorities if the FIU has

reasonable grounds to suspect that the informadioelevant to an investigation for non-
compliance with this Act, an unlawful activity, aonmey laundering offence or an offence
of financing of terrorism.

246. The FIU has wide-ranging powers to collect inforimxat In particular it has indirect
access to information held in the Immigration dat#s, Police databases, Customs
databases, Ministry of Land Use and Habitat daeasd Company Registrars databases.
In addition, the following entities confirmed thidfitey would share database information
with the FIU upon request: banks, insurance congsa@ind supervisory bodies.
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Additional Information (c. 26.4)

247. Section 19(c) of the AML Act authorises the FlUreguest information from any
reporting entity, any supervisory Agency and anw lanforcement agency for the
purposes of the Act. Under Section 10(3) of the Aceporting entity that has made a
report to the FIU shall give the FIU or the law @mkement agency that is carrying out the
investigation arising from, or relating to, the dnhation contained in the report, any
further information that it has about the transactor attempted transaction or about the
parties to the transaction if requested to do sthby-IU or the law enforcement agency.

248. At this stage the banks that have reported have dorunder a covering letter and
have attached bank statements and occasionallprnoastinformation when reporting
STRs to the FIU.

249. The FIU does have the necessary powers to obtaiiti@athl information as
required. When collecting information to build aseaand conduct analysis, the FIU
checks other reporting entities to determine whethey have any information on the
reported person or entity. What is of concern ésl#itk of procedures to do so.

Dissemination of Information (c. 26.5)

250. Section 19(f) of the AML Act authorises the FIU dgsseminate any report, any
information derived from such report or any othaformation it receives to the

appropriate law enforcement agency and supervigotiyorities if the FIU has reasonable
grounds to suspect that the transaction is unlawful

251. The FIU only disseminates cases where there ispigan of ML. So far the FIU
has disseminated reports to the Police and thattthorities.

252. The procedure and safeguards for disseminationnateclear. It was also not
immediately clear from interactions with policetbe AG whether they fully understood
the confidentiality of the disseminated informatermd role it would play in the evidential
arena or possible prosecution.

Operational Independence (c. 26.6)

253. The FIU is established as a unit within the CBShwis own organization and
management structure, and its own staff and ressuatthough its budget forms part of
the CBS budget. It is housed in a secure partefdBS building separated from the main
central banking activities. The FIU will have opoaal independence in order to ensure
that the decision making process is free from undflieence and interference.

254. The FIU reports to the Board of the CBS. The Doeds required under section

17(1) of the Act to report to the Board on the el and performance of his powers and
duties under the Act. As a unit within the CBS & will only submit a business plan
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and proposed budget to the Board in December 2B80Budget will be allocated in
January 2008.

255. At this stage the Director and staff are still ddesed by stakeholders to be
synonymous with the CBS. This is also aggravatethbyfact that they are housed in the
same building, use the CBS network system and jgtadf wears the CBS uniform.

256. As the FIU is still reasonably new and is reliahtree CBS for establishment, Board
decisions and budget, it is too soon to tell whethey will be in a position to operate
freely without any undue interference or influence.

Protection of Information Held by FIU (c. 26.y

257. Access to the FIU is restricted with information s databases and files being
securely protected. Information is only dissemidateaccordance with the requirements
of the law.

258. Section 18 of the Act applies to the Director, adfis, employees or agents of the
FIU while they are in office and after they leaves temploy of the FIU. The Section
prohibits them from disclosing any information oatter which has been obtained by him
or her in the discharge of his or her functions amthe Act or which he or she has
knowledge of, except for the detection, investgatiprosecution or enforcement of the
Act or any other law.

259. These individuals shall not disclose any infornratibat would directly or indirectly
identify an individual who provided a report oranfnation to the FIU, or a person or an
entity about whom a report or information was pdad under this Act.

260. Section 21 of the Act prohibits the Attorney-Geherad every other person acting
on behalf of or under the direction of the AG fralisclosing any information that they
have obtained or to which they have access indhese of their audit of the FIU except in
the performance of their functions when ordered lopurt of law.

261. Although some restrictions of FIU related infornoatiexist in the law they are

insufficient to protect the confidentiality of thveork of the FIU. During the interviews it

was impressed upon the evaluation team that Sdgshisl a very small place and that
everyone knows everyone else and everything aksmit ether. If insufficient procedures
are in place to protect reporters to the FIU thgporting officers and entities may stop
reporting for fear of reprisals.

262. The law provides confidentiality clauses for thaJFand the Attorney General.
However while analysing reports the FIU may requasther information on reported
individuals/entities or information from other repog entities or even further information
from government institutions and supervisory bodMsst of these entities are then not
subject to confidentiality clauses within the légi®n and in such small community it is
the assessors’ view that this poses a risk to dinéidentiality of the information held by
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the FIU.  The authorities in the Seychelles haesvdver indicated that the CBS,
commercial banks, CSPs, accountants and auditersaamd by a duty of confidentiality
by virtue of their contract of employment.

Publication of Annual Reports (c. 26.8)

263. The FIU is newly established and has been opeition 3 months. They have not
prepared an annual report or any other reportséfetie to trends typologies or statistics.

264. Under Section 17(3) of the AML Act, the Directorrequired to submit a report on
the activities of the FIU during the preceding y&athe Board of CBS on or before the
31 day of March each year. The Board shall then tabb®py of the report before the
National Assembly.

Membership of Egmont Group (c. 26.9)

265. Seychelles is not a member of the Egmont group. Séyehelles FIU will in time
apply for membership to the Egmont Group. Approadh@ve already been made to the
Mauritius FIU and the South African FIC to assistiact as sponsors in the Seychelles
membership application.

266. As the FIU is able to receive, analyse and dissateimformation in relation to the
investigation of ML and FT, there does not appearbé a hindrance regarding its
eligibility to apply for Egmont membership.

Exchange of Information Among FlUs (c. 26.10)

267. Once accepted as a member of the Egmont Grougepehelles FIU will adhere to
the Statement of Purpose and its principle of miation exchange with similar agencies.
In the meantime, the FIU is already exchangingrmfation with similar foreign agencies.

268. Section 20 of the AML Act provides for the discloswf information to foreign
institutions and agencies. It states that the Flay,nwith the approval of the Attorney-
General (AG), disclose any report or informatioh@é under section 19 of this Act to an
institution or agency of a Foreign State or to r@ernational organisation or institution or
agency established by the Governments of ForeigteS$that has the powers and duties
similar to that of the FIU. The terms and condisicget out for this disclosure shall be set
out in an agreement or arrangement between the &id that Foreign State or
international organisation, institution or agen@garding the exchange of information
under Section 22.

269. Where no agreement or arrangement exists, the Rdlbther party may agree at the
time of disclosure on terms and conditions thatuie the restriction of the use of the
report or information for the purpose relevantlte investigating and prosecuting of an
unlawful activity, ML or FT offence or any other Imitantially similar offence. The

authorities have indicated that all correspondetoce foreign counterpart contains a
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stipulation to the effect that the information mbsttreated in a confidential manner and
not further disclosed without the written consehnthe FIU.

270. Section 22 of the AML Act states that the FIU mayth the approval of the
President, enter into agreements or arrangementsritmg with the Government or
Foreign State, or an international organisatioramiinstitution or agency established by
the governments of foreign states regarding thénaxge of information of the FIU and
any institution or agency of that State or orgamsethat has powers and duties similar to
those of the FIU. The authorities have indicatet ho agreement has been entered into
thus far.

271. The FIU may enter into agreements in writing withes FIUs or institutions with
similar powers or duties and foreign law enforcetragencies or supervisory authorities
in order to exchange information. The authoritiese indicated that no agreement has
been entered into thus far.

272. The information exchanges shall be information tinat FIU or other agency has
reasonable grounds to suspect would be relevanvéstigating or prosecuting an offence
of ML or FT or a substantially similar offence. &lauthorities have indicated that all
information exchanged thus far was related to stiepdecases of ML.

273. In addition to the approval of the AG to share miation with other FIUs, the FIU
is required to share all requests received andteather FIUs with the AG.

274. The President is required to approve all agreemangsrangements made to share
information. Although there is legislation thatexat for the approval of agreements, it also
appears that information can be shared spontaneousl

2.5.2 Recommendations and comments
Recommendation 26

275. AML legislation has been in place since 1996 amqmbring has been mandatory for
guite some time. There appears to be confusion agat is reportable and what is not.
Clear guidelines in this regard must be issuedng¢aito account what must be reported,
when a report must be submitted, timeframes foromepy, details and additional
information required to be submitted should beessas a matter of urgency.

276. The FIU should develop procedures and registerketp track of requests for
additional information and protect the confidentyaihereof.

277. It is suggested that the FIU conducts trainingtfer recipients of their products in

relation to the safeguarding and use of the infdionan investigations and prosecutions
as a matter of urgency.
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278. It is recommended that the FIU take steps to atemdependence from the CBS by
having its own website, letterheads, email addeess®l possibly even dress code to
impress upon stakeholders the emergence of a néwdependent Unit.

279. The FIU should as a matter of urgency put in pldw necessary policies and
procedures and if need be, MOUs to protects thdidmmtiality of information that it
works with, whether this relates to a report reedior any other information received.

280. However efforts should be made to align and stresrdection 20 and 22 of the
legislation to avoid confusion in relation to thppécation thereof and who has the
ultimate authority to approve the sharing of infatian and signing of agreements. In line
with the international trend it should be considetieat the Director be able to conclude
sharing agreements with other FIUs.

2.5.3 Compliance with Recommendation 26

Rating Summary of factors relevant to s.2.5 underlying ovall rating

* The FIU is a new institution with very little expence in
implementation of AML/CFT requirements under thevriaw.

* No guidelines had yet been developed for reporimgies.

* Although the FIU has sufficient powers to acce$srmation
effectiveness could not be measured as these ptadnsot
been used and tested at the time of the mutualiavai.

* The FIU had not acquired operation independendehetime

R.26 PC of the onsite visit it was still very reliant on SB&haring its

' computer system, budget, and office premises.

» Although the legal framework meets the criteriaEgmont
Group membership the FIU was not an Egmont membkee.
application for membership was under consideration.

* While the legal gateway for exchange of informathas been
provided under the AML Act, the procedure is tinoesuming
as other authorities must be consulted before imdgion is
shared.

2.6 Law enforcement, prosecution and other competéauthorities — the
framework for the investigation and prosecution ofoffences, and for
confiscation and freezing (R.27 & 28)

2.6.1 Description and Analysis

Legal Framework
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Anti-Money Laundering Act 2006; Prevention of Terso Act 2004; Police Force Act
(not provided to the evaluation team); Evidence &ctminal Procedure Code, the
Customs Management Decree and the Immigration Becre

281. The structure of the Law enforcement Sector in BeMes includes Seychelles
Police Force, Tax and Customs Department, Immigmabepartment and the Financial
Intelligence Unit.

Designation of ML/FT Investigations (c. 27.1)

282. Police have the mandate to investigate all offemeelsiding ML and work with the
FIU, Immigration, and Revenue Commissioner to emsbat ML and TF offences are
properly investigated.

283. Section 6 of the Police Force Act empowers thed@dlo investigate any offence
under the AML Act or PTA. The Seychelles Police hesently undergone a major re-
organization including the appointment of a new @Gussioner of Police. Foreign experts
have been assigned to provide technical assistahcsh is expected to improve their
efficiency. In February 2005 a Financial and Fr&guad has been established whose
main role will be to investigate terrorism, terstrfinancing and well as investigate all
forms of financial fraud.

284. The Seychelles Police is headed by a Commissitireter him there are following
Divisions/Branches namely Criminal InvestigatiompeSial Branch, Operations, Special
Support, Seychelles Police Academic, AdministraBod Finance and Transport Security
(Transec). The Directorate of Criminal Investigatibas established a department of
Financial Fraud Squad which is responsible for stigating STR on AML/CFT from the
FIU.

285. The Seychelles Police at the national level do eshaformation with other Law
enforcement agencies such as Seychelles Revermeni@sioner, Immigration and the
Coast Guard informally. At the Regional level thehare information through EAPCCO
(East Africa Police Chiefs Cooperation Organizatiolt the International level
information is shared through INTERPOL via the MhirSub Regional Bureau.

286. There are no joint operations/investigation teamwrag the Police, Seychelles
Revenue Commissioner, Immigration and Coast Guard.

Customs

287. Seychelles Revenue Commissioner (SRC) does recanwes of suspected people
and cargo from the Central Bank and Police ands rtiie data in the Ascyuda data
capturing System within the SRC. There are 120 @&@unst officers and 90 Domestic
Revenue Officers. Detection of goods is informatiased and there are no scanners at the
dock. There are scanners at the Airport only. TleweBiment of Seychelles is in the
process of amending the existing Customs ManagebBegree.
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288. Seychelles receives 850 containers in a month.EMagnination of the containers at
the Dock is not 100 %. They are using Risk AnalyBeshnique. Customs officials do
profile and search Seychelles nationals while naffilng tourist because they are
bringing revenue to the country.

289. In Seychelles because of lack of expertise in AMEYQhere is underreporting of STR by
Law enforcement agencies.

290. Tax Evasion is not a predicate offence instead iguasi Criminal offence. In
Seychelles AML/CFT proof of offence depends onNtens Rea element. Asset forfeiture
iIs based on conviction. There are no provisionspiatection of witnesses and victims
except in Sexual offences only.

291. The Seychelles Revenue Commissioner does liaisé wie World Customs
Organization. In Seychelles statutes, there aowigions for enforcement of foreign
judgments but don’t have provisions for sharing\e$ets.

Waiver of Arrest of Suspects (c. 27.2)

292. The police do not have the power to postpone ovevtiie seizure of money for the
purpose of identifying persons involved in suchwatoés or for evidence gathering.

Additional Elements
Use of Special Investigative Techniques (c. 27.2&4)

293. In Seychelles, the investigative techniques arenpgsible to the extent that they do
not breach the constitutional rights of the indbadfl Investigative techniques and
undercover operations are being utilized by theicBotluring investigations and such
techniques will be utilized in cases of suspectdédavid FT.

294. As far as undercover operations are concerned, #resgermissible. However, with
regards to intercepting of correspondence or atieans of communication, a court order
is necessary as per Article 20 of the Constitution.

Mechanisms for Cooperative / Multi-Agency Investiian Teams (c. 27.5)

295. Cooperative investigations with other jurisdictiditee Kenya, Mauritius and India
are being undertaken. There is now more cooperatial the exchange of information
between the Seychelles Police and their counterpamlauritius, India and Tanzania on
suspected drug traffickers. The authorities an® nonsidering entering into MOU with
Kenya and Madagascar. The Police intend to incredeemation sharing on suspected
drug traffickers with their counterparts in the imegwith a view to enhance the fight
against drug trafficking. The authorities anticgpatore changes in the form of increased
cooperation between neighbouring countries in camgalrug trafficking and ML.
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296. The Police have arrangements on information exalhangsuspected drug traffickers
with their counterparts in Mauritius, India, Kengiad Tanzania. Whenever a local resident
or a foreigner suspected of being a drug traffidkarves the country, the local Police tip
off their counterparts in Mauritius, Kenya, Tanzarind India. Similarly, their foreign
counterparts alert them whenever suspected traffickre bound for Seychelles. This has
resulted in some local residents suspected of beimglved in drug trafficking being
arrested in India and some controlled illegal sahsts have also been seized. The Police
are now considering extending the exchange of imnétion with their counterparts in
Madagascar and may need to establish a databasedi requests for the exchange of
information. The Police do not keep statisticsuafsinformation exchanges.

297. Information is also exchanged between the membéesbf the East African Police
Chiefs Organization (EARPCCO) Extensive work isnigedone with the neighbouring
jurisdictions and the cooperative investigationsehbed to the arrest of the suspects and
the seizure of controlled illegal substances

Review of ML & FT Trends by Law Enforcement Authaies (c. 27.6)

298. So far, reviews of ML and FT methods and technidatsveen the FIU and other
law enforcement agencies are not being undertaldethb National Task Force on AML
established in December 2006 will facilitate thisqess.

Recommendation 28
Production of Documents and Information (c. 28.1)

299. There are provisions in the PTA for the productidimformation to the Police force
(see Section 35(1), 35(3) of the PTA). Furtherm&extion 95 of the Criminal Procedure
Code also makes provisions for search warrant®tsdued by courts. Section 49 of the
FIA also provides for the production of documengsalfinancial institution upon an order
of the court and also to a police officer authatismder the Evidence (Bankers Books)
Act. Section 8 of the Evidence (Bankers Books) praivides that if it is proven to a judge
upon oath that any document in the custody or obofra bank is necessary or desirable
for the purpose of any investigation into the cossmn of an offence, the judge may
authorize a police officer to inspect the accourt auch officer may also take copies of
such documents. Moreover, Section 50 of the PTAiigdes that the Supreme Court may
make an order upon the application of the Attoriggneral, for the production or
disclosure of any information by the Central Bahthe information is bona fide required
amongst other things for the purpose of any inqairirial into or relating to ML or FT.

300. Under Section 26(1) of the AML Act, a police officmay with the approval of the
AG make an application in writing accompanied bya#fidavit to a Judge of the Supreme
Court in Chambers for a restraining order prohilgita person from disposing of property.
Under Section 26(1) of the PTA, the CommissionerPofice may seize the property
where there are reasonable grounds for suspedtaigtie property has been or is being
used to commit an offence under the Act.
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Taking Witnesses’ Statement (c. 28.2)

301. The Police have the powers to take witness statesrienuse in investigations and
prosecutions of ML and FT.

2.6.2 Recommendations and comments

302. Although, the Law enforcement and Prosecution sesvhave an AML/CFT regime
they still do not have a strategic plan to deahwite vices. In all institutions there are
shortages of resources, absence of regular Traemlgcapacity building in the area of
AML/CFT. The Seychelles Police as investigatorsMif/TF offences have very few
trained Financial and Cyber Crime Investigators kwk equipment such as computers
and surveillance equipment. The authorities havevelwver indicated that since the
beginning of 2007, an expert from the Office forchieical Assistance in the US Treasury
Department has been to Seychelles to assist tlffeastéhe FIU on all aspects of its
operations. These include:

» Provide training to FIU staff

= Provide technical assistance and guidance to tbetd-lachieve operational status and
efficiency in processing and analyzing STR, suppgrtaw enforcement in domestic
and international investigations, and ensuring d@mpe with AML/CFT laws and
regulations;

= Provide training to law enforcement to improve ayato prevent, detect, investigate
and prosecute financial crimes;

= Provide training to public and private stakehold@ssto their responsibilities under the
AML Act

303. The Law enforcement Agencies mainly Police, FIUx Tamd Customs, Coastal
Guard, Immigration, Judiciary mainly Magistratesdadudges need to be trained on
AML/CFT issues and provided with the appropriatel$o

304. Sharing of information at National, Regional andeinational level should be
enhanced.

2.6.3 Compliance with Recommendation 27 & 28

Rating Summary of factors relevant to s.2.6 underlying ovall rating

» Although the Police are statutorily mandated toestigate ML
and TF cases, the Financial Fraud Squad which wesently
established have limited capacities, skills and iggent to
successfully investigate ML and TF offences.

R.27 PC

» There are no measures in place to allow policecef$ to
postpone or waive the seizure of money for the gsepof
identifying persons involved in ML activities or rfeevidence
gathering.
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» Given that the AML law was recently enacted therea method
of evaluating the effectiveness of the progranhatgresent time.

R.28 PC * Police officers have powers to investigate andesarm obtain
evidence.

* Police officers have the power to take witnessestants on for
use in investigation and prosecution of ML, TF attiaer
underlying predicate offences.

* Alow level of AML/CFT awareness amongst law entanent
agencies and lack of trained personnel and supgogguipment
undermine the quality of investigations.

2.7 | Cross Border Declaration or Disclosure (SR.IX)
2. 7.1 Description and Analysis
Legal framework
There is no specific legal framework at the monikat deals with cash couriers.
Mechanisms to Monitor Cross-border Transportation d Currency (c. 1X.1)

305. There is no threshold set for cross-border trartapon of currency nor is there a
declaration or disclosure requirement/system incBelfes. However, under Section 1 (3)
(d) of the Exchange Control Act (Act 4 of 2001), person is permitted to bring into or
take outside of Seychelles, notes of the value exkng R2, 000. The Police may under
Section 15 of the Criminal Procedure Code, searoh @erson suspected of being in
possession or having in his possession anythirgaduolly obtained.

306. There are no large cash transactions reportingiregants, which include large
foreign currency exchange transactions. Due tdigimening of foreign exchange controls
in 2001, the authorities believe that large amowohtsash immediately attract attention in
the banking sector and should trigger a suspidi@msaction report to the FIU.

307. It is also illegal to be in possession of foreigrwleange not lawfully obtained from
an authorised dealer. The Police regularly condeetrches in the country of persons
suspected of being involved in parallel market apens. If found to be in illegal
possession of foreign exchange, the foreign exanharag be forfeited by the court or
under Section 1 (3B) of the Exchange Control Ao the Exchange Controller can direct
such person to sell the foreign exchange to aroagtdd dealer.

308. At the time of the on-site visit, Seychelles hadoreded 7 convictions against
offenders involved in parallel market operationsiniy 2004.
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309. The Police may conduct searches of persons whom shepect are in illegal
possession of foreign exchange, counterfeit foreigmency notes, narcotics, or who are
suspected of engaging in ML or FT.

Information on Origin and Use of Currency (c. IX.2)

310. If a person is discovered to be illegally in possas of foreign currency and is
unable to justify its source, the foreign curremayl be forfeited by the court or under
Section 1 (3B) of the Exchange Control Act. The liattge Controller can direct such
person to sell the foreign exchange to an authddsaler.

311. Any person found to be in possession of counterfeies will be detained by the
Police and the counterfeit notes will be confisdat@ustom officers do conduct routine
search of persons who are acting suspicious or warensuspected of engaging in illegal
activities.

Restraint of Currency (c. IX.3)

312. There is no disclosure or declaration requiremenplace. Should a person be
suspected of being involved in ML or FT the auttiesi will have to investigate the matter
in terms of the relevant ML and FT legislationisitdoubtful whether they would be in a
position to restrain the currency while this invgation is ongoing.

Retention of Currency and Identification Data by Alorities (c. 1X.4)

313. In the absence of a declaration or disclosure rement there are no measures in
place for retention of data collected on bearersuofency or negotiable instruments.

Access of Information to FIU (c. 1X.5)

314. At this stage there is no disclosure or declaratequirement in the Seychelles.
However should a person illegally be in possessibrioreign currency not lawfully
obtained and the persons are suspected of engagimdL or FT, the FIU would
presumably be notified.

Domestic Cooperation between Customs, Immigratioddelated Authorities (c. IX.6)

315. There is co-ordination between the Police, Immigratand Customs which has
resulted in seizures of counterfeit notes and rexx@s well as the suspects. If a local
person is discovered to be illegally in possessibioreign currency and is unable to
justify its source, the foreign currency will beniscated by the Police and the unlawful
funds will be submitted to the Exchange Controlléra foreigner is found to be in

possession of large amounts of cash for which haatgustify, he will be questioned by

the law enforcement agency who will determine wiethe is committing an offence

under the AML Act or the PTA.
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International Cooperation among Customs, Immigratioand Related Authorities (c.
IX.7)

316. Both the Customs and Immigration authorities dohate any agreements with their
foreign counterparts but should they have any gsear require information, written
requests will be made to the relevant immigratiatharity via the Ministry of Foreign
Affairs. The Customs authorities have indicatedt tthere is little foreign cooperation
apart from UK Customs which is of limited use as thajority of the commercial traffic is
from South Africa, Kenya, Dubai and Singapore.

317. Information can also be shared internationally digio the AG’s offices under the
Mutual Assistance in Criminal Matters Act.

Sanctions (c. 1X.8)

318. If a non-resident is found to be in possessioragjd amounts of cash for which he
cannot justify, he will be questioned by the lawoecement agency who will determine
whether he is committing an offence under the AMtt Ar the PTA. If found to have
contravened the requirements of either of thesepiwoes of legislation, the police will
conduct the necessary investigation and refer thtemto the AG’s office for criminal
prosecution. Should the offender be found guilty thlevant penalties will be imposed.
This procedure does not apply to instances of mmtadation or disclosure.

Sanctions (c. 1X.9)

319. If found to be in illegal possession of foreign lkeange, the foreign exchange can be
forfeited by the court or under Section 1 (3B) lnd Exchange Control Act, the Exchange
Controller can direct such person to sell the fpgreéxchange to an authorised dealer.
However there is no specific system in place ferrnbn-disclosure or non declaration of a
person who is physical cross border transportatbrcurrency or bearer negotiable

instruments.

Confiscation of Currency (c. 1X.10)

320. There is no legislation that deals with this spealfy in the Seychelles.
Confiscation of Currency Related to FT (c. IX.11 plying c. Il1I.1-111.10 in SR IIl,)

321. Persons whose names appear of the UN Sanctioandtwho are found to be in
possession of funds related to FT in contraventibthe PTA will have the funds frozen
and the necessary penalties will be applied tetispect.

Unusual Movement of Precious Metal and Stones (¥.12)

322. The CBS Act provides for an Exchange Controller senpermission is required to

buy or borrow gold in Seychelles. There is no regjaent to report cross-border
movements of significant amounts of gold or othighhvalue items such as diamonds or
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gems as long as they are for personal use. There liarge scale trade of gold, diamond
and gems in Seychelles but an import permit isireduor the importation of such items
for business purposes and these must be declatbd ustoms office or else they could
be seized and subsequently confiscated.

323. If during the course of their duties Customs offisidiscover unusual amounts of
precious metals or precious stones for which thegmecannot justify, the items will be
detained for further investigation and the necgssharges brought against the offender.

324. The Police through Interpol can contact their fgnecounterparts in the country
from which the items originated to obtain furtheformation on the offender and the
items. If necessary, the authorities of the twontnes can then agree on mutual legal
assistance legislation governing this issue.

Systems to Ensure Proper Use of Information (c. 18.& 14)

325. There is no cross border disclosure or declaratemuirement and therefore no
database.

2.7.2 Recommendations and comments

326. There is no disclosure or declaration requiremanplace in the Seychelles. Even
though this requirement can to some small degredeb# with through exchange control
thresholds, this will not be enough to meet thisedon.

327. The Seychelles should take urgent steps to draft nibcessary legislation and
accompanying Regulations and include the requirésnender SR.1X. All relevant law
enforcement and other agencies should be consultdds process. It would appear that
the Customs officials are somewhat aware of thkesrand are actively detecting some
irregularities. However the jurisdiction urgentlgeds the necessary legislation and the
designation of an appropriate authority that shdaddresponsible for acting in terms of
these requirements. This will include the creatminand awareness surrounding a
declaration. Disclosure form, data capture andrmédion usage from the form, processes
for the restraint of the cash or negotiable instnta and reporting requirements to the
FIU.

2.7.3 Compliance with Special Recommendation IX

Rating Summary of factors relevant to s.2.7 underlying ovall rating

 There is no disclosure or declaration requiremanplace in the
Seychelles. Even though this requirement can toesemall degreg
be dealt with through exchange control threshadidis, will not be

SR.IX NC enough to meet this criterion.

* A reporting system to the FIU on suspicious crossdeéer
transportation of cash or other negotiable instmiséas not ye
been put into place.
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In the absence of a disclosure or declaration syste detect
physical transportation of currency and negotiabltruments in
Seychelles international cooperation will be diifido implement.

There is no explicit requirement to report unusaedss border
movement of gold or diamonds to competent autlesitf other
countries.
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3. PREVENTIVE MEASURES- FINANCIAL INSTITUTIONS
Customer Due Diligence & Record Keeping

328. The anti-money laundering measures applicabled&tychelles financial sector are
provided in the Anti-Money Laundering Act, 2006 igi@after referred to as “AML Act”).
The AML Act defines a reporting entity and actiggithat are deemed to be vulnerable to
money laundering. The definition of reporting entiinder the Act includes some of the
financial institutions as defined by the FATF fohet purposes of the 40+9
Recommendations-

. Financial leasing;

. Money transmission services;

. A person dealing in securities and money marketungents;

. An insurer, insurance broker or insurance agent;

. A person conducting individual or collective pottbomanagement;

. Off shore banks;

. A person that carries out on a business of isssi@lgjng or redeeming
travellers cheques, bankers drafts or similar imsants;

. Financial guarantees and commitments;

. A person dealing in safe custody services, monekesing;

. Safekeeping administration of cash or liquid sdmgion behalf of other
persons;

. Money and currency changing;

. Investing, administering or managing funds or mooeyehalf of other

persons

329. However, not all categories of the financial inditins operate in the Seychelles.
There is no stock exchange or securities markethén Seychelles. The table below
describes the categories of financial institutithveg operate in Seychelles.

Categories of financial institutions operating in 8ychelles, 2006

Number of

institutions
Commercial banks 6
Insurance companies 2
Insurance brokers 2
Insurance agents
Foreign exchange 2
Money transmitters 2
Credit union 1

3.1 Risk of money laundering or terrorist financing
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330. The Seychelles Authorities have not undertakennapcehensive risk assessment of
money laundering and terrorist financing and do adopt a risk based AML/CFT
framework. All financial institutions are subject the same obligations under the AML
Act. The financial institutions are required tophpthe AML/CFT measures in their
entirety and are not permitted to adopt any singaliimeasures with respect to areas that
they deem to be of little or low risk.

331. However, pursuant to section 4(7) of the AML Act Band record keeping
obligations do not apply where the transactionni®ecasional transaction not exceeding
US$10,000 unless the reporting entity has reasorsuspect that the transaction is
unlawful or in such other circumstances as mayrbsqibed. As at the date of the onsite
visit no regulations have been made in this respect

332. As the Seychelles economy opens up and becomes giairal, the risk of money
laundering increases. For example, as the Edendgleoperty program takes off, more
foreign high net worth individuals will be buyingmensive property in Seychelles and
settling the transactions through the banking sent&eychelles. The Eden Island is also
a yacht marina and includes a commercial centretwfeatures leading brands. With
regard to the balance of risk of money laundering &rrorist financing to financial
institutions, the evaluation team concluded thatgbtential risk was significantly higher
in the banking sector as compared to the otheoeciThe assessment team has however
noted that as at the date of the mutual evaluatienFIU had already started its onsite
inspection programmes and had conducted onsitedtisps with regard to a commercial
bank which held both a domestic and an offshoreibgnlicence to ensure compliance
with AML/CFT requirements.

333. Bureaus de change and insurance entities havenpdémented internal AML/CFT
procedures and the level of awareness was alsoliweitgd. The ML/TF risks are not
being managed in these sectors. However, the av@uteam considers that the risk of
ML/TF in the insurance sector as compared to thking sector is relatively lower. The
customer base of the insurance entities is lardegestic.

334. The two bureaus de change also operate officdseaditport and deal mostly with
tourists. The risk of money laundering is percdite@be low by the bureaus operators due
to the restriction on the amount that may be exgbdn Pursuant to the Foreign Earnings
Act, visiting tourists in the Seychelles are expdcto pay for virtually all services whilst
in the Seychelles in foreign exchange. In accardamth the letter issued by the CBS on
08 May 2002, the Bureaus de Change have been teduesadvise tourists that they may
exchange a maximum of US$200 per person. The amseasseam has however noted that
as at the date of the mutual evaluation the FIU &leehdy started its onsite inspection
programmes and had conducted onsite inspectioms regfard to a bureau de change to
ensure compliance with AML/CFT requirements. Fertstaff members of the bureaus de
change had also receive AML training between 2Q0wiér the repealed AML Act) and
2006 (under the new AML Act).
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335. In general, reporting entities, other than bankslen the AML Act do not perceive
the Seychelles as a high risk jurisdiction for faeilitation of money laundering and
terrorist financing. The common view was that molaindering occurred only through
banks.

3.2  Customer due diligence, including enhanced oeduced measures (R.5 to 8)
3.2.1 Description and Analysis
Legal framework

Anti — Money Laundering Act 2006
Financial Institutions Act 2004
Central Bank of Seychelles Act, 2004

336. The AML Act is the primary legislation which impas&€ustomer Due Diligence
obligations on financial institutions, includingarks, money transmission services,
insurance entities and bureaux de change. The ARKL2A06 came into operation on 08
May 2006 and replaces the Anti Money Laundering ¥996.

Anonymous Account (c. 5.1)

337. Under Section 7(1) of the AML Act, financial institons are required to maintain
accounts in the true names of the account holdrssuant to the provisions of section
7(2) of the AML Act, they are not permitted to op@perate or maintain any anonymous
accounts or any account which is in a fictitiouslsé or incorrect name. Furthermore,
Section 48 of the AML Act provides for a criminaffence for breach of the above
mentioned provision. The mutual evaluation tearterinewed two banks and both
confirmed that they did not open or maintain anooymaccounts. The FIU had also
indicated that it had conducted an onsite inspeatitth respect to a commercial bank that
held both a domestic and an offshore banking lieeswed the records were verified to
ensure that no anonymous accounts were being nredta

338. The AML Act does not expressly refer to numberedoaats however, pursuant to
the provisions of section 7(1) of the AML Act, fimgal institutions can only maintain

accounts in the true names of the account holdacsordingly, it does not appear that a
financial institution can maintain numbered accsunt

339. As at the date of the on-site visit, the FIU haspiected only one of the commercial
banks which held both a domestic and an offshonkibg licence. On this basis it is too
early to say whether there is effective implemeoraof this requirement under the AML
Act.

340. The Seychelles Credit Union, issued an AML/CFT Gue Manual in August

2005. The manual takes account of the provisionthefAML Act 1996 but was not
updated following the enactment of the AML Act i6@B. While the manual sets out the
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requirement for customer identification and progidbat the Credit Union should not
enter into a business relationship until the idgntf the customer is satisfactorily
established it does not specifically prohibit tipering of anonymous account.

341. As at the date of the mutual evaluation insuranctties had not implemented
AML/CFT measures.

When CDD Measures Require@. 5.2)

342. Under section 4(1) of the AML Act a financial instion must before or within a
reasonable time after entering into a businesdioakhip ascertain the identity of a
customer when-
. It enters into a continuing business relationshipnothe absence of such a
relationship it conducts any transaction;
. It carries out an electronic funds transfer;
. there is a suspicion of money laundering or finagaf terrorism; or
. it has doubts about the veracity or adequacy ofctieomer identification
and verification documentation or information idhareviously obtained.

343. In general banks operating in the Seychelles uaklerverification of identity of
clients at the time of opening client accounts.ribg discussions held with the Bankers’
Association, the Banks present at the meeting caefi that they did verify the identity of
the client and no accounts were opened until altitly documentation were submitted by
the client.

344. The mutual evaluation team met with one insuraneepany which conducted
composite insurance business. The insurance comgisplayed a very low level of
awareness of its obligations under the AML Act. wdwer, it was noted that the proposal
form which the insurance company uses requiresliaet to provide identification details
but there is no practice for these informationedrdependently verified.

Required CDD measures (c. 5.3)

345. Pursuant to section 4(1) of the AML Act, a finandmestitution must before or within
a reasonable time after entering into a businelsdiorship ascertain the identity of a
customer on the basis of any official or other idgimg document and verify such
identity on the basis of reliable and independentce documents, data or information or
other evidence as is reasonably capable of vegfilie identity of the customer. Section
2 of the AML Act defines a customer in relationetéransaction or an account as including

» A person (defined in section 2 of the AML Act ay aratural or legal person
and includes body of persons whether it has legdgmality or not ) in whose
name a transaction or account is arranged, openaadertaken;

» A signatory to a transaction or account;

* Any person to whom a transaction has been assignednsferred;
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* Any person who is authorised to conduct a transagor

e Such other person as may be prescribed (as aatbefithe on-site visit no
regulations had been prescribed in this respect).

346. Where the transaction is conducted by a naturadgoeradequately identify and
verify his/her identity including information relag to his name, address and occupation,
the national identity card, passport or other agglie official identifying document and
the source of wealth and property of the person.

347. Where the transaction is conducted by a legalyententify it and verify its legal
existence and structure, including informationtratato-

e The customer’s name, legal form , address andtdirec
* The principal owners and the beneficiaries ancctrgrol structure
» Provisions regulating the power to bind the entity

and verify that any person purporting to act ondbledf the customer is so
authorised, and identify such person.

CBS Guidance Notes 1998

348. In 1998, the Central Bank issued Guidance Note&AMh Procedures for Seychelles
Banks and other Financial Institutions to assiginthto comply with their obligations
under the AML Act 1996. While these Guidance Natestain useful information, they
do not take account of new the requirements underAML Act. Moreover, these
Guidance Notes are not enforceable. The team rnb&gdsome of the banks operating in
the Seychelles still refer to these Guidance Notes.

349. Under these Guidance Notes, financial institutigi®uld obtain the following
information from Seychelles resident personal ausis-

* True name and/or names used
» Correct permanent Seychelles including post boxberm
» Date of birth

The true names or names used should be verifiedeteyence to a document
obtained from a reputable source which bears aoghaph. Wherever possible a
current valid full passport or national identityré¢ashould be requested and the
number registered.

In addition, the current permanent address shdatilee verified. Some of the best
means of verifying addresses are:

« Checking an official register such as voters roll
e Making a credit reference agency search
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* Requesting sight of an original recent utility pltbcal authority tax bill, bank
or other financial institution statement
» Checking a telephone directory

350. With respect to non- Seychelles Resident persomstomers the Guidance Notes
provide that verification procedures similar to ghofor residents apply. The relevant
reference numbers for passports or national ideaéitds should be recorded. In addition
financial institutions may wish to verify identitwith a reputable credit or financial

institution in the applicant’s country of residence

(@)  Verify the authority of the person that is repreésenthe company/
business

(b)  Verify the identity of two major shareholders, pents of directors;

(c) Obtain a bank reference

351. Insuranceentities and the bureaus de change- operatingenStychelles are not
complying with the CDD measures required under &ML Act. They have not
implemented the preventive measures required uhdehkML Act.

Identification of Legal Persons or Other Arrangem&n(c. 5.4)

352. Under Section 4(2)(c) of the AML Act where the tantion is conducted by a legal
entity, the financial institution must identifyaind verify its legal existence and structure
including information relating to the customers martegal form address, directors, the
principal owners, the beneficiaries, the controuaure, and provisions relating to the
power to bind the entity. Additionally, the finaatinstitution must also verify that any
person purporting to act on behalf of the customeso authorised and identify such
person.

353. The Act does not contain any specific provisiongarding the verification of
identity to be undertaken where the client is attrurhe FIU and the representative of the
Bar Association whom the team met have indicated tihere is no trust tradition in the
Seychelles domestic sector. However, it is posdiblset up an International Trust under
the International Trust Act 1994. One of the conuia banks which the mutual
evaluation team met was licensed to provide nonedbim banking business (offshore
banking business). It had in place CDD proceduws#f respect to trusts. These
procedures included the verification of identitytloé trustees. But there was no obligation
to identify the ultimate beneficial owner underrast.

354. Further, verification procedures are provided unitier CBS Guidance Notes with
respect to legal persons. Where the client is ylg#les registered company the CBS
Guidance Note require that Banks obtain the follmrdocuments from their clients-

» The original or certified copy of the Certificatkincorporation
* Memorandum and articles of association
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* Resolution of the Board of Directors to open anoaot and confer authority
on those who will operate it
» A search of the file at the Companies Registraffince

355. Where the company is an International Business @ompvhether registered in the
Seychelles or elsewhere, the registered agent iagpfpr the account to the opened
should be asked to certify that the applicant isvkm to him and has presented adequate
evidence of proper conduct.

356. Where the company is not registered in the Seyehdile financial institution must
seek to identify the directors and influential €taiders of the company in accordance
with the requirements for non-Seychelles personatamers. These steps should extend
as far as practicable to identifying those whom#iiely own and control the company.
Evidence that the individual representing the camyplaas necessary authority to do so
should be sought and retained. Comparable docemintthose listed above for
Seychelles companies should be obtained as faraatgable on a request that an account
be opened and, within one month of the date oinggetip the business

Trusts

357. Under the CBS Guidance Notes where an accountiig) lmpened or a transaction
being undertaken, on behalf of an undisclosed thady measures should be taken to
obtain information as to the identity of the pergamether individual or corporate) and if
that is not possible as may be the case for tmstse the settlor and beneficiaries cannot
be disclosed by the trustees, the account acshiould be monitored and the nature of the
relationship noted in the records.

Clubs, Societies, Charities and Non-Profit Organtgans

358. With respect to Clubs, Societies, Charities and-Rarfit Organisations — the CBS
Guidance Notes requires a financial institutiorsatisfy itself as to the legitimate purpose
of the organisation by, for example, requestingpycof its constitution. Where there is
more than one signatory to the account, the firrdmestitution must verify the identity of
at least two signatories and where signatoriesgdacare should be taken to ensure that
the identity of at least two current signatories haen verified.

Unincorporated business

359.In the case of partnerships and other unincorpdrabeisinesses whose
partners/directors are not known to the bank, firninstitutions to whom the CBS
Guidance Notes apply must verify the identity ofledst two partners in line with the
requirements for personal customers.

360. Where a formal partnership arrangement exists, adata from the partnership

authorising the opening of an account and confgrauthority on those who will operate
it should be obtained.
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Identification of Beneficial Owners (c. 5.5)

361. There is no express provision under the AML Act ebhirequires financial
institutions to identify the beneficial owner adided under the FATF Recommendations
and to take reasonable measures to verify the iigeot the beneficial owner using
relevant information or data obtained from a rdkabource. However, under section
4(2)(c)(ii) of the AML Act, where a transactiondgsnducted by a legal entity, the financial
institution must obtain information relating to tpancipal owners and the beneficiaries
and the control structure. Regrettably, the AMLt Moes not define the terms principal
owners or beneficiaries.

362. In the absence of a definition in the AML Act oryaguidelines the practice amongst
most financial institutions is to verify and iddgtithe identity of the registered
shareholder who may or may not be the beneficiahesw The practice amongst
commercial banks is not consistent. The two comsrakbanks which were interviewed
by the team were both subsidiaries of internatidraadks and had different requirements
under their internal policies. These internal gek were basically modelled on the
AML/CFT manual of the parent company and did ndtetanto account of the
requirements under the AML Act. One of the comnaribanks identified and verified
the identity of all shareholders whilst the othdentified and verified the identity of
shareholders holding 25% or more in a company.

363. The banks felt that it was difficult to determite textent to which an entity could go
in ascertaining the beneficial owner, especiallycases where another jurisdiction was
involved.

364. The Credit Union limits its verification of the giefolders to the major two and not
to all the shareholders.

365. While the FIU has indicated that insurance entiiase been made aware of their
obligations under the AML Act in September 2006 #ssessors’ have noted that these
entities had not implemented CDD measures for AMAT@urposes.

C551

366. Section 4(3) of the AML Act provides that if a netbiperson conducts a transaction

through a reporting entity and the reporting entiis reasonable grounds to believe that
the person is undertaking the transaction on bethahy other person or persons then, the
reporting entity must also identify and verify tidentity of the other person or persons for

whom, or for whose ultimate benefit is being cortddc

367. The above provision does not meet the requiremieatiterion 5.5.1- in as much as

section 4(3) of the AML Act does not apply to allstomers of the financial institution.
Section 4(3) of the AML Act applies only to custame&ho are natural persons and where
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the reporting entity has reasonable grounds tebelthat the person is undertaking the
transaction on behalf of another person.

C.5.5.2

368. Pursuant to the provision of section 4(2)(c) whargansaction is conducted by a
legal entity the financial institution must obtairiormation on the control structure of the
legal entity. There is no express requirement utite law to obtain information on the
natural persons that ultimately own or control drowultimately effectively control the
legal person or arrangement. This criterion iseftge not met.

Information on Purpose and Nature of Business Reatatship (c. 5.6)

369. Pursuant to Section 4(2)(a) of the AML Act, a fio@h institution must when
establishing a business relationship, obtain in&drom on the purpose and nature of the
business relationship. The reporting entity isested to identify and verify the nature
and purpose of a clients business transaction enwelstablishing a business relationship.

370. The banks and credit union inquire as to the pwpmsd nature of the business
relationship as well as the source of wealth. Iditazh, the client is required to provide
independent supporting documents to substantiage information indicated in the

application form to enable the bank or credit unemaluate and verify the information
provided.

371. The bureaus and insurance entities do not inqureoahe nature and purpose of
their clients business. The authorities have etéid that the bureaus only buy foreign
currency from tourists and have been requestedtliegt may exchange a minimum of
US$200 per person. Foreign currencies are sotteparting tourists and locals who are
required to produce their boarding card.

Ongoing Due Diligence on Business Relationship §7; 5.7.1 & 5.7.2)
c.5.7

372. Section 9(4) of the AML Act places an obligation mporting entities to conduct
ongoing due diligence on the business relationsitip a client.

c.5.7.1

373. Section 9(4) of the AML Act provides that a repogtentity must monitor its
business relationship and the transactions undartakroughout the course of the
relationship to ensure that its CDD obligations em8ection 4 of the Act are met and that
the transactions conducted are consistent withnfieemation that the reporting entity has
of its customer and the profile of the customensibess. This requirement however,
does not make reference to the risk profile orciiomer or to source of funds.

c.5.7.2
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374. Financial institutions are not required to ensina tdlocuments, data or information
collected under the customer due diligence proeesskept up-to-date and relevant by
undertaking reviews of existing records.

375. One bank is currently in the process of updatingntlinformation to comply with
the provisions of the AML Act. The tentative targktte for completion of the exercise is
December 2006.

376. As from August 2005, the credit union, has stattedomputerise its records and is
half way through completing this exercise. The rgwtem will make the photograph
And the specimen signature of the client availalldine.

Risk —

Enhanced Due Diligence for Higher Risk Customers &8)

377. There are no obligations in the AML Act for finaakiinstitutions to perform
enhanced due diligence for higher risk customeusjness relationship or transaction,
such as for non-resident customers, private bankegpl persons or arrangements, or
companies that have nominee shareholders or simapesirer form. Customer verification
should meet the identification requirements setimthhe AML Act.

378. In practice, some of the banks apply enhanced digernte measures on the basis of
their internal risk assessment exercise. The egpdn of enhanced due diligence
measures by the banks is determined on a caseskyimasis. The banks would, for
instance, require approval from senior managememenwestablishing the business
relationship. In addition, the banks do not actemngage in any business transactions or
relationship with legal entities that involve no@s or bearer shares.

Applying Simplified CDD Measures (c. 5.9 — 5.12)

379. Under the AML Act financial institutions are notrpatted to apply simplified CDD
measures.

Timing of Verification of Identity (c. 5.13 -5.14 &.14.1)

380. Section 4(1) of the AML Act, provides that a rejagt entity shall ascertain before
or within a reasonable time after entering intousibess relationship, the identity of a
customer on the basis of any official or other tiferation document.

381. Even if section 4(1) of the AML Act permits a fimaal institution to complete the
verification of identity within a reasonable timiea entering into a business relationship
it does not specify the conditions under which they occur.

382. While there is no requirement on financial instdos to adopt risk management
procedures with respect to business relationstspsblshed prior to completion of the
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verification of identity of the customer the FlUshadicated that the banking institution
which was subject to the onsite inspection had sisghmanagement procedures in place.

383. In general banks and the credit union require enskiat the verification of the
identity of the client is completed before estdbhg the business relationship. Where
banks open an account before the completion of/éniéication of identity of the client,
no transaction will be allowed to go through thecamt until all the necessary
documentation has been submitted and verified &y #nks.

384. The bureaux and the Insurance entities do not takkeany verification of identity
of the customer either before or after the estabient a business relationship. The FIU
which undertook the onsite inspection of a bureawhiange immediately after the onsite
visit has indicated that the FIU examiners had fieeli whether the bureau was
establishing the identity of a customer in accocgarwith the legislation and a
recommendation for the bureau to do so was matteeireport.

Failure to Complete CDD (c. 5.15 & c. 5.16)

385. Section 5 of the AML Act imposes an obligation dre treporting entity not to
proceed with establishing a business relationshigomducting a business transaction
where there is insufficient evidence as to adedyatkentify of the customer. Where
satisfactory evidence of identity is not produceat obtained by the reporting entity, the
latter is prohibited under section 5 of the AML Aotproceed with the transaction unless
it is directed to do so by the FIU. The reportegity is further required to report the
attempted transaction to the FIU.

386. It would appear that the provisions of section Hoé AML Act will apply in
situations where the financial institution has athe commenced the business relationship
before completing verification of identity requirents pursuant to the AML Act.
However, this cannot be ascertained in the abseheejudicial pronouncement on this
issue.

CDD Requirements for Existing Customers (c. 5.175&18)

387. The enactment of the AML Act 2006 repealed the AMEt 1996. There is no
transitional provision regarding the verificatiohidentity of existing customers. It would
therefore appear that financial institutions mustply with the provisions of the AML
Act 06 with respect to the CDD process only for rawginess relationships given that the
provisions of section 4 of the AML Act apply only the time of establishing a business
relationship or within a reasonable time thereaftdr therefore appears that Financial
Institutions are not required to undertake thefigation of identity of existing clients.

388. From the discussion held with the Bankers Assamigtit did not appear that in
practice banks in the Seychelles have adopted mpiemented procedures regarding
existing customers to comply with the CDD requiretseunder the AML Act. However,
one of the members indicated that it had implentet¥C procedures since 2001 and
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that it did not have all CDD documentation on eriptclient relationships to comply with
the requirements of the AML Act. It had nonethsletarted to review all existing client
relationships and planned to complete the exelmysBecember 2006. One of the other
banks indicated that it was not undertaking CDDeisting clients.

389. There is no requirement on financial institutiomms gerform CDD measures on
existing customers if they have anonymous accoumagcounts in fictitious names.

Recommendation 6

Identification, Risk Management and Ongoing Monitorg of Foreign Politically
Exposed Persons (c. 6.1; 6.2; 6.2.1; 6.3 & 6.4)

390. Section 4(2)(d) of the AML Act set out the proceshithat a reporting entity must
put in place with respect to a customer who is bBtipally exposed person. For the
purposes of the AML Act a PEP is defined underisact(8) of the Act and means
“persons holding prominent public positions in afgn country such as heads of state or
government, senior politicians on the national legenior government, judicial, military
or party officials on the national level, or seniexecutives of State owned enterprises of
national importance, or individuals or undertakingientified as having close family ties
or personal or business connections to the aforéimesd persons

391. A reporting entity is required to have appropriatgk management systems to
determine whether the customer is a politicallyesqa person and the approval of senior
management is required before establishing a bssiratationship with a PEP.

392. There is no requirement under the AML Act for fica institutions to obtain senior
management approval to continue a business resiienvhere a customer has been
accepted and the customer or beneficial ownerisesyuently found to be or consequently
becomes a PEP.

393. Under Section 4(2)(d)(iv) of the AML Act, a finamati institution must take
reasonable measures to establish the source offmasal source of property of a customer
identified as a PEP. There is no requirementke teasonable measures to establish the
source of wealth and the source of funds of bei@foevners identified as PEPs.

394. Further, under Section 4(2)(d)(v) of the AML Act fmancial institution must
conduct regular enhanced monitoring of the businelssionship of a customer identified
as a PEP.

395. One of the banks interviewed by the team indicdked it did not have enhanced
procedures with respect to PEPs and it would opeacaount for a PEP if it obtained a
good reference. The bank also indicated that itldvsarutinise the source of funds. The
other bank which was interviewed that it had incplanternal policies with respect to
PEPs who were considered as high risk customers.
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396. Insurance entities have not implemented the reoargs of the AML Act with
respect to PEPs.

Additional elements (c. 6.5)
Domestic PEPs

397. The provisions of section 4(2)(d) of the AML Acpmy only to foreign PEPs. The
definition of PEP under section 4(8) of the Act sloeot include a domestic PEP.
However, the authorities have indicated that sitheeenactment of the AML Act in 2006,

some banks have adopted this policy especiallyclients they consider as high risk. In view of
the sensitive nature of such a list, details ofliftevere not revealed to the assessors.

Ratification of the Merida Convention (c. 6.6)

398. The UN Convention against Corruption was signe@0®34 but has not yet been
ratified.

Recommendation 7
Respondent Institutions (c. 7.1)

399. Under Section 4(5)(a) of the AML Act, a reportingtiey shall in its cross border
correspondent banking and other similar relatiqushi

. adequately identify and verify the identity of tiperson with whom it
conducts such a business relationship,

. gather sufficient information about the naturele business of the person,

. determine from publicly available information theputation of the person
and the quality of supervision to which the persosubject.

400. The requirement under Section 4(5)(a) of the AMLt A gather sufficient
information about the nature of the business ofgleson has been couched in general
terms and does not indicate that at the end ofinfemation gathering exercise the
financial institution should “fully understand” tmature of the respondent’s business.

401. There is also no specific requirement of the fimalnastitution to determine whether
the respondent has been subject to a money lamgderiterrorist financing investigation
or regulatory action.

c.7.2
402. While under section 4(5)(a)(iv) of the AML Act, eéncial institution is required to
assess the respondent’s anti-money laundering andrist financing controls, the

financial institution is not required to ascertdhmat these measures are adequate and
effective.
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c.7.3and 7.4

403. Under the terms of section 4(5)(a)(v) and (vi) leé AML Act, financial institutions
in the Seychelles are required-
. to obtain approval from senior management befor@béshing a new
correspondent relationship and
. document their responsibilities and those of tlspoadent.

404. One of the international banks operating in the cBeljes indicated that its

correspondent relationship was routed through igsem company while another

international bank indicated that it undertook K%@ the respondent and it followed the
policies of its parent company which itself hadmeet requirements acceptable to its
regulator.

Payable-Through Accounts (c. 7.5)

405. Under Section 4(5)(b) of the AML Act, where theatenship is a payable through
account, the reporting entity shall ensure thatpeson with whom or with which it has
established the relationship-

. has verified the identity of and performed on-gothge diligence on such of
that person’s customers as have direct accessctumis of the reporting
entity;

. is able to provide the relevant customer identifacadata upon request to the
reporting entity and

. has a physical presence in the Republic under dhe under which it is
established unless it is part of a group that isjesu to supervision as a
whole.

406. The banks do maintain payable-through accountse flost common types of
accounts that exist of this nature were the lawydient’s account. In such instances, the
client was expected to provide the bank with théevent customer identification
information to enable the bank to identify and fyethe customer to enable the bank to
undertaken a business transaction pertaining o an@ccount.

407. However in practice, the banks limit CDD to its egot holders and do not follow
through to ensure that the same is undertakereoft¢hstomer’s clients.

Misuse of New Technology for ML/FT (c. 8.1)

408. There are no requirements for financial institusida have policies in place or take
such measures as needed to prevent the misusehabtegical developments in ML/FT.
The banks have developed policies and procedurasid to ensure that developments in
technology are not subject to abuse by the mistisscbnological developments in money
laundering or terrorist financing schemes.
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409. Currently, two banks offer telephone-banking fai@$ to their customers and this is
limited to the checking of balances with one bafikrs internet banking. Four of the local
commercial banks have ATM’s which offer cash dispeg and the transfer of funds to a
client’'s other account with the same bank. Re-lbbacards are not available in
Seychelles. In respect to all these services b@iogded, the banks have devised security
measures in place to ensure that the facilitiesarenisused or abused.

Risk of Non-Face to Face Business Relationships&2 & 8.2.1)

410. There are no requirements for financial institusida have policies in place or take
such measures as needed to prevent the misusehabtegical developments in ML/FT,
or specific and effective CDD procedures that agplyon-face to face customers. The
approach that banks have undertaken to mitigateritkeof non-face to face business
relationships is to require the establishment ef blasiness relationship to be conducted
physically by the client so that the bank can appé/prescribed CDD measures. It is only
when the clients identity has been verified by Hamk that the client is permitted to
conduct transactions. Further, the banks will regjtine first payment to be carried out
through an account in the clients name with anotbenk subject to similar CDD
standards.

3. 2.2 Recommendations and comments

411. CDD is not being undertaken by the whole rangeirdricial institutions operating
in the Seychelles. While the authorities have iatid that AML training was imparted to
insurance entities in September 2006 the assefsord that the level of awareness of the
obligations under the AML Act 2006 amongst insueaeatities was low and almost non-
existent. Accordingly, preventive measures had lme¢n implemented by insurance
entities as at the date of the mutual evaluation.

412. While the authorities have indicated that AML tiagn was imparted to bureaus de
change in September 2006 the assessors foundhtvat was lack of awareness by the
bureaus de change on AML/CFT issues and furthaviadt their obligations and role is
under the AML Act. The only institutions that appéa addressing this are the banks and
the credit union. However it should be noted thas$ is only being done to a limited
extent. In respect of the banks for example thiDd® being undertaken from a group
perspective rather than from domestic one. Thigg of the fact that most of the banks
in Seychelles are subsidiaries of internationalkbamhere is a heavy reliance on the
banks to comply with its parent body and not thedstic requirements. This is evidenced
from the fact that procedures and manuals usedratg documents with the banks yet to
domesticate the local legislative requirements.sTisi further supported by the CBS
expecting the status quo and requiring the banksotaesticate their documentation to
make reference to the local requirements.

413. It does not appear that financial institutions gpifle same AML/CFT standards

across the industry. International banks operatinthe Seychelles appear to be more
focused on applying the group standards rather #uinering to the requirements of the
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AML Act. The absence of a level playing field mgie rise to gaps in the AML/CFT
framework which may be exploited for money laundgrand terrorist financing purposes.

414. The concept of “beneficial owner” for the purposgéghe CDD process under the
AML Act is not well articulated with respect to kgentities and arrangements. The AML
Act needs to be reviewed to include a definitionbeheficial owner and the reporting
entities should be expressly required to deternvit are the natural persons who
ultimately own or control a legal entity or arranggnt.

415. The FIU should issue guidelines to ensure thatrteygpentities apply enhanced due
diligence measures with respect to higher riskgmaies of customers.

416. The enactment of the AML Act 2006 repealed the AAtit 1996. There is however
no transitional provision regarding the implemeiotatof the AML/CFT measures with
respect to existing customers. Additionally, daeatlack of awareness reporting entities
may have difficulties in complying with the requiments of the AML Act 2006 in the
immediate future. It is recommended that the Fhdutd in consultation with the
reporting entities develop a compliance plan touemghat reporting entities adopt and
implement AML/CFT policies and procedures. The lenpentation of the compliance
plan by reporting entities should be closely mamitbby the FIU.

417. It would be preferable if the guidance provided w@a$e institution specific taking
into consideration the character and structurehef arious institutions. In 1998, the
Central Bank issued Guidance Notes on AML Procesltoe Seychelles Banks and other
Financial Institutions to assist them to complyhatiteir obligations under the AML Act
1996. While these Guidance Notes contain usefatnmation, they do not take account of
new the requirements under the AML Act. Moreoviiese Guidance Notes are not
enforceable as the CBS does not express powers thedlaw to issue Guidance Notes to
financial institutions on AML/CFT. Under the AML@) the FIU has been given express
powers to issue guidelines to reporting entities consultation with supervisory
authorities. It is therefore recommended that ftd should issue guidelines to the
specific financial institutions in consultation tvithe relevant supervisory body which has
better understanding and knowledge about the secitvese guidelines should provide
clarity on the measures that need to be implemeanedshould provide guidance on the
gaps identified in the AML Act. These guidelineslalso promote a level playing field
amongst operators in the sector.

418. In respect of the insurance entities and bureaissimperative that sensitisation on
AML/CFT issues is enhanced especially in lighttddit obligations under the AML Act.

419. Seychelles should take immediate steps to propenyement Recommendations 5
to 8.

3.2.3 Compliance with Recommendations 5 to 8

| | Rating | Summary of factors underlying rating
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R.5

NC

The concept of beneficial owner is not well artadeld under
the law and there is no express requirement uhageAML
Act to take reasonable measures to verify the itjeof the
beneficial owner using relevant information or dalained
from a reliable source.

Criterion 5.5.1 is not met as the AML Act appliggyoto
customers who are natural persons and where tloetirep
entity has reasonable grounds to believe that ¢hsop is
undertaking the transaction on behalf of anothesqre

There is no express requirement under the law tairob
information on the natural persons that ultimataiyn or
control or who ultimately effectively control thedal person o
arrangement

There is no specific requirement regarding thefioation of
identity to be undertaken where the client is attru

Criterion 5.7.1 is not fully met as the requirementler the
AML Act, does not make reference to the risk pebl the
customer or to source of funds.

Financial institutions are not required to enshigd tlocuments
data or information collected under the customer diligence
process are kept up-to-date and relevant by uridegta
reviews of existing records.

Even if section 4(1) of the AML Act permits a firaal
institution to complete the verification of idegtivithin a
reasonable time after entering into a businessioakhip it
does not specify the conditions under which thig mecur.

There is no requirement on financial institutiongatopt risk

management procedures with respect to businessorships
established prior to completion of the verificatmndentity of
the customer.

There is no requirement on financial institutioogerform
CDD measures on existing customers if they haveymous
accounts or accounts in fictitious names.

There is no requirement for reporting entities tpplg
enhanced due diligence measures with respect teehigsk
categories of customers.
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Financial institutions are not required to enshgd tlocuments
data or information collected under the customer diligence
process are kept up-to-date and relevant by uridegta
reviews of existing records.

AML/CFT policies and procedures have not been atbphd
implemented by insurance entities and the bureawhdnge
as at the date of the mutual evaluation.

International banks operating in the Seychelleseapyo be
more focused on applying the group standards ratimen
adhering to the local requirements under the AMIL Ac

There is no evidence that local banks are effelgti
implementing AML requirements under the AML Act. &
FIU had undertaken only one on-site inspection.

No comprehensive guidance had been provided tandiah
institutions by the FIU to meet the gaps in the AK¢L.

> <
D

R.6

PC

There is no requirement under the AML Act for ficeh
institutions to obtain senior management appravabintinue 3
business relationship where a customer has beaptactcand
the customer or beneficial owner is subsequentindato be of
consequently becomes a PEP.

There is no requirement to take reasonable meagures
establish the source of wealth and the sourcerafSwf
beneficial owners identified as PEPs.

There is a low level of implementation of the regments of
the AML Act with respect to PEPs amongst the banks.
Insurance entities and bureaus de changes have not
implemented the requirements of the AML Act regagdi
PEPs.

R.7

PC

The requirement under Section 4(5)(a) of the AMIt, Ac
gather sufficient information about the naturelsf business o
the person has been couched in general terms aschao
indicate that at the end of the information gatigexercise
the financial institution should “fully understantlie nature of
the respondent’s business.

There is also no specific requirement on the firgnc
institution to determine whether the respondentiiessn

subject to a money laundering or terrorist finagcin
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investigation or regulatory action.

* While under section 4(5)(a)(iv) of the AML Act, méncial
institution is required to assess the respondanmtismoney
laundering and terrorist financing controls, theaficial
institution is not required to ascertain that themasures are
adequate and effective.

* In practice there is no effective implementatioriied
requirements of the AML Act by the banks.

* There are no requirements under the AML Act foaficial
institutions to have policies or take appropriagasures to
prevent the misuse of technological developmenisaney
laundering or terrorist financing schemes.

R.8 NC * Financial institutions are not required to havage$ and
procedures in place to address any specific riskea@ated
with non-face to face business relationships arsaations
when establishing customer relationships and wioenwacting
ongoing due diligence.

3.3 Third parties and introduced business (R.9)
3.3.1 Description and Analysis

Legal framework
AML Act, 2006
Reliance on Third Party for CDD Purposes (c. 9.1)

420. Financial institutions in the Seychelles are peweditto rely on intermediaries or

other third parties to perform some elements ofGB¥ process or to introduce business
to them. However, this does not appear to be a compnactice amongst the reporting
entities.

c.9.1

421. Where a financial intuition relies on a third pafty CDD process, it must comply
with the requirements set out under section 4(@hefAML Act. Accordingly, financial
institutions must immediately obtain the followin@DD information from the
intermediary-

. Verification of identity documentation as requireader section 4(1) of the

AML Act,
. In formation on the purpose and nature of the mssimelationship
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. Where a natural person conducts a transaction balfbef a third party the
information required under section 4(3) of the AMLt.

422. Criterion 9.1 is not met as the deficiencies idedi with respect to criteria 5.3 to
5.6 above will also apply here. Please refer tagraphs 300 to 326 above.

c. 9.2

423. Section 4(6)(b) of the AML Act requires the finaalcinstitution to ensure that
copies of identification data and other relevantudonentation relating to the requirements
in subsections (1), (2) and (3) will be made awddato it from the intermediary or the
third party upon request without delay.

424. The requirement under the AML Act does not mededon 9.2. The wording used
in section 4(6)(b) is restricted to CDD requirenseptescribed under subsections (1), (2)
and(3) of section 4 of the AML Act while criteridh refers to CDD requirements in
general.

c.9.3 (applying R 23, 24 and 29)

425. Section 4(6)(c) of the AML Act provides that wherdinancial institution relies on a
intermediary or third party, it must satisfy itseffat the third party or intermediary is
regulated and supervised and has measures in folamamply with the requirements set
out in sections 5,6 and 7 of this Act. That is,

. the financial institution does not proceed with &ransactions in the absence
of satisfactory evidence of identity

. It maintains CDD records, including identity andrtsaction records

. It maintains accounts in the true names of the @ucholders.

426. These provisions fall short of the requirement unchgerion 9.3. The AML Act
does not expressly specify that the third partyinbermediary must be regulated and
supervised for AML/CFT purposes as required undecdfimendations 23 and 24 nor
does it indicate that the supervisors should halegaate regulatory and supervisory
powers as required under Recommendation 29. FRuitthere is no requirement for the
financial institution to satisfy itself that thet@mmediary or third party has measures in
place to comply with the CDD requirements as sétimiRecommendation 5. The CDD
requirements under Recommendation 5 are esserggligut under section 4 of the AML
Act.

c.9.4

427. There is no determination from competent authaitie the Seychelles on which
countries the third parties that meet the condétionust be based.

c.9.5
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428. The AML./CFT regime in the Seychelles does not mevthat the ultimate
responsibility for customer identification and Vesation should remain with the financial
institution relying on the third party. In the abse of any express requirement under the
it not clear whether financial institutiongre aware that the ultimate
responsibility of ensuring customer identificatimmd verification remains with them.

AML Act

3.3.2 Recommendations and comments

429. In practice, one of the commercial banks, belongingn international group, which
was interviewed by the Team, relied on Group inticeats with respect to its international
business. However, some of the introducers wena foutside group offices. In these
cases, the bank obtained all CDD documents fronmtheducers and did not carry on any
independent checks. However, in case of doubtcliBet is required to call at the Group
office in the jurisdiction where the client is bdseln the absence of specific guidance on
countries that apply FATF standards the bank agplgeown judgement on a case to case
basis. The other commercial bank interviewed irtéitahat it did not rely on introducers.

430. At the time of the on-site mission the FIU had aactédd only one on-site inspection
and could not therefore indicate that financial titnons which relied on third
parties/intermediaries were complying with the iegments of the AML Act in this

respect.

431. The insurance company which was interviewed didrelgton introducers.

432. The use of introducers does not seem to be a fireyg@ractice amongst banks in

the Seychelles. However, the AML regulation needbe¢ enhanced to provide guidance
on which countries the introducer may be basedtarehsure that it is clear to reporting
entities that the ultimate responsibility for custr identification and verification remains

with the reporting entity relying on the introducer

433. The wordings of section 4(6)(c) of the AML Act must amended to accommodate
the requirements under Recommendations 23, 24 antt fhust also expressly provide
that the financial institution must satisfy itsdlat the third party/intermediary has
measures in place to comply with CDD requirememas tneet Recommendation 5.

3.3.3 Compliance with Recommendation 9

Rating Summary of factors underlying rating
» Criterion 9.1 is not met as the deficiencies idedi with respect
to criteria 5.3 to 5.6 above will also apply here.
» The AML Act does not expressly specify that thedhparty or
R.9 NC intermediary must be regulated and supervised fMLIEFT

purposes as required under Recommendations 234andr2ioes
it indicate that the supervisors should have adequegulatory
and supervisory powers as required under Recomrtiend9.
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There is no requirement for the financial instatto satisfy itself
that the intermediary or third party has measureplace to
comply with the CDD requirements as set out in Reoendation
5.

There is no determination from competent autharitie the
Seychelles on which countries the third partiest timeet the
conditions must be based.

There is no express requirement under the AML Actemind
financial institutions that the ultimate responiipiof ensuring
customer identification and verification remainghathem.

There is no evidence to show that the requiremehtbe AML

Act have been effectively implemented in practice.

3.4 Financial institution secrecy or confidentialiy (R.4)
3.4.1 Description and Analysis

Legal framework
SIBA; CBS; FIA; CSP: IBC; Special License Company: CBS, 2004; FIA,
2004; PTA, 2004.

Inhibition of Implementation of FATF Recommendatia(c. 4.1)

Powers of the FIU to exchange information

434. Under Section 20 of the AML Act, the FIU may withet approval of the AG,
disclose any report or information to an institatior agency of a foreign state or to an
international organisation or institution or agenestablished by the governments of
foreign states that has powers and duties sinaléitdse of the FIU.

435. Under Section 22(1) of the AML Act the FIU may withe approval of the President
enter into an agreement in writing with waiver ohtidentiality to the government of a

foreign state or an international organisation mirsstitution or agency established by the
governments of foreign states regarding the exahahghformation between the FIU and

any institution or agency.

Confidentiality provisions under the Financial Ingutions Act 2004

436. The CBS and every officer or employee of the CBSkarund by a statutory duty of
confidentiality under section 50 of the Financrdtitution Act 2004 which requires them
to deal with all documents, records of bank acceustatements and other information in
the possession or under the control of the CBSfftsers or employees and relating to
the business of financial institutions conductedarrthis Act as confidential. Information
can only be disclosed upon an order from the Supr@€ourt. Pursuant to the provision of
section 50(3) of the FIA, the Supreme Court cary anbke an order for production or
disclosure of information on the application of #heorney General and on proof to the
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satisfaction of the Court that the information @b fide required for the purpose of any
inquiry or trial into or relating to the traffickinof narcotics and dangerous drugs, arms
trafficking, money laundering or terrorist finangin

437. However, under the provisions of section 51 ofFik, the CBS may on reciprocal

basis exchange information on supervisory mattghgther based on a Memorandum of
Understanding (MOU) or not with supervisory authies in other countries. The

exchange of such information may include confiddninformation, provided that the

CBS has satisfied itself that the information subedi shall remain confidential at the
foreign supervisory authority. “Supervisory mattargeludes matters relating to ML and

TF under Section 51(1) of FIA 2004.

438. As at the date of the on-site visit the CBS hacereat into only one MOU. The
power to exchange information on a reciprocal basisupervisory matters has not been
used and its effectiveness cannot be gauged atttys.

439. Section 11 of the AML Act requires a supervisoryhauity (including the CBS) to
report to the FIU a transaction or attempted treti@a where the supervisory authority
has reasonable ground to suspect that informatiainitthas concerning any transaction or
attempted transaction may be-

. Related to the commission of the offence of ML &r F

. Of assistance in the enforcement of the AML Act;

. Relevant to an act preparatory to the offence ofdviET.

440. There is some difficulty in reconciling the prowss of section 50 of the FIA and
section 11 of the AML Act. In the absence of aigiad pronouncement it cannot be
ascertained that section 11 of the AML Act will avee the provision of section 50 of the
FIA.

Confidentiality provisions under the offshore ledgdion

441. The following legislation pertaining to the offsleosector in the Seychelles contain
confidentiality/secrecy provisions-

. The International Corporate Service Providers Ad2 (ICSP Act)-Section
12

. The Companies (Special Licences) Act, 2003 (CSD-Seiction 22

. The Seychelles International Business Authority A&94 (SIBA Act)-
Section 13

. The International Trust Act (IT Act)-Section 8

442. Pursuant to section 12 of the ICSP Act, the SIB8,employees and agents are
bound by a statutory duty not to disclose any miatiion or document acquired in the
performance of their duties regarding any TrusiCorporate Service Provider (TCSP)
licensed by the SIBA under the ICSP Act or anyhaf tlient thereof except as provided
under the law. However, the duty of confidentialitoes not apply tointer alia, any
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disclosure required the information is requiredany Court in the Seychelles or under any
law of the Seychelles.

443. In respect of the affairs of the TCSP or a cliértreof information may be disclosed
with the consent of the licensee or the clienhascase may be.

444. Section 22 of the CSL Act provides that-

“(1) Every person shall preserve and aid in prasgrgecrecy with regard to all
matters relating to the shareholding of a relewampany or a shareholder thereof which
may come to the person’s knowledge in the perfooeant duties under this Act and
except in the performance of the person’s dutieeuthis Act, shall not disclose any such
matter to any other person or suffer any unautbdrisperson to have access to any
documents which come into his possession.

(2) Every person who is required to preserve addira preserving secrecy
under subsection (1) shall take and subscribe #m afasecrecy in the prescribed form
before assuming duties.

(3) Any person who is required to preserve andrajreserving secrecy under
subsection (1) shall not be required to produceany court any document or record
containing any matter relating to the shareholdh@ relevant company or shareholder
thereof or to divulge or communicate to any coumgt auch matter coming to his notice in
the performance of his duties under this Act, ekespmay be necessary for proceedings
instituted under or for the purpose of carryingiaffect the provisions of the Penal Code,
the Anti-Money Laundering Act or the Business Taxt.A

445, Section 13 of the SIBA Act further provides thahétobligation imposed by a
written law administered by the Authority with regp to confidentiality of any
information lodged or divulged to the Authority, meer and Secretary of the Board and
any employee of the Authority under the written Istvall apply to the Authority, member
and Secretary of the Board and any employee oAthikority”.

446. Section 11 of the AML Act requires a supervisoryhauity (including the SIBA
which regulates the offshore sector) to report e FIU a transaction or attempted
transaction where the supervisory authority hassaeable ground to suspect that
information that it has concerning any transactioattempted transaction may be-

. Related to the commission of the offence of ML @r F
. Of assistance in the enforcement of the AML Act;
. Relevant to an act preparatory to the offence ofdVET.

447. The confidentiality and secrecy provisions thatlgpp the SIBA are ambiguous and
difficult to administer in practice. There seem®e a contradiction between section 12 of
the ICSP Act and section 22 of the CSL Act. Sectl@ of the ICSP Act permits the
disclosure of information where required by any @t the Seychelles or under any laws
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of the Seychellesvhere as section 22 of the CSL Act imposes a diitgecrecy that
allows disclosure of information to any court oy may be necessary for proceedings
instituted under or for the purpose of carryingiaffect the provisions of the Penal Code,
the Anti-Money Laundering Act or the Business Taxt.A

448. Further, there is some difficulty in reconcilingeie provisions with the requirement
to make a report to the FIU under section 11 ofANE. Act. In the absence of a judicial
pronouncement it cannot be ascertained that setfiaf the AML Act will override these
confidentiality and/or secrecy provisions.

449. The team also notes that the SIBA does not haveeapsess legal authority which

will enable it to enter into exchange informatiogreements with competent authorities
whether domestically or internationally. Duringgtimterview with the Chief Executive of

the SIBA he indicated that there might be a problemder the current legislation for

exchanging information with other regulators.

450. Under Section 8(1) of the International Trust Adtustee or any other person is not
permitted to disclose to any person not legallytiedt to it or be required to produce or
divulge to any court, tribunal, committee of inquar other authority in the Seychelles or
elsewhere any information or document which intex, aliscloses the name of the settlor
or any beneficiary or relates to or forms part fué iccounts of the international trusts.
This provision is subject to a number of exceptjansluding, the Court may make an
order for disclosure or production of an informati@r document relating to an
international trust for the purpose of an inquintrial into or relating to the trafficking of
narcotics and dangerous drugs, arms traffickingioney laundering on application by the
Attorney General on proof to the satisfaction @& tourt that the information or document
Is bona fide so required.

451. In view of section 58 of the AML Act which providékat a reporting entity shall
comply with the requirements of this Act notwithsdang any obligation as to
confidentiality or other restriction on the disalos of information imposed by any written
law or otherwise, there is no legal impediment \Wwhigill prevent the trustee of an
international trust to comply with its reportingliglations under section 10 of the AML
Act.

Confidentiality provisions applicable to financiahstitutions

452. Section 49(1) of the FIA imposes a statutory dutyttee officers and employees of a
financial institution where by no information redarg the identity, assets, liabilities,
transactions or other information in respect oiatemer may be disclosed to any person
or governmental authority except under the circamsts provided under the law.
Section 49(1) of the FIA permits the disclosure information in a number of
circumstances, including pursuant to the provisiohshe Anti-Money Laundering Act
and to the Central Bank.
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453. Further, section 58 of the AML Act provides thategporting entity shall comply
with the requirements of this Act notwithstandingyabligation as to confidentiality or
other restriction on the disclosure of informatiorposed by any written law or otherwise.

454. On the basis of the above provisions it may be lcoled that there is no legal
provision which prevent the sharing of informatioetween financial institutions and the
FIU. There is further no legal provision which yeats the sharing of information
between financial institutions where required by&emendations 7 and 9 and by Special
Recommendation VII.

3. 4.2 Recommendations and comments

455. There is need to harmonise the provisions of theLAA&t with the provisions of
other existing legislation that restricts the discire of information. The ambiguity arises
in that there was no reference to the existingigrons in the other Acts in the AML Act.
In the circumstances, it would be difficult to dgtsh which provision will prevail. Such
a situation may prevent the exchange of informatietween competent authorities in the
Seychelles.

456. It is recommended that the provisions of sectiombe AML Act should not only
apply to reporting entities but should be extenesuipervisory bodies.

3.4.3 Compliance with Recommendation 4

Rating Summary of factors underlying rating

 There is some difficulty to reconcile the statutodyty of
confidentiality of the CBS under the FIA with itsitgt to report|
suspicious transactions to the FIU under sectioroflithe AML
Act.

 There is some difficulty to reconcile the statutadyties of

R.4 PC confidentiality and secrecy of the SIBA with itstguo report
suspicious transactions to the FIU under the AMIL. Ac

* The current legal framework does not allow for gyageway for
the exchange of information by the SIBA with congpet
authorities domestically or internationally.

3.5 Record keeping and wire transfer rules (R.10 &R.VII)
3.5.1 Description and Analysis
Legal framework
Section 6 of the AML Act sets out the requirememntreporting entities to

maintain transaction records and records of CDDudmmntation
Record-Keeping & Reconstruction of Transaction Reds (c. 10.1 & 10.1.1)
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457. Pursuant to section 6(1)(b) of the AML Act, a reépay entity must maintain records
of all transactions carried out by it and corregfmorce relating to the transactions as is
necessary to enable any transaction to be reagtiynstructed at any time by the FIU or
the Attorney General and the records shall conpairticulars sufficient to identify inter
alia-

. The nature and date of the transaction

. The type and amount of currency involved

. The type and identifying the number of any accowith the reporting entity
involved in the transaction.

458. Under Section 6 (2) of the AML Act, reporting eiggt are required to maintain the
transaction records for a minimum period of 7 ydawsn the date of any transaction or
correspondence or on which the business relatipnstases. Under Section 6 (3) of the
AML Act, the records established and maintainedllsha sufficient to enable the
transaction to be readily reconstructed at any toyehe FIU or the AG to provide if
necessary, evidence for the prosecution of anyhoffe

459. There is however, no provision in the AML Act whigfould enable a competent
authority to require the financial institution tcamtain the records for a longer period of
time in specific cases.

460. There is also no requirement for the transacti@onds to include the customer’s
and beneficiary’s name and address.

Record-Keeping for Identification Data (c. 10.2)

461. Pursuant to the provisions of section 6(1) ando{2Zhe AML Act, a reporting entity
must maintain identity records, transaction recoadd correspondence relating to the
transactions for a minimum period of 7 years frdm tate on which evidence of a
person’s identity is obtained, of any transactiancorrespondence or on which the
business relationship ceases.

462. These provisions do not specifically require thhtazcount files and business
correspondence be retained. Further, the retepgoiod does not meet the requirements
of criterion 10.2 which requires financial instituts to maintain records of identification
data, account files and business correspondencdetst five years following the
termination of an account or business relationsfipe wordings of the section 6(2) of the
AML Act are ambiguous to reconcile in practice heyt provide for different retention
periods depending on the nature of the recorddss iy give rise to a situation where
identification data and transaction records maytsoavailable simultaneously in as much
as identification documentation are normally olkgdirat the beginning of the business
relationship while transactions take place on agoorg basis thereafter. There is further
no provision which will enable a competent authotd require these records to be kept
for a longer period in specific cases.

Availability of Records to Competent Authorities. (£0.3)
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463. Under the provisions of section 6(3)(b) of the AMLt, transaction records must be
maintained in a manner and form that will enable teporting entity to comply
immediately with requests for information from tlagr enforcement agencies or the FIU.

464. Further, pursuant to section 6(5) of the AML Adenmtity and transaction records
must be made available upon request to the Filh@Attorney General for purposes of
ensuring compliance with this Act and an invest@aand prosecution of an offence.

465. In addition under the provision of section 6(4)tlié AML Act, where any record is
required to be kept under the AML Act, a copy ofnvith the appropriate back-up and
recovery procedures must be kept in a machine-béadarm, if a paper copy can be
readily produced from it, or in an electronic foriina paper copy can be readily produced
from it an in a manner that enables appropriatbeaiication.

466. At the time of the onsite visit these requirememasl not been tested and there is
therefore no evidence to conclude that there ieceffe implementation of the
requirements under section 6 of the AML Act.

Special recommendation VII
Originator Information for Wire Transfers (c.VII.1)

467. On 11 February 2002, the Central Bank of Seychédi®sed a circular letter to all
banks requesting them to ensure that when theyl@sBng with transactions involving
wire transfers, they strictly observe the following
0 include accurate and meaningful originator infonorat(name, address and
account number) on funds transfers and related agessthat are sent, and the
information should remain with the transfer or tethmessages that are sent ,
and the information shoud remain with the transiierelated message through
the payment chain.
o Conduct enhanced scrutiny of and monitor for sugpgactivity funds transfers,
which do not contain information (name, addressaswbunt).

468. The Central Bank further called upon all banks tguee that these measures are
implemented in their internal control procedures.

469. There is however no specific requirement for omgfinancial institutions to verify
the identity of the originator in accordance wiéltommendation 5.

c.VIl.2 and VII.3
470. Under Section 8(1) of the AML Act, a person licethde do business in Seychelles
as a financial institution or a money transmisssenvice provider is required to include

accurate originator information and other relategssages on electronic funds transfers
and such information shall remain with the transfer
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471. The provisions of the AML Act do not define the ner “accurate originator
information and other related messages on electriimds transfers” and there is no
Guidance provided thereon. It is therefore difii¢a conclude that the requirement under
section 8(1) of the AML Act requires full originatonformation as required under criteria
VII.2 and VII.3. However, the authorities have iceted that banks are also required to
comply with the CBS circular letter dated 11 Felbbyuz002.

472. Two local commercial banks are agents for inteamati money transfer service
providers. They however only receive inward fundd do not make outward transfers of
funds.

473. Pursuant to the CBS circular letter where an irggonal funds transfer instruction is
sent, reporting entities are required to report aene and address of the originating
customer.

c. Vll.4

474. The authorities have indicated that the circulattete also applies to each
intermediary and beneficiary financial institutiom the payment chain and accordingly
they should ensure that all originator informatithvat accompanies a wire transfer is
transmitted with the transfer.

c.Vil.4.1

475. There is no requirement for the receiving interragdfinancial institution to keep a
record for five years of all the information reagivfrom the ordering financial institution
where technical limitations prevent the full origior information accompanying a cross-
border wire transfer from being transmitted wittekted domestic wire transfer.

c.VIL.5

476. Pursuant to the CBS circular letter banks are requio conduct enhanced scrutiny
of and monitor for suspicious activity funds trarsf which do not contain information
(name, address and account). In addition, the bemksated that in practice, any lack of
originator information would result in the rejectiof the payment order.

Monitoring of Implementation of SR VII (c. VII.8)

477. The rules and regulations in Seychelles regardimg wansfer do not meet all the
requirements of SR VII. Further as some of thedesrare found in the AML Act while
others are required by virtue of the CBS circukttelr it was not clear to the assessors
whether in practice the CBS or the FIU will be msgible for monitoring compliance
with these rules.

Sanctions (c. VII.7 applying criteria 17.1-17.4)
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478. It is not clear whether the Circular Letter is extmble and whether criteria 17.1-
17.4 will apply in relation to the obligations redmg financial institutions. Please also
refer to paragraphs 589 to 596 below.

Additional criteria (c. VII.8 and 9)

479. The CBS circular letter applies to all wire tramsfencluding all cross border wire
transfers.

3. 5.2 Recommendations and comments

480. The AML Act should be amended to ensure that rekesping procedures meet the
requirements of Recommendation 10. There is needudidance to be provided by the
FIU as to the nature and detail of the informatioat must be kept and further to impress
on the sector the need to maintain such records.

481. Seychelles should enact appropriate legislationissue guidance to meet the gap in
the AML Act to ensure compliance with the requireseof SRVII, including appropriate
sanctions for non-compliance.

482. The issue of whether the CBS or the FIU will monitmmpliance of financial
institutions with the wire transfers requirementssitrbe clarified.

483. While the authorities have indicated that AML tiaop was provided to insurance
entities in September 2006 to make them awareef tbligations under the AML Act,
insurance entities had not implemented the remérgs of the AML Act as at the onsite
visit. Insurance entities must implement AML/CFTeyentive measures as soon as
possible.

3.5.3 Compliance with Recommendation 10 and SpetRecommendation VII

Rating Summary of factors underlying rating

. There is no requirement for the transaction recotalsbe
maintained to also include the customers and bangfis name
and address.

. There is no requirement under the AML Act to keepords of
account files and business correspondence.

R.10 PC

. There is no effective compliance with the requirateeof the
AML Act by Insurance entities and bureau de change

. There is no provision which will enable a competauthority to
require records to be kept for a longer periodoecHic cases.
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. The wordings of the section 6(2) of the AML Act ammbiguous
to reconcile in practice as they provide for diffier retention
periods depending on the nature of the records.

. At the time of the onsite visit the record retenti@quirements
under the AML Act had not been tested and thetbasefore ng
evidence to conclude that there is effective im@etation of
these requirements.

. There is no requirement for the receiving interraegifinancial
institution to keep a record for five years of @ik information
received from the ordering financial institution evh technica
limitations prevent the full originator informati@ccompanying a
cross- border wire transfer from being transmitgth a related
domestic wire transfer.

. It is not clear who is responsible for monitoringngpliance of
financial institutions with the wire transfers ragments.

. It is not clear whether the Circular Letter is enfmable ang
therefore whether criteria 17.1-17.4 will apply riglation to the
obligations regarding financial institutions.

SR.VII PC

Unusual and Suspicious Transactions

3.6 Monitoring of transactions and relationships (R11 & 21)
Description and Analysis
Legal framework

AML Act 2006
Recommendation 11
Complex, Unusual Large Transactions (c. 11.1)
484. Under Section 9(1) of the AML Act, a reporting éwntis required to pay special
attention to any complex, unusual or large trangacor any unusual pattern of
transactions with no apparent economic or lawfuppsee.
Examinations of Complex & Unusual Transactions (&t1.2)
485. Under Section 9 (3) (a) of the AML Act, a reportiagtity must examine as far as
possible the background and purpose of the transactentioned above and record its
findings in writing.

Record-Keeping of Findings (c. 11.3)

486. Reporting entities must pursuant to the provisioihsection 9(3)(b) of the AML Act
make available, upon request, there findings umdkt.2 to the FIU and the Attorney
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General to assist them in any investigation of #ience of money laundering or of
financing of terrorism. There is however, no specietention period with respect to
records of findings of reporting entities on thenation of the background and purpose
of complex, unusual large transactions or unusa#leps of transactions that have no
apparent or visible economic or lawful purpose.

Recommendation 21
Special Attention to Countries Not Applying Recomnaiations (c. 21.1)

487. Under Section 9(2) (a) of the AML Act, a reportiagtity is required to pay special
attention to business relations and transactionls persons in jurisdictions that do not
have adequate systems in place to prevent or dedeey laundering or financing of
terrorism.

c.21.1.1
488. There are no measures in place to ensure thattirggpantities are advised of
concerns about weaknesses in the AML/CFT systerothef countries.

c.21.2

489. Pursuant to the provisions of section 9(3)(a) & AML Act, financial institutions
must examine as far as possible the backgroundoambse of transactions or business
relations persons in jurisdictions that do not hadequate systems in place to prevent or
deter money laundering or financing of terrorisnd aecord their findings in writing.
These records must be made available to the Fiid thre Attorney General upon request
to assist them in any investigation of an offentenoney laundering or of financing of
terrorism.

Application of Counter Measures (c. 21.3)

490. There is no obligation under the AML Act to applguater-measures where other
country continues not to apply or insufficientlyppthe FATF recommendations.

3.6.2 Recommendations and comments
491. The requirements under the AML Act have not beeplémented by insurance
entities. There is therefore no effective compleanwith the requirements of

Recommendation 11 and 21 by insurance entities.

492. Banks and other financial institutions have alsd wet fully implemented the
requirements under the AML Act.
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493. Insurance entities do not have AML/CFT awareness simuld be accordingly
trained further to enable them to comply with tleguirements under section 9 of the
AML Act.

494. To meet international standards the AML Act shdoddenhanced to provide for a
statutory retention period with respect to recasfi$§indings of reporting entities on the
examination of the background and purpose of coxmpl@usual large transactions or
unusual patterns of transactions that have no aeppar visible economic or lawful

purpose.

495. There is also no requirement to make records aail® auditors. The AML Act
should be accordingly amended.

496. Appropriate measures should be put into place surenthat reporting entities are
advised of concerns about weaknesses in the AML/§Stems of other countries. The
onus has been left to financial institutions to mdkeir own determination. This has
resulted in various degrees of compliance and latkunderstanding of what the
requirement entails.

497. AML framework should make provision for the poskipito apply appropriate
counter measures where a country continues noppdy ar insufficiently applies the
FATF Recommendations.

3.6.3 Compliance with Recommendations 11 & 21

Rating Summary of factors underlying rating

* There is no specific retention period for which thequired
records must be kept by financial institutions.

* Not all financial institutions have put into plagceeasures tq
comply with this requirement

R.11 PC * Insurers and insurance intermediaries are not aveéreheir
obligations under the AML Act.

* There is no requirement to make these records ablail to
auditors.

* There is no effective implementation by all finaldnstitutions of
the requirements of the AML Act.

* There are no measures to ensure that reportingiesrdre advise
R.21 NC of concerns about weaknesses in the AML/CFT systainugher
countries.

* There is no requirement to make these records ablail to
auditors.
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* AML/CFT framework does not make provision for thespibility
to apply appropriate counter measures where a goaahtinues
not to apply or insufficiently applies the FATF Retmendations

3.7 Suspicious transaction reports and other repoig (R.13-14, 19, 25 & SR.1V)
3.7.1 Description and Analysis
Legal framework

AML Act, 2006; PTA, 2004
Reporting to FIU (c. 13.1)

498. Under Section 10(1) of the AML Act, where a repugtientity has reasonable
grounds to suspect that any transaction or atteimpsnsaction may be related to the
commission of an offence of money laundering, reiguired to submit a report to the FIU
not later than two days after having formed thapstion or receiving the information.

499. The offence of money laundering is defined undetise 3 of the AML Act. There
is no explicit obligation under the terms of sectibO(1) of the AML Act to report a
suspicious transaction on suspicion that fundsheg@roceeds of criminal activity.

STR Related to Terrorism and its Financing (c. 13a8d SR 1V.1)

500. Section 10(1) of the AML Act also applies to a saction or attempted transaction
related to for the commission of an offence of ficiag of terrorism. For the purposes of
section 2 of the AML Act “financing of terrorism” @ans any offences referred to in
sections 5,6,7,8,9,10,12,15,16 or 19 of the Préwemtf Terrorism Act 2004.

Reference of

PTA Offence
S5 Provision or collection of funds to commit terraris
acts
S6 Collection of property or provision of property and
services for commission of terrorists acts
S7 Use of property for commission of terrorists ac
S 8 Arrangements for retention or control of terrorist
' property
S 9 Dealing in property owned or controlled by terroris
' groups
Soliciting and giving support to terrorists grougs
S. 10 e .
for the commission of terrorists acts
S.12 Provision of weapons to terrorist groups
S 15 Promotion or facilitation of terrorism in foreign
' states

110 of 230



S. 16 Promotion of offences under section 15
S 19 Arrangements of meetings in support of terrorist
' groups

Reporting Threshold (c. 13.3 and 1V.2)

501. The requirement to report under Section 10(1) ef AML Act, also applies to an
attempted transaction related to the commissioarobffence of money laundering or
terrorist financing. No threshold applies.

Reporting of Tax Matters (c. 13.4)

502. Under the existing AML/CFT framework there is ngokgit requirement to report
suspicious transactions with respect to tax mattetdowever, the authorities have
indicated that in practice reporting entities dormsit STRs related to such matters. These
are then disseminated to the Seychelles Revenuensioner for further action.

Additional Elements - Reporting of All Criminal Ast(c. 13.5)

503. There is no requirement for financial instituticisfile a report with the FIU when
they suspect or have reasonable grounds to susipecfunds are the proceeds of all
criminal acts that would constitute a predicatentie of money laundering domestically.
The duty to report arises upon suspicion that astetion or attempted transaction is
related to the commission of an offence of monemdring or terrorist financing.
Recommendation 14

Protection for Reporting ST (c. 14.1)

504. Section 14 of the AML Act sets out the safe harljmawvisions for reporting entities
and extends to an officer, employee or agent epanting entity.

505. Section 14(1) of the AML Act, provides that no ¢ivcriminal or disciplinary
proceedings shall be taken against

(&) areporting entity, an auditor or supervisory autiyef a reporting entity; or

(b) an officer, employee or agent of a reporting erdit{ing in the course of that
person’s employment or agency,

in relation to any action by the reporting entitige auditor or the supervisory
authority or their officer, employee or agent takerder Sections 9, 10 or 11 in
good faith or in compliance with directions givey the FIU pursuant to Section
24 of this Act.
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Prohibition against Tipping-Off (c. 14.2)

506. Financial institutions, their officers, employeesdaagents are prohibited under
section 12(1) of the AML Act from disclosing thectahat a suspicious transaction report
or related information is being reporting or praaddto the FIU.

507. Section 12(1) provides that a reporting entity oitscers, employees or agents shall
not disclose to any other person —

(@) that a report to FIU under section 10 or sectiohdd been or may be made,
or that further information has been given undetisa 10;

(b) that the reporting entity has formed a suspiciorelation to a transaction for
the purposes of section 10; or

(c) any other information from which the person to whtme information is
disclosed could reasonably be expected to infer dhauspicion has been
formed or that a report has been or may be made.

508. Pursuant to the provision of section 51 of the AKtt, any person who discloses
information in breach of section 12(1) is guiltyaof offence.

Additional Elements — Confidentiality of Reportingtaff (c. 14.3)

509. Section 18(1) and (2) of the AML Act imposes a dofyconfidentiality on the
Director, an officer, an employee or an agent effhJ.

510. Section 18(3) of the AML Act further provides tHét person to whom this section
applies shall not disclose any information that ldodirectly of indirectly identify an
individual who provided a report or informationttee FIU, or a person or an entity about
whom a report or information was provided undes #ct.”

The requirements under Recommendation 14 are riugiy

Recommendation 19

511. The authorities in the Seychelles have not consiti¢he feasibility and utility of
implementing recommendation 19.

Recommendation 25

Guidelines & feedback for Financial Institutions (25.1 & 25.2)

512. The FIU was established a few months before thsitenvisit. No Guidelines had
been issued to financial institutions at as th&t.dBhe FIU has indicated that it was in the

process of updating the “Guidance Notes on Anti-MoriLaundering for Financial
Institutions in Seychelles” which was issued by @entral Bank of Seychelles in March
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1998. The Guidance Notes will be updated to incaigothe obligations of the Reporting
Entities under the AML Act.

513. As at the date the newly established FIU had pexvittedback on STR'’s received
from the financial institutions which includes aokviedgement of receipt of the report.
Any feedback on the status of the outcome of casesecuted by the AG will be
forwarded to the respective financial institutiodfie FIU has not provided reporting
entities with adequate and appropriate feedbacknbaegard to the FATF Best Practice
Guidelines on Providing Feedback to Reporting Ferarinstitutions and Other Persons.

514. During assessment discussions the private sectoergiéy indicated a lack of
awareness of AML/CFT issues and their obligatiomslem the AML Act. In the
circumstances, it is imperative that the FIU enleants training programme and develops
appropriate subsidiary legislation or guidelinestthwill assist the reporting entities
comply with their legislative obligations.

515. Sanitised examples of actual ML cases were givethdcstaff of all the banks, the
Seychelles Credit Union and the Corporate Servie®s/ifers during training sessions
conducted by officers from the Central Bank in 2004e FIU proposes to provide
additional appropriate feedback on ML in the future

3.7.2 Recommendations and comments

516. There is a very low level of AML/CFT awareness agfinancial institutions which
makes it difficult for them to identity suspicioastivities that must be reported. As at the
date of the onsite visit the FIU had received 3 SWRich were made by the Banks.

517. There is no standard reporting format for finananstitutions other than banks. A
standard reporting format was recently issued édoimks in the Seychelles. The standard
reporting format should be made available to theiofinancial institutions to ensure that
all relevant information is submitted by the repuagtfinancial institution.

518. Insurance entities have not implemented the remangs of the AML Act. The FIU
should ensure that Insurance Entities adopt andemmgnt AML/CFT policies and
procedures.

519. Staff of financial institutions should be providetth adequate AML/CFT training.
520. Section 10 of the AML Act must be amended to enslia¢ the obligation to report
also arises where there a suspicion that fundpraxeeds of a criminal activity. Further,
the duty to report should also extend to suspicicrssactions involving tax matters.

521. The authorities in the Seychelles must considerptiamce with Recommendation
19.
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522. The FIU is the competent authority responsible utide AML Act for ensuring that
reporting entities comply with the requirementslod AML Act. It is empowered under
the Act to, in consultation with the supervisorytraurities, issue guidelines to reporting
entities in relation to their obligations under #het. No guidelines have been issued thus
far. The FIU must having regard to industry specML/TF risk issue guidelines to
reporting entities to assist them to implement emahply with their respective AML/CFT
requirements.

523. The FIU must provide feedback- including statisties the number of disclosures,
with appropriate breakdowns and on the resulthefdisclosures, information on current
techniques, methods and trends and sanitised egangblactual money laundering- to
reporting entities.

524. The recently established FIU comprised of 3 membmrsstaff including the
Director. The staff member, excluding the Directwad very little exposure to AML/CFT
issues. Having regard to the overall obligationthef FIU under the AML Act, namely, to
ensure that reporting entities comply with the regraents of the AML Act and to issue
guidelines to reporting entities it is recommendleat the capacity of the FIU must be
enhanced and staff members must be trained to eetiadin to carry out their functions
effectively.

3.7.3 Compliance with Recommendations 13, 14, 1985 (criteria 25.2), and
Special Recommendation IV

Rating Summary of factors underlying rating

* There is no obligation to make a report upon suspithat funds are
the proceeds of a criminal activity

* There is no requirement to report suspicious tretrwas that involve
tax matters

R.13 pc | ° Thgre !s a low level of.AML'/CFT awareness allmongm.rf.cial

' institution that makes it difficult for them to id&fy suspicious
transactions to enable them to make a report t&litle

* Insurance entities have not implemented AML/CFTcpdures which
will enable them to make a suspicious transacimornt to the FIU.

R.14 C This recommendation is fully met
The authorities in the Seychelles have not consdldre feasibility and
R.19 NC - . . ;
utility of implementing recommendation 19.
* There are no guidelines that have been issuechamEial Institutions
to assist them to implement and comply with thespective
AML/CFT requirements.

R.25 NC ., The FIU does not provide adequate and appropeaighiack to

reporting entities as set out under the FATF Besttite Guidelines
on providing feedback to Reporting Financial Ingtdns and other
Persons.
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SR.IV PC |« Insurance entities have not implemented AML/CFTcprdures that
will enable them to make a suspicious transactont to the FIU.

* Thereis a low level of AML/CFT awareness amongsdricial
institution that makes it difficult for them to id&fy suspicious
transactions to be able to report them to the FIU.

Internal controls and other measures

3.8 Internal controls, compliance, audit and foreig branches (R.15 & 22)
3.8.1 Description and Analysis

Legal Framework:
AML Act, 2006; FIA, 2004
Establishing Internal Controls (c. 15.1)

525. Section 15(1)(c) of the AML Act requires a finariciastitution to establish and
maintain procedures and systems to make its offi@ad employees aware of the
procedures, policies and audit systems adoptedt iy deter money laundering and
financing of terrorism. These systems and pro@siunder section 15(1)(c) must cover
implementation of customer identification requirenseunder section 4 of the AML Act,
record keeping and retention requirements unddiosscé and 7 of the Act and reporting
requirements under section 10 of the Act.

c.15.1.1

526. Under section 15(1)(a) of the AML Act, financialstitutions must appoint a

Compliance and Reporting Officer, a senior offiegth the necessary qualifications and
experience, to ensure that the reporting entity pl® with the provisions of the AML

Act.

c.15.1.2

527. There is no requirement to ensure that the Comgiaand Reporting Officer and
other staff have timely access to customer ideatiibn data and other CDD information,
transaction records and other relevant information.

Audit Function (c. 15.2)

528. Under Section 15(1)(c)(e) of the AML Act, a repogientity must establish an audit
function to test its AML and CFT procedures andeays.
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529. During onsite inspections of the financial insibuss, the FIU verifies whether the
bank has conducted sample testing of its AML CFadcedures, policies and controls.
However, as at the date of the mutual evaluatidy one onsite examination had been
carried out with regard to a bank which held botbomestic and an offshore banking
licence. One of the banks which met the evaluagam indicated that it did not conduct
an audit to test its AML/CFT systems and procedures

Ongoing Employee Training in AML/CFT (c. 15.3)

530. Pursuant to the provision of section 15(1)(d) af &ML Act, a reporting entity is
required to train its officers, employees and age¢atrecognise suspicious transactions,
trends in ML and FT activities and ML and FT riskishin the reporting entity’s products,
services and operations.

531. While there is an express statutory obligation be teporting entity to train its
employees, officers and agents in practice, thee been great reliance on the Central
Bank, to provide such training.

532. Further, most of the international banks, rely ba parent companies to conduct
AML/CFT training. In these instances, the assessdagn found that the training neither
focused on nor incorporated Seychelles’ AML/CFTuiegments.

533. The FIU has however indicated that the in the adwifsthe onsite inspection that it

had conducted in August 2006, it found that thekbaineady had an in-house training

programme and staff members were sent to the raadfices of the Group. Further, the

front office staff members of the bank who dealwgtistomers have to undergo a yearly
exam on AML and have to score at least 90% to lhe t@mbcontinue handling customer

accounts.

Screening Procedures (c. 15.4)

534. Under Section 15 (1)(c) (vi) of the AML Act, theparting entity must establish and
maintain procedures and systems to screen pergfoelrecruiting them as employees.
One of the banks interviewed by the team indicéited it did have screening procedures
in place. Potential employees must provide theifmate of employment from the
previous employer and in some cases they may quénthe previous employer.

Additional Elements — Independence of ComplianceiCdr (c. 15.5)
535. During on-site inspection of financial institutignstaff from the FIU verify the
Compliance Officer’s reporting structure and whethe/she is acting independently.

Where necessary, they make recommendations to vaphe reporting structure.

Application of AML/CFT Measures to Foreign Branche& Subsidiaries (c. 22.1, 22.1.1
& 22.1.2)
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536. There is no obligation for the financial institut® to ensure that their foreign
branches and subsidiaries observe AML/CFT meascwesistent with home country
requirements. However, this does not appear tof lmeuch concern to the authorities as
for the time being none of the financial institutsohave branches or subsidiaries overseas.

3.8.2 Recommendations and comments

537. Insurance entities have not implemented internalLABFT procedures, policies and
controls.

538. The FIU must ensure that all financial institutiestablish and maintain AML/CFT

policies and procedures. The FIU must enhancentdte compliance regime. The
compliance manual currently used by the FIU pestéinbanking activities and cannot be
used for other financial institutions. The FIU muwkevelop industry specific onsite

compliance manual which address sector specific ABHI risks. For instance, with

respect to insurance entities they may have regatde Guidance Paper on Anti-Money
Laundering issued by the International Associatbmsurance Supervisors (IAIS).

539. In respect of the banks, most of them have relrethe parent companies to conduct
the training. In these instances, the assessimy teand that the training neither focused
nor incorporated Seychelles’ AML/CFT requiremen@onsequently, the internal policies
and procedures established by the banks were moinipliance with the provisions of the
Act.

540. There is currently, is no requirement under the AMLt to ensure that the

Compliance and Reporting Officer and other stafffehdimely access to customer
identification data and other CDD information, santion records and other relevant
information. The law must be reviewed this criberis met.

541. The financial institutions do not have an in hoA$4L/CFT training programme to
ensure that their employees are trained on an ngdmsis. They rely on the occasional
AML/CFT training provided by the authorities in tB&ychelles. These trainings are not
available to all relevant members of staff of thahcial institution. Financial institutions
must provide ongoing AML/CFT training to all relextaemployees.

542. Although for the time being none of the financiatitutions in the Seychelles have
branches or subsidiaries overseas the requireneernsure that financial institutions

ensure that their foreign branches and subsidiabesrve AML/CFT measures consistent
with home country requirements and the FATF Recongagons to the extent that local

(host country) laws and regulations permit mustrbeduced under the law, regulations
or other enforceable means.

3.8.3 Compliance with Recommendations 15 & 22

Rating Summary of factors underlying rating
R.15 NC » Insurance entities have not implemented AML/CFTteays and
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procedures

» There is no effective compliance by internationahks with the
requirements of the AML Act. International Bankspkgd their
respective Group standards.

* There is no requirement to ensure that the Comgiaamd Reporting
Officer and other staff have timely access to amstoidentification
data and other CDD information, transaction recoas&l other
relevant information.

A\ 4

* There is no effective implementation for the regmient of the audit
function to test their AML/CFT systems and proceur

* The financial institutions do not have an in hoA$4L/CFT training
programme to ensure that all their relevant emm@syare trained o
an ongoing basis.

=)

R.22 NA * Financial institutions in the Seychelles do nottfee time being have
branches or subsidiaries conducting business ca®rse

3.9 Shell banks (R.18)
3.9.1 Description and Analysis
Legal Framework

Anti — Money Laundering Act 2006
Financial Institutions Act 2004

Shell Banks (c. 18.1)

543. There are no shell banks operating in the Seychellédinancial institutions
conducting Domestic or Non-Domestic Banking Bussnesist be licensed by the Central
Bank under the Financial Institutions Act 2004. eT®entral Bank has licensed only one
bank to conduct Non-Domestic Banking Business kwoifs banking business). The bank
Is a subsidiary of an international bank and i® dlsensed to conduct domestic banking
business. The mutual evaluation team had visitedpremises of the bank and was
satisfied that the bank has a physical presencs, adequately staffed and applied
AML/CFT measures in place with respect to its Namnéstic banking business.

Correspondent Banking with Shell Banks (c. 18.2)
544. There is no express provision prohibiting finandmastitutions to enter into, or

continue correspondent banking relationships whislldanks. With respect to financial
institutions falling under the supervision of thBE; the authorities have indicated that the
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latter may use its powers under the FIA requedtlihaks discontinue such corresponding
relationships. Further, the provisions of secd@b)(a) of the AML Act a reporting entity
must in relation to its cross-border correspondamiking relationship-

. Adequately identify and verify the identity of thgerson with whom it
conducts such a business relationship

. Gather sufficient information about the naturehs business of the person

. Determine from publicly available information theputation of the person
and the quality of supervision to which the persosubject

. Assess the person’s AML/CFT controls

. Obtain approval from senior management before ksitalg a new
correspondent relationship

. Document the responsibilities of the reporting tyrand the person

Use of Accounts by Shell Banks (c. 18.3)

545. There is no requirement for financial institutions satisfy themselves that
respondent financial institutions in a foreign cwyrdo not permit their accounts to be
used by shell banks.

3.9.2 Recommendations and comments

546. The FIU should issue guidelines to financial ingians to provide comprehensive
guidance on correspondent banking relationshipk shiell banks. Financial institutions
should not be permitted to enter into, or continogespondent banking relationships with
shell banks.

547. These guidelines must also set out the requirefoefihancial institutions to satisfy
themselves that respondent financial institutions iforeign country do not permit their
accounts to be used by shell banks.

3.9.3 Compliance with Recommendation 18

Rating Summary of factors underlying rating

* While there are some provisions regarding corregeon banking
relationships, there is no express provision prthdp financial
institutions to enter into, or continue corresparidébanking

R 18 PC relationships with shell banks.

* There is no requirement for financial institutidossatisfy themselve
that respondent financial institutions in a foregguntry do not

U7

permit their accounts to be used by shell banks.

Regulation, supervision, guidance, monitoring andretions
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3.10 The supervisory and oversight system - competeauthorities and SROs Role,
functions, duties and powers (including sanctiongR.23, 30, 29, 17, 32 & 25)

3.10.1 Description and Analysis

Legal Framework
AML Act; FIA; CBS;
Regulation and Supervision of Financial Institutios (c. 23.1)

548. The AML Act is the primary legislation which impes AML/CFT obligations on
financial institutions, including, banks, moneynsaiission services, insurance entities
and bureau de change. The AML Act 2006 came ipration on 08 May 2006 and
replaces the Anti-Money Laundering Act 1996.

Designation of competent Authority (c.23.2)

549. The FIU is the designated competent authority tsth the responsibility, under

the AML Act, to ensure that financial institutioeffectively implement the requirements
of the Act. Under the AML Act, the FIU has the pawo conduct onsite examination of
the records of a financial institution to ensurenptiance with the requirements of the
AML Act 2006. The FIU is also empowered to diraatlefaulting financial institution to

comply with its obligations under the Act. Wherdirsancial institution fails to comply

with a direction issued by the FIU, the FIU may mak application for an order from the
Supreme Court to enforce compliance with the obibga within such period as may be
specified by the Court. The Order may also spettify payment of a financial penalty
where the financial institution fails to comply Wwithe Order of the Court within the
specified time frame.

550. As at the date of the Mutual Evaluation the FIU lwashducted only one onsite
examination.

Fit and proper criteria and prevention of criminalBom controlling institutions (c.23.3
& 23.3.1)

Banks

551. The Central Bank of Seychelles is the licensindhauty for registering of banks in
the Seychelles. Section 5 of the FIA provides fog procedures to be followed when
applying for a banking licence. In order to endina criminals do not manage or control
a financial institution in the Seychelles, the C&fuires that senior officers (directors,
managing directors, and managers in connection gothpanies applying for a licence
under the FIA) and shareholders of the financiatiintions are subjected to a fitness and
propriety test before they can be appointed orteteto hold any position in a financial
institution.
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552. In the licensing process applicants for a bankiognice must submit to the CBS
personal details of the proposed administratorss¢me who is a director, managing
director or manager of such institution) togetheithwa statement detailing the
qualifications and professional experience anceastl three references (It is to be noted
that pursuant to section 5(1)(c) of the FIA 2004 aegulation 3(1)(e) of the Financial
Institutions (Non-Domestic) Regulations 1996 atsteane reference must be provided
from an internationally reputable bank other thamdpplicant.)as stipulated under Section
5(1)(a) of the FIA 2004. The CBS have a prescrifmethat which the banks and senior
management are expected to complete for purposekeofest. The applying bank is
expected to attest as to the character of the patise individual. In the absence of the
attestation a police clearance shall be requirech fihe prospective individual.

553. The CBS assesses the fitness and propriety of #tnaitors when there is a
proposal to appoint an administrator. Since thecmant of the AML Act the CBS has
assessed one individual for a senior managemeitiquos

554. To date no criminals are known to hold or contrigngicant investment in a
financial institution, or hold any qualified managent functions within any licensed
financial institutions.

Insurers and insurance intermediaries

555. Under the Insurance Act 1994, a person cannot eedue control of or substantial

shareholding (that is at least 5 per cent) in aariance company without prior notification
of his intention to acquire the control of or swadial shareholding in an insurance
company and the approval of the Insurance Authoryy person who fails to comply

with these requirements may be criminally liabldowever, the Insurance Act is silent on
the grounds upon which the Insurance Authority medyse to grant its approval.

556. The approval of the Insurance Authority is requifedthe appointment of a director

or principal officer of an insurance company. Ta® Irequires the Insurance Company to
satisfy the Insurance Authority that the persorbéoappointed is fit and proper. The
requirement of the fit and proper test is not ldiown in the law and there are no
guidelines issued by the Insurance Authority onissae.

557. One of the insurance broker who was interviewedhgyevaluation team was also
authorised to act as an insurance agent. The gation of both functions under one
entity is a potential source of conflict of intere3 he insurance broker was acting as agent
for life insurance provided by company providingmaosite insurance. However, this
conflict of interest issue was not being addredsethe Insurance Authority and there was
no conduct of business rules which applied in sittation.

Application of Prudential Regulations to AML/CFT (23.4)

558. During the licensing process for banks, proper tifieation of the administrators,
substantial shareholders and ultimate beneficialeva including their names, nationality,
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gualifications and business profession is carried dhey are required to produce three
references of which one must be from an internatlprreputable bank other than the
applicant, an affidavit duly signed by the indivadlstating conviction of crimes, past or
present involvement in managerial function in a \oadrporate or other undertaking
subject to insolvency proceedings or personal haitky filings and a list of companies in
which the applicant holds shares. Such requiremametsimilar to the CDD requirements
under the AML Act.

559. In the case of an application by a financial ingittn incorporated outside
Seychelles, provision of a statement that the goraupervisory authority responsible for
supervision of the applicant in the country of irpwation is aware of the application
under the FI Act.

560. Seychelles is not a member of the IAIS and has audupted the IAIS Core
Principles. Insurers and insurance intermediaresconsequently not subject to the IAIS
Core Principles.

Licensing or Registration & Monitoring of Value Trasfer Service (c. 23.5 & 23.6)

561. There is no requirement for money or value transfeerators to be licensed or
registered under the laws in Seychelles. The dieimof financial institution under the FI
Act does not extend to money or value transferisesvoperators. The two international
money transmission operators in the Seychellesigeaheir services through two of the
commercial banks which act as their agents. Thaitleh the banking activities under
section 4 of the FI Act include money transmissiofhe money transmission operators
only provide inward remittance services and doaifer any outward remittance services.

562. While the FIU is empowered under the AML Act to dant onsite inspections to
ensure compliance with the requirements of the AMtit, no onsite inspections were
conducted with respect to money transmission sesvas at the date of the evaluation.
However, the FIU has indicated that immediatelgrathe onsite inspection it undertook
an onsite inspection with respect to one mone\strassion service.

563. Money Changing Service providers must be licensgdCBS under the FI Act.
Under Section 2 of the AML Act, they are consideasdeporting entities and as such, are
required to comply with all the requirements of &L Act and the PTA.

564. So far, only two money exchange service providergehbeen licensed by CBS
which has conducted yearly inspections on one efmthThe other exchange service
provider was recently licensed. The inspection cotetl by the CBS included monitoring
compliance with the requirements of the now repkAlRIL Act.

565. Under the new AML Act, the FIU is empowered to cecidonsite inspections to

ensure compliance with the requirements of the ARtit, no onsite inspections were
conducted with respect to the exchange bureau the alate of the onsite visit. However,
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the FIU has indicated that immediately after thesi@nvisit it conducted an onsite
inspection with respect to one of the exchangeduse

Licensing of Financial Institutions (c. 23.7)

566. Until 2004, the Ministry of Finance was responsitaethe licensing and supervision
of Co-operatives and the Seychelles Credit Unic@U}p In April 2004, certain powers
and performance of duties previously vested ineoNtnistry of Finance was delegated to
the CBS. In March 2005 and May 2006, examiners ftbenBank Supervision Division
conducted on on-site examination of SCU and covérednstitutions compliance to the
then AML Act.

567. However, it is to be noted that under the new AMtt,Ahe FIU is empowered to
conduct onsite inspections to ensure that repodimgies comply with the requirements
of the AML Act. As at the date of the mutual eatlan, no onsite inspections had been
conducted by the FIU with respect to the SCU

Recommendation 30
Adequacy of resources for Competent Authorities3(z1)

568. The FIU is established as a unit within the CBSYs lintended that it will have its
own organisational and management structure, wgtbwn staff and resources.

569. Its budget forms part of the CBS budget. It is leabis the CBS building (which is
secure) separated from the main central bankingitees. The FIU anticipates having
operational independence in order to ensure tlatdétision making process is free from
undue influence and interference.

570. The newly established FIU has one Director and otfeer members of staff who
were transferred from another division of the CB&Ss a unit within the Central Bank it
will only submit a business plan and proposed butg¢éhe Board in December 2007. A
budget will be allocated in January 2008.

571. As the FIU is newly established and the legislaterently passed the small number
of staff may be able to manage the small numbeepdrts being received. However, the
FIU is also responsible for ensuring that all réipgr entities comply with the AML/CFT
requirements under the AML Act. As the businesnpghas not been drafted it is not
possible to speculate of staffing plans for theifeit During discussions with the Director,
he revealed plans to split the two staff membet&/éen the operational (collect, analyse
and disseminate) and compliance (inspections, gaaland training) functions. The latter
will have an effect on the number and quality qfas received and the number of staff
may not be sustainable for the workload.

Integrity of staff of competent authorities (c.30.2

123 of 230



572. All staff members of the FIU have signed a configdity clause and are required to
maintain high professional and ethical standardisnduhe performance of their duties.
This is a document that all Government employeesraquired to sign in relation to a
code of conduct when entering government servibes& are not updated or renewed or
streamlined for the nature of work performed in He. The clauses signed by the FIU
staff were done so when they were still officiadiyployed by the CBS.

573. Section 16 of the AML Act provides that the CentBank Board appoint a fit and
proper person as the Director of the FIU.

574. Whilst the two new staff members have no previaysedaence on AML/CFT, the
Director who has received extensive training on ABIET overseas as well as having
participated in two Mutual Evaluations conductedB8AAMLG, has provided them with
in house training in the subjects. One of the n@if members recently participated in an
AML workshop which was conducted by the World BamK unisia and the second one is
due to participate in a seminar to be held in Kegityilne end of November 2006.

Training for staff of competent authorities (c.30).3

575. During the period September 28 to October 6, 260&am of experts from the IMF
provided technical assistance to the staff of thé. FFhe training covered the basics on
money laundering and the financing of terrorism. m&mber of staff of the FIU also
attended an AML/CFT workshop organised by the U&3ury in Botswana in May 2006.

576. A request has been made to the Mauritius FIU teigeoassistance to the FIU staff

by means of attachments, and training. The Goveanor the Director are due to visit

Mauritius in January 2007 to finalize the necessargngements. A similar request will

be made to the South African FIC. Whilst the Fllédmibers have been exposed to
external training abroad they will benefit from espre to other FIUs and FIU analysts.
As the FIU matures more experience will be gained eelationships and advice from

other FIUs will become critical.

577. At this stage the Director is managing all casesmed to the FIU and there appears
to very little skills transfer in this regard. Thgsnot sustainable and simple, less complex
cases should be given to the analysts to work on.

578. The Department of the US Treasury has also entatedliscussions with the CBS
on the provision of technical assistance to th# sfathe FIU starting in February 2007.
This assistance will undoubtedly go towards helpimg authorities in the fight against
ML/TF.

Recommendation 29
Monitoring of AML/CFT by Supervisors (c. 29.1 and®22)

579. The powers of the FIU to monitor and ensure comphkaby reporting entities with
the requirements of the AML Act are laid down undections 19(e) and 23 of the Act.
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Section 19(e) provides that the FIU shall carryexaminations of reporting entities as set
out in section 23. Section 23(1)(a) of the AML Axbvides that “ The Director or any
person authorised the director may examine recamts,during business hours, enter any
premises in which the Director or the person belgwn reasonable grounds, that there
are records relevant to ensuring compliance wighpifovisions of this Act.”

580. The FIU has in July 2006 issued an Anti-Money Lanmy Examination
Procedures Manual which is designed to assist stdfie FIU in the course of the onsite
examination of banks and bureaus de change. Tlheahaovers the examination of the
internal AML/CFT policies and procedures, books aacbrds of the financial institution,
including sample testing for examination of CDD deentation and records of
transactions.

581. It should however be noted that no correspondinguakexists for the other types
of financial institutions that operate in Seychelle

Power to Compel Record by Supervisors (c. 29.3 &29
582. Under Section 23 of the AML Act-
The Director or any person authorised the directay examine records, and-

(@) during business hours, enter any premises in wihietDirector or the person
believes, on reasonable grounds, that there amrd®celevant to ensuring
compliance with the provisions of this Act;

(b) use or cause to be used any computer system opuatessing system in the
premises to examine any data contained in or dlaita the system;

(c) reproduce an record, or cause it to be reproduced flate in the form of a
print out or other intelligible output and removee tprintout or other output
for examination or copying; and

(d) use or cause to be used any copying equipmenterptemises to make
copies of any record.

Section 23(2) of the AML Act further provides that-

“The owner or person in charge of premises refetoad subsection (1) and every
person found there shall give the Director or antharised person all reasonable
assistance to enable them to carry out their respitities and shall furnish them
with any information that they may reasonably reguwith respect to
administration of the provisions of this Act or végfions made thereunder.
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583. Pursuant to the provisions of section 54 of the ARt , any person who wilfully
obstructs, hinders or threatens an officer or igm&tive of the FIU in the performance of
his or her duties or the exercise of his or hergrewinder this Act is guilty of an offence.

584. The exercise of its powers by the FIU under secf8nof the AML Act is not
predicated on the need to require a court order.

Enforcement Powers and powers to sanction (c.29.4)

585. Under the provisions of section 24(2) of the AMLtAthe FIU may direct any
reporting entity that has without reasonable exdaged to comply in whole or in part
with any of its obligations to implement an actiplan to ensure compliance with such
obligations.

586. Where a reporting entity fails to comply with aeadition of the FIU, the FIU may
under section 24(3) of the AML Act, make an applarato the Supreme Court supported
by an affidavit stating that the reporting entitgshfailed without reasonable excuse to
comply in whole or in part with any of its obligatis under this Act and the Court shall,
after such inquiry as it thinks fit, issue an ortleiany or all the officers or employees of
that reporting entity in such terms as the Coudnale necessary to enforce compliance
with such obligations. In granting such an ordeg Court may order that should the
reporting entity or any officer or employee of tletity fail without reasonable excuse to
comply with all or any of the requirements of tbader within such period of time as may
be specified in the order such reporting entityicef or employee shall pay a financial
penalty in a sum not exceeding R100,000 as thet@uay determine.

587. In addition under section 53 of the AML Act, a refjgngy entity which fails to

formulate and implement internal rules in accor@anith section 15(1)(c) of the AML
Act is guilty of an offence. Section 15(1)(c) diet AML Act provides that a reporting
entity shall establish and maintain proceduressystems to-

* Implement the customer identification requiremeantder section 4;

* Implement record keeping and retention requirementker sections 6 and 7;

* Implement the reporting requirements under sed@n

* Make its officers and employees aware of the proes] policies and audit
systems adopted by it to deter money launderingfiandcing of terrorism;

* Screen persons before recruiting them as employees.

Recommendation 17
Effective, Proportionate, & Dissuasive Sanctions (7.1 & 17.4):
588. The AML Act, provide for broad range of criminalngtions that can be applied to

both the financial institutions as well as to theector and senior management operating
and managing the financial institution.
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589. In the first instance, under the provisions of ecP4(2) of the AML Act, the FIU
may direct any reporting entity that has withouds@nable excuse failed to comply in
whole or in part with any of its obligations to ilement an action plan to ensure
compliance with such obligations.

590. Where a reporting entity fails to comply with aatdition of the FIU, the FIU may
under section 24(3) of the AML Act, make an applaato the Supreme Court supported
by an affidavit stating that the reporting entitgshfailed without reasonable excuse to
comply in whole or in part with any of its obligatis under this Act and the Court shall,
after such inquiry as it thinks fit, issue an orttleany or all the officers or employees of
that reporting entity in such terms as the Coudnae necessary to enforce compliance
with such obligations. In granting such an ordee Court may order that should the
reporting entity or any officer or employee of tlegutity fail without reasonable excuse to
comply with all or any of the requirements of tbader within such period of time as may
be specified in the order such reporting entityicef or employee shall pay a financial
penalty in a sum not exceeding R100,000 as thet@uay determine.

591. Further failure to comply with the AML Act may alsonstitute a criminal offence
in the following instances:

AML Offence Sanction
Act
Section Failure to establish identity
46
Section Failure to maintain records
a7
Section Failure to maintain account in A person convicted of
48 true name any one of these
Section Failure to report suspicious offences is liable on
49 transactions conviction in the case of
Section Making false or misleading -
50 statements
Section Unauthorised disclosure of ¢  an individual to
51 reports and other information imprisonment for 5
Section Failure to implement internal years or to a fine of
52 rules R250,000 and
Section Failure to appoint compliance.  of a body corporate to a
53 officer or provide training fine of R500,000.
Section Obstructing of officer
54
Section Opening account in fictitious,
56 false or incorrect name

592. There is however no power granted to the prudemstiglervisory authorities to
impose administrative sanctions including the poteerevoke the licence of the financial
institution or to take any other regulatory actagainst the directors, officer or employees
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of the financial institution for failure to complyith AML/CFT requirements under the
AML Act.

Designation of Authority to Impose Sanctions (c..2Y

593. The FIU which is the designated authority for swum#ng and monitoring
compliance with the requirements of the AML Act doeot have formal sanctioning
powers. It may however, direct a financial ingtdo to implement an action plan to
ensure compliance with its obligations under thé Ac

594. It is difficult at this stage to gauge the effeetiess of the power of the FIU to issue
directions. As at the date of the mutual evaluatiee FIU had not exercised such powers.

Sanctioning Directors & Senior Management (c. 17.3)

595. Section 61 of the AML Act provides that where amgd¥ corporate is convicted of
an offence under this Act, every person being ectlar, controller or officer concerned in
the management of the body corporate shall beyguiilthe offence where it is proved that
the act or omission that constituted the offenak tolace with that person’s knowledge,
authority, permission or consent.

Recommendation 32(d)
596. As at the date of the onsite visit no sanction been imposed for failure to comply
with AML/CFT requirements.

597. There has been no formal request for assistance madeceived by supervisors
relating to or including AML/CFT.

Recommendation 25.1

598. The FIU was established a few months before thsitenvisit and had not yet issued
Guidelines to financial institutions. The FIU haslicated that it was in the process of
updating the “Guidance Notes on Anti-Money Laundgrfor Financial Institutions in
Seychelles” which was issued by the Central BanlSeychelles in March 1998. The
Guidance Notes will be updated to incorporate thkgations of the Reporting Entities
under the AML Act.

3.10.2 Recommendations and comments

599. The compliance monitoring process would be muchenedficient if the Supervisory
Authorities could be granted with adequate powdrgrdorcement and an appropriate
range of sanctions against financial institutiond heir directors and senior management
for failure to comply with or properly implementebAML/CFT requirements including
the power to impose fines as well as to revokelitence. It is therefore recommended
that the supervisory authorities be granted wittvgrs to impose regulatory sanctions for
failure of the financial institution to comply witthe AML/CFT requirements under the
AML Act.
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600. Clear guidelines must be issued by the Insuranadokily to describe the criteria
that must be satisfied by insurers and insurantgnrediaries to meet the fit and proper

test

601. The FIU must strengthen its on-site inspection megind must develop sector
specific onsite compliance procedures manual foregorting entities in order to help
structure the inspections and to comprehensivebtament the framework it administers.

602. The FIU should develop an onsite inspection progtaat covers all reporting
entities other than banks.

603. The FIU must having regard to industry specific WMIE/risk issue guidelines to
reporting entities to assist them to implement emahply with their respective AML/CFT
requirements.

604. The FIU must closely monitor all financial instituts to ensure that they implement
AML/CFT measures in accordance with the requireshenthe AML Act and any sector
specific guidelines that it issues.

3.10.3 Compliance with Recommendations 23, 29, X7 25

Rating

Summary of factors underlying overall rating

R.17

PC

While there are criminal sanctions that apply thgpesvisory
authorities are not empowered to take effectivepertionate ang
dissuasive regulatory action against financial itagsbns and their
officers or employees that fail to comply with AMLFT
requirements.

It is difficult to gauge the effectiveness of tlastioning powers
under the AML Act as these powers have not beed asd tested.

R.23

PC

While there is a designated competent authoritir wasponsibility tg
ensure that financial institutions adequately cgomplith the
requirements to combat money laundering and tetrdinancing it
has just started its operations and much work & tundertaken b
the FIU to meet its statutory duties and obligagion

Insurers and Insurance Intermediaries are not sutgehe IAIS Coreg
principles.

The criteria to be satisfied for the fit and propest for insurers an
insurance intermediaries are not defined.

There is no requirement for money or value transferators to bg
licensed or registered under the laws in Seychelles

There is no effective monitoring of money or vattensfer operator
to ensure compliance with AML/CFT requirements.

D

[92)

Not all financial institutions have implemented treguirements o
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the AML Act.

R.25

NC

No guidelines have been issued to Financial Irigiits to assist then
to implement and comply with their respective AMET
requirements.

Not all financial institutions have implemented tieguirements of
the AML Act.

R.29

PC

The powers of the FIU have not been sufficientlgteéd as thes
powers have not been used extensively. The FlUcbaducted only
one on-site inspection at the time of the mutual@stion.

The FIU is under staffed to sustain its statutariyes and functions.
The staff members (other than the Director) have pmevious
experience on AML/CFT and have to undergo extensaiaing to be

able to effectively undertake onsite inspectiond #me compliance

monitoring function.
Not all Financial Institutions have implemented thquirements of

D

1=4

the AML Act.

3.11 Money or value transfer services (SR.VI)

3.11.1 Description and Analysis (summary)

605. There is no requirement for money or value transfgeerators to be licensed or
registered under the laws in Seychelles. The digimof financial institution under the FlI
Act does not extend to money or value transferisesvoperators. The two international
money transmission operators in the Seychellesigeaweir services through two of the
commercial banks which act as their agents. Thaitleh the banking activities under
section 4 of the FI Act include money transmissiofhe money transmission operators
only provide inward remittance services and doaffer any outward remittance services.

606. For the purposes of the AML Act, MT service operatare reporting entities and
must comply with all the AML/CFT requirements undiee AML Act. However, not all
of the applicable FATF Recommendations are whatiséied under the AML Act.

607. The sanctions available under the AML Act also gdpl MT service operators as

reporting entities.

608. While the FIU is empowered under the AML Act to dant onsite inspections to

ensure compliance with the requirements of the AMtit, no onsite inspections were

conducted with respect to money transmission opeyats at the date of the onsite visit.
The FIU has however indicated that it has, immetifaafter the onsite vsit, undertaken
one onsite inspection of a money transmission semiovider.
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609. There is no requirement for licensed or registav®dl service operators in the
Seychelles to maintain a current list of their dagewhich must be made available to
designated competent authority.

3.11.2 Recommendations and comments

610. The legal regime applicable to MVT operators mustifitroduced to set out the
requirement for these operators to be licenseegistered and to designate one or more
competent authorities to register and/or licenctunah or legal persons that perform
money or value transfer services. The requirerttentaintain a current list of their agents
which must be made available to designated compatehority must also be introduced.

611. The FIU must develop proper inspection procedunas address the specific risk of
this type of financial institution and should undée onsite inspection to ensure that they
comply with the FATF recommendations.

612. In general Seychelles, should take immediate stepsproperly implement
Recommendations 5-7, SR VII and other relevant FAREBEommendations and to apply
them also to MVT.

3.11.3 Compliance with Special Recommendation VI

Rating Summary of factors underlying rating

* There are no requirements for MVT operators tadenked or
registered in Seychelles.

» The other relevant FATF Recommendations which ppdiGable are
not wholly satisfied under the requirements of AL Act.

SR.VI NC |+ There is no requirement to maintain a currentolisigents which
must be made available to designated competentiyth

* The FIU does not have proper procedures in plaegléguately
monitor compliance by MVT operators with FATF recuments
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4. PREVENTIVE MEASURES — DESIGNATED NON-FINANCIAL
BUSINESSES AND PROFESSIONS
4.1 Customer due diligence and record keeping (R.12)

4.1.1 Description and Analysis

Customer due diligence and record-keeping (R.12)
(applying R.5, 6, 8 to 31

613. The following categories of DNFBP are subject te tbquirements of the AML Act:

» Casinos

* Real estate agents

» Dealers in precious metals and dealers in pregtwges when they engage in
any cash transaction with a customer equal to ovethe prescribed value. As
at the date of the mutual evaluation no value heshlprescribed.

» Attorney at laws, notaries and accountants when tfirepare or carry out
transactions for their clients concerning the feilog activities-

Buying or selling of real estate

Management of client money, securities or otheetass

Management of bank, savings or securities accounts

Organisation of contributions for the creation, i@i@n or management of
companies

Creation, operation or management of legal perswrsrrangements and
buying or selling of business entities;

» Trust and company service providers which as anlessi provides any of the
following services-

Acting as formation agent of legal persons;

Acting as (or arranging for another person to a¢taadirector or secretary
of a company ,a partner of a partnership or a ammobsition in relation to
other legal persons;

Providing a registered office, business address aocommodation,
correspondence or administrative address for a aagypa partnership or
any other legal person or arrangement;

Acting as (or arranging for another person to ataatrustee of an express
trust

Acting as (or arranging for another person to aftseanominee shareholder
for another person

614. The main deficiencies in the AML/CFT preventive m@@s applicable to financial
institutions as described with respect to Recommatols 5, 6 and 8-11 in section 3
above apply also to DNFBPs, since the core obbgatifor both DNFBPs and financial
institutions are based on the same general AML/@&gime.
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Applying recommendation 5 (c.12.1)

615. The same deficiencies in the implementation of R8en the AML Law apply to all
reporting entities including DNFBPs. In generahe@f the DNFBPs (other than TCSPs)
which the evaluation team met were applying theiiregnents of the AML Act, and few
were aware of their AML/CFT obligations. Howevsome of the DNFBPs were applying
some of the elements of CDD measures for commeanihlother operational reasons.

616. Real Estate AgentsThe Seychelles currently has four (4) real eshatsinesses
licensed by the Seychelles Licensing Authority unithe Licences Act. The role of real
estate agents in the Seychelles is to act as iatkary between a vendor and purchaser of
a property whilst the transaction is conducted motary. In practice, real estate agents
do not carry identity checks.

617. Casinos: The licensing and supervision of casinos is cotetliby the Seychelles
Licensing Authority. There are currently three (8yistered casinos, four (4) amusement
arcades and one (1) lottery registered in the Sdlgsh The Seychelles has also enacted
the Interactive Gambling Act in 2003 which alloves fnternet gambling activities. As at
the date of the mutual evaluation no licence hasnbissued under the Interactive
Gambling Act 2003.

618. The casino which met the evaluation team did nakewiake identity checks except
where the client was using a credit card or widpeet to regular customers who operated
a credit facility with the casino. In accordancighvthe internal regulations of the casino
all payments above USD10,000 are effected by cleglnrch required the signature of
the internal controller of the casino.

Dealers in precious metal and precious stones:

619. There is currently one (1) precious stones dealbiclw is registered as an

international trade zone (ITZ) company that hambagerating in Seychelles for the last
three (3) years. Their main area of business &lrdiamonds and is the only diamond
trading company in the country. The Company follothe Kimberley process in its

operations. 99% of its business is transacted ¢irawedit cards and debit cards, with 1%
being transacted in cash, usually under the su$1@f00.the supervision of the company
is conducted by SIBA which receives submissionsalbfthe import and export sales

reports on a monthly basis.

Attorney at laws, notaries and other independergaé professionals

620. In the Seychelles, the legal profession is spliwwken attorneys, barristers and
notaries and is governed by the Legal Practitiodets Members of the legal profession
are trained mostly from the UK and Mauritius. Athcticing lawyers must be licensed by
the Seychelles Licensing Authority and must renéeirtlicence on an annual basis.
Under the Law Practitioners Act, the Chief Justicay on receipt of a complaint against a
law practitioner exercise disciplinary powers. Tfeheare currently forty-five (45)
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barristers, with eighteen of these being memberh@fBar Association. Membership to
the Bar Association is not compulsory. There &sspntly no code of ethics through which
the Bar Association may govern the behaviour ofttfweisters in the country. Under these
circumstances, complaints and disciplinary matemes either channelled to the Chief
Justice or to the Society. These matters are ystesblved by way of mediation.

621. Notaries are public functionaries, working in thevate sector, who are involved in
preparing documents for the sale of land and thedtion of companies. Transfers of
real property and incorporation of companies ar@ramthe documents that they draft.
Attorneys and barristers may also draft documeotsttie incorporation of companies.
Attorneys and notaries are subject to the AML Acit lnave not implemented its
requirements where as barristers are not capturddruhe definition of reporting entities
for the purposes of the AML Act.

622. Accountants: At present there is no professional accountingybodhe Seychelles
however accountants must be licensed by the SdgsHdatensing Authority. Most of the
accountants operating in the country are qualifiech India or the United Kingdom and
are members of the professional accounting bodiésdia or the UK. As such, they must
adhere to and apply the respective rules and coldpsactice of these accounting bodies
in their respective areas of operation. Some efittountants are also licensed as TCSPs.

623. The accounting firm which met with the evaluati@arh also held an International

TCSP licence issued by SIBA and had not implemeAtdd/CFT measures with respect

to its domestic practice. Having regard to theestules that governed foreign exchange it
was of the view that it was very difficult for amestic company to be involved with ML

624. Trust and Corporate Service Providers TCSPs) are licensed by the SIBA under
the International Corporate Service Providers A002 (ICSP Act) to carry on the
business of providing international corporate s#Ewito International Business Companies
and Companies with Special Licences.

625. Prior to the enactment to the ICSP Act, Registefagents which provided
international corporate services to the SeychdB€3s were licensed by the Licensing
Authority under the Licences Act. Under the negimee, all existing Registered Agents
were given a ninety days period to comply with phevisions of the ICSP Act 2003.

626. A trust service provider is also licensed by thB/Aunder the ICSP Act to provide

international trustee services, including serviaamnected with the formation or

administration of international trusts and servagyresident trustee of an international
trust.

627. Before granting a licence under the ICSP Act, thBASmust ascertain that the
applicant and each director and manager of theiagmlis a fit and proper person. In
determining whether a person is fit and proper $1BA has regard to the person’s
probity, competence, experience and soundnessdgkfuent for fulfilling the relevant
responsibility.
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628. As at 22 November 2006 there were 35 licensed GEPL8 licensed TSP operating
in the Seychelles and providing services to 32, éhi@national business companies, 70
Companies holding special licences, and 160 intenmal trusts.

629. The core business of Corporate Service Providen® iscorporate International
Business Companies (IBCs). The client relatiorshape established on the basis of
referrals from intermediaries, including lawyersgcauntants or corporate service
providers outside the Seychelles, and from grofiped. It is common practice amongst a
few TCSPs to sell IBCs in bulk to intermediari€Some of the TCSPs also advertise and
sell their services including, the sale of shelhpanies, on-line.

630. TCSPs are reporting entities for the purposes ef AML Act and are subject to
verification of identity requirements under the AMict 2006. In addition, pursuant to
section 8(3) of the ICSP Act, TCSPs are bound b§ode of Practice set out under
Schedule 3 to the ICSP Act. Paragraph 1 of thee@ddPractice requires every TCSP to
know and be able to identify its client and to bédo identify the beneficial owners of its
client companies.

631. In practice the level of CDD measures applied by5P€ was related to the range of
services they offered to client. While under sac#d(2)(b) a reporting entity is required to
obtain information on the client’'s name, address eccupation and the source of wealth
and property of the person, the KYC procedure aetrothe Office Manual of one of the

TCSPs interviewed by the Team required detailh@faccupation of the client only where
the TCSP provided directorship or nominee sharehglservices. The Office Manual did

not contain any requirement to obtain informationtibe source of wealth or property of
the client.

632. Further, the team was informed that it was veryidift in practice to identify the
beneficial owners.

Applying recommendation 6 and 8-11 (c12.2)

Applying recommendation 6

633. The same deficiencies in the implementation of Renendation 6 under the AML
Act apply to reporting financial institutions angporting DNFBPs. Although the DNFBP
sector) is subject to general AML/CFT requirememntsler the AML Act, there is no
formal adoption and implementation of these measuwr@ractice.

Applying recommendation 8

634. The same deficiencies in the implementation of Revendation 8 under the AML
Act apply to reporting financial institutions andporting DNFBPs. In practice there

appears to be little current scope for the useeof technologies in relation to the DNFBP
sector other than the TCSPs and internet casinos.
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635. The websites of two of the TCSPs (not interviewgdhe team) advertised the sale
of ready made IBCs on-line. They consider thegremsho fills in the on-line application
form and claims /or vouches as their client andefieml owner of the IBC. No
independent checks are carried out.

Applying recommendation 9

636. The same deficiencies in the implementation of Renendation 8 under the AML
Act apply to reporting financial institutions andporting DNFBPs. In practice there
appears to be little current scope for the useeof technologies in relation to the DNFBP
sector other than the TCSPs.

637. The core business of Corporate Service Providen® iscorporate International
Business Companies (IBCs). The client relatiorshape established on the basis of
referrals from intermediaries, including lawyersgcauntants or corporate service
providers outside the Seychelles, and from grofiped. It is common practice amongst a
few TCSPs to sell IBCs in bulk to intermediaries.

638. The intermediaries relied upon by the TCSPs werée alvays regulated for

AML/CFT purposes in their home jurisdiction. Orfelee TCSPs interviewed by the team
indicated that it only obtained CDD documentationtbe client from the intermediary
where the TCSP provided directorship services. AeoT CSP interviewed by the team
indicated that it did not require upfront disclosuof the beneficial owner from the
intermediary except where it provided directors$epvices.

Applying recommendation 10

639. The same deficiencies in the implementation of Renendation 11 under the AML
Act apply to reporting financial institutions angporting DNFBPs. Although the DNFBP
sector (other than TCSPs) is subject to general AN requirements under the AML
Act, there is no formal adoption and implementatbthese measures in practice.

640. The CDD measures undertaken by the TCSP do not theatquirements of the

AML Act. No transaction records are being kept andintained with respect to IBCs

which are sold in bulk to intermediaries which iragtice are not always regulated and
supervised for AML/CFT purposes.

Applying recommendation 11

641. The same deficiencies in the implementation of Renendation 11 under the AML
Act apply to reporting financial institutions angporting DNFBPs. Although the DNFBP
sector is subject to general AML/CFT requirememidar the AML Act, there is no formal
adoption and implementation of this requiremerpriactice.

Applying recommendation 17
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642. The same deficiencies in the implementation of Renendation 17 under the AML
Act apply to reporting financial institutions argporting DNFBPs.

4.1.2 Recommendations and comments

643. Same deficiencies apply for DNFBPs as for finanamstitutions with respect to
Recommendations 5, 6, 8-11. In general, Seychallemild take immediate steps to
properly implement Recommendations 5, 6, 8-11 qplyahem to DNFBPs.

644. The application of AML/CFT requirements to DNFBPRsther than TCSPs) is
relatively recent and there is an urgent need tlol lup an effective AML culture in this
area through a combination of intensive trainingd assuance of sector specific
comprehensive and focused guidelines.

645. It is further recommended that the FIU should wiorkclose collaboration with the
DNFBPs to elaborate an action plan for the adopdiwh implementation of the AML/CFT
requirements under the AML Act. The implementatodrihe action plan must be closely
monitored by the FIU through regular on-site ingjes.

646. An important vulnerability exists in the offshorecsor which relates to AML/CFT
and hence to reputation risks. The insufficientplementation in practice of
Recommendations 5, 6, 8-11 in line with internagicgstandards raises serious concerns.

4.1.3 Compliance with Recommendation 12

Rating Summary of factors relevant to s.4.1 underlying ovall rating

» The same deficiencies apply for DNFBPs as for fomn
institutions with respect to Recommendations B-61 and 17.

* DNFBPs (other than TCSPs) have not adopted anceimgaited
the requirements of the AML Act.

 DNFBPs (other than TCSPs) are generally not awatieed

R.12 NC obligations under the AML Act.

*  While the TCSPs were relatively more aware of tbbeirgations
under the AML Act the level of compliance by TCSH# the
requirements of the AML Act was minimal as theyriduhe
obligations too onerous.

4.2 Suspicious transaction reporting (R.16)
(R.16 applying R.13,14, 15, 17 & 1

4.2.1 Description and Analysis
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Legal Framework: AML Act
Applying recommendation 13 (c.16.1)

647. DNFBPs are subject to the same reporting requir&nender section 10 of the
AML Act as apply to financial institutions. Theaee detailed in section 3.7 above. All
DNFBPs are required to report STRs to the FIU.rbcpce, none of the DNFBPs spoken
to during the evaluation had taken steps to comyjilly the provisions of the requirement
to report suspicious transactions.

648. The representative of the ICSP Association indetdéit@t nobody could file an STR
as there was no mechanism in place to file STRstlaatdno meeting had been held with
the FIU to that effect. Another ICSP indicatedttihdnad some concerns about the ability
of the FIU to preserve confidentiality and was loé view that more reports would have
been filed with the FIU if the STRs were to be madebally.

649. The representative of the casino which met witheeuation team indicated that in
the event of something suspicious they would t&I@BS.

c.16.2
650. Not applicable. Under the AML Act all STRs mustflded with the FIU.

Applying recommendation 14, 15 and 21 (c.16.3)
Recommendation 1#rotection for Reporting ST and Prohibition of Tipg Off (c. 14.1-
2)

651. As all DNFBPs fall within the definition of repomiy entity under the AML Act the
provisions against tipping off (section 12 of th®llA Act) and the safe harbour provisions
(section 14 of the AML Act) apply equally to DNFBP#eir officers, employees and
agents. Given the lack of awareness of the reqemnerto submit STRs in the DNFBP
sector, the practical impact of these provisiorexisemely limited.

Recommendation 1fternal Controls, Compliance and Audit (c 15.1-4)

652. The same deficiencies in the implementation of Renendation 15 under the AML
Act apply to reporting financial institutions angporting DNFBPs. Although the DNFBP
sector is subject to the requirements under sedhkl) of the AML Act there is no
formal adoption and implementation of this requiestin practice.

653. It must also be noted that pursuant to the pronssiaf section 15(2) of the AML Act
the requirements under section 15(1) do not applgnt individual who, in the course of
carrying on his or her business, does not emplogabrin association with any other
person. Some of the categories of DNFBPs, inctythwyers and real estate agents, may
operate as individuals. There is however no reqguent for a reporting entity who is an
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individual and who in the course of carrying on tisher business, does not employ or act
in association with any other person to implematgrnal controls.

Recommendation 2$8pecial Attention to Relationships involving cousrthat
inadequately apply AML/CFT measures and Counterareaqc. 21.1 - 3)

654. The same deficiencies in the implementation of Renendation 21 under the AML
Act apply to reporting financial institutions angporting DNFBPs. Although the DNFBP
sector is subject to the requirements of the AMLt Awre is no formal adoption and
implementation of this requirement in practice.

4.2.2 Recommendations and comments

655. Same deficiencies apply for DNFBPs as for finanamstitutions with respect to
Recommendations 13, 14, 15 and 21. In general,hedigs should take immediate steps
to properly implement Recommendations 13, 14, IbZdnand apply them to DNFBPs.

656. The application of AML/CFT requirements to DNFBPsther than TCSPs) is
relatively recent and there is an urgent need tlol lup an effective AML culture in this
area through a combination of intensive trainingd assuance of sector specific
comprehensive and focused guidelines.

657. The FIU must issue a standard reporting formatlteeporting entities to ensure that
all relevant information is submitted by the repugtentity.

658. Staff of DNFBPs should be provided with adequate LABFT training to enable
them to identify suspicious transactions and repach transactions.

659. There are no requirements concerning the implertientaf internal controls by
reporting entity who is an individual and who iretkourse of carrying on his or her
business, does not employ or act in associatioh anty other person. The FIU should
issue appropriate guidelines to such businessesnable them to implement internal
controls to manage the AML/CFT the risks of thgdemtions.

4.2.3 Compliance with Recommendation 16

Rating Summary of factors relevant to s.4.2 underlying ovall rating
« Similar technical deficiencies in the AML Act ralag to Rec. 13
15 and 21 that apply to financial institutions adgply to DNFBPs.

e Although DNFBPs are covered by the scope of the AMiL, in
R.16 NC practice little has been done to implement the igroms within the
DNFBP sector (other than TCSPs) and thus practigplication is
extremely limited.

« There are no requirements concerning the implertientaof
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internal controls by reporting entity who is aniindual and who in
the course of carrying on his or her business, doeemploy or act
in association with any other person.

4.3 Regulation, supervision and monitoring (R. 248)
4.3.1Description and Analysis

Legal Framework

Regulation and Supervision of Casinos (c. 24.1, 241, 24.1.2 & 24.1.3):

660. Casinos (including internet casinos) are subjethéorequirements of the AML Act
and the FIU is the designated authority tasked thi¢hresponsibility to ensure that casinos
are effectively implementing the AML/CFT measuresquired under the FATF
recommendations.

661. In practice, nothing has been done by casinos meiment the provisions of the
AML Act and thus practical application is non-egist.

662. There are currently three Casinos and three Gaidmgses. There are no Internet
Casinos. The Seychelles Licensing Authority (SL&}he designated authority to licence
Casinos. A proposal to set up a Casino is firstrstibd to the Seychelles Investment
Bureau who vets the proposal before forwarding BLA.

663. Currently, the SLA which supervises Casinos onlgueaes compliance with the
licensing requirements.

664. During the interview process, the investor is ast@donfirm in writing whether
he/she has any criminal records but no documentéiée a police character certificate or
an affidavit certifying that he has not been cotedcof a criminal offence is submitted.

665. SLA as the licensing agency does not ask any auestithat would help in
preventing criminals from being operators of Casino

Monitoring and Compliance of other DNFBPs (c. 24.& 24.2.1):

666. Real Estate AgentsThe Seychelles currently has four (4) real eshatsinesses
licensed by the Seychelles Licensing Authority urtle Licences Act.

667. Casinos: The licensing and supervision of casinos is cotetuby the Seychelles
Licensing Authority. There are currently three (8yistered casinos, four (4) amusement
arcades and one (1) lottery registered in the SElgsh The Seychelles has also enacted
the Interactive Gambling Act in 2003 which alloves fnternet gambling activities. As at
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the date of the mutual evaluation no licence hasnbissued under the Interactive
Gambling Act 2003.

668. Dealers in precious metal and precious stondsiere is currently one (1) precious
stones dealer which is registered as an interrativade zone (ITZ) company that has
been operating in Seychelles for the last threey€ays. Their main area of business is
retail diamonds and is the only diamond trading gany in the country. The Company
follows the Kimberley process in its operations¥®6f its business is transacted through
credit cards and debit cards, with 1% being traleshit cash, usually under the sum of
$1,000.the supervision of the company is condubie8IBA which receives submissions
of all the import and export sales reports on atimgrbasis.

669. Attorney at laws, notaries and other independengdé professionals:In the
Seychelles, the legal profession is split betwettorrzeys, barristers and notaries and is
governed by the Law Practitioners Act. Membersth@ legal profession are trained
mostly from the UK and Mauritius. All practicinggwyers must be licensed by the
Seychelles Licensing Authority and must renew thiegnce on an annual basis. Under
the Law Practitioners Act, the Chief Justice mayreceipt of a complaint against a law
practitioner exercise disciplinary powers.

670. Accountants: At present there is no professional accountingybodhe Seychelles
however accountants must be licensed by the SdgsHdatensing Authority. Most of the
accountants operating in the country are qualifiech India or the United Kingdom and
are members of the professional accounting bodiésdia or the UK. As such, they must
adhere to and apply the respective rules and coldpsactice of these accounting bodies
in their respective areas of operation.

671. Trust and Corporate Service Providers TCSPs) are licensed by the SIBA under
the International Corporate Service Providers AB02 (ICSP Act) to carry on the
business of providing international corporate s@wito International Business Companies
and Companies with Special Licences.

672. Prior to the enactment to the ICSP Act, Registefggents which provided
international corporate services to the SeychdB3s were licensed by the Licensing
Authority under the Licences Act. Under the negimee, all existing Registered Agents
were given a ninety days period to comply with phevisions of the ICSP Act 2003.

673. A trust service provider is also licensed by thBAunder the ICSP Act to provide

international trustee services, including servicgmnected with the formation or

administration of international trusts and servagy resident trustee of an international
trust.

674. Before granting a licence under the ICSP Act, thBASmust ascertain that the

applicant and each director and manager of theicgmlis a fit and proper person. In
determining whether a person is fit and proper 1BA has regard to the person’s
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probity, competence, experience and soundnessdgeinent for fulfilling the relevant
responsibility.

675. Under the AML Act, the FIU is tasked with the respibility for monitoring and
ensuring that the other DNFBPs comply with AML/Cfjuirements. However, as at the
date of the evaluation, the FIU had not undertak@nonsite inspection visit with respect
to the DNFBP sector.

676. Given that the FIU has overall responsibility forsaring that all reporting entities,
that is, financial institutions and DNFBPs complithvVAML/CFT requirements, similar
technical deficiencies in the powers of the FIU endML Act relating to Rec. 17, 29 and
30 that apply to financial institutions also apfyDNFBPs.

Guidelines and Feedback for DNFBPs (c. 25.1 - 2):

677. No guidelines have been issued by the FIU to ag¥déEBPs to implement and
comply with their respective AML/CFT requirements.

4.3.2 Recommendations and comments

678. Although Seychelles has extended the scope of Me Act to include the DNFBP
sector within its scope, and has designated theaBIthe competent authority to supervise
the DNFPB for AML/CFT purposes it should ensuret ttiee FIU commence effective
supervision as a matter of urgency.

679. The FIU must be sufficiently resourced to undertékerole under the AML Act
fully.

680. All DNFBPs must be made aware of their responsiédiunder the AML Act.
681. The FIU must having regard to the sector specifid W risk issue guidelines to
DNFBPs to assist them to implement and comply wfhbir respective AML/CFT

requirements.

4.3.3 Compliance with Recommendations 24 & 25 (catia 25.1, DNFBP)

Rating Summary of factors relevant to s.4.3 underlying owvall rating

* There is no effective implementation of this recoematation
in the DNFBP sector.

* There is no actual supervision of the DNFBP seictor

R.24 NC practice.

» Same deficiencies relating to Rec. 17, 29 and 30 respect
to the FIU that apply to financial institutions @lapply to
DNFBPs.

* No guidelines have been issued by the FIU to aBi$iBPs

R.25 NC to implement and comply with their respective AMET
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| | | requirements.

4.4 Other non-financial businesses and professions
\ modern secure transaction techniques (R.20)

4.4.1 Description and Analysis

Legal Framework:
Other Vulnerable DNFBPs (c. 20.1)

682. The definition of reporting entity under sectiomf2the AML Act includes a person
who operates a gambling house or lottery includhng conduct of such activity on the
internet. Accordingly, these businesses are stuligecustomer identification, record
keeping and retention and suspicious transactiporti@g requirements.

Modernization of Conduct of Financial Transactions(c. 20.2)

683. There is a drive to place less reliance on cash ot on newer methods of

payment. Of the six local banks, four have ATM cd#&dpensers some of which permit
clients to transfer funds between accounts withim $ame bank but not to other banks.
The use of local Debit cards is also on the risem@mse and more businesses are
establishing points of sale on their premises.

The use of cheque books is also widely utilise@ iyt of clients.

684. However, cash is still predominant in everyday $eations in the Seychelles.

4.4.2 Recommendations and comments

685. Seychelles must also consider applying the relevapplicable FATF
recommendations to non-financial businesses aniégsions (e.g. dealers in high value
and luxury goods, pawnshops, and auction houses)atle at risk of being misused for
ML or TF.

686. The authorities in the Seychelles could take furtkéeps to encourage the
development and use of modern and secure technifpresconducting financial
transactions that are less vulnerable to moneydierimg.

4.4.3 Compliance with Recommendation 20

Rating Summary of factors underlying rating

R.20 PC » Seychelles has not taken sufficient steps to ercmuthe
development and use of modern and secure technfigques
conduction financial transactions that are lessenable to ML.
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5. LEGAL PERSONS AND ARRANGEMENTS & NON-PROFIT
ORGANISATIONS

5.1 Legal Persons — Access to beneficial ownerskipd control information (R.33)
5.1.1 Description and Analysis

Legal Framework

The Companies Act, 1972

The International Companies Act, 1994
Companies (Special Licences) Act

Transparency Mechanisms (c. 33.1)
Domestic companies

687. Companies may be formed and registered in the 8#gshunder the provisions of
the Companies Act, 1972. A minimum of two persorey incorporate a company with
limited liability. All applications for the incogration of a company submitted to the
Registrar of Companies must be accompanied by redigleclaration by a barrister,
attorney or notary to certify that all of the remuments for the incorporation of the
company under the Companies Actl972 have been cainplith. As a matter of
practice, all applications for the incorporationao€ompany are submitted to the Registrar
of Companies through a law practitioner who prepdhe Memorandum and Articles of
Association. As at the date of the on-site viegre were 3,500 companies registered
under the Companies Act, 1972.

688. Every company must have at least two directorgcaesary and a registered office
in the Seychelles. Corporate directors are notatbunder the Companies Act, 1972. All
companies must maintain a register of its directgstgareholders and secretary. All
appointment of and any changes in the directors samletary of a company must be
notified to the Registrar of Companies.  Companiesst file with the Registrar of

Companies an Annual Return which must discloseiquéars prescribed under the
Companies Act, 1972. These particulars includ&ildeof the registered office, directors,
shareholders and the secretary of the company.

689. The Companies Act also provides for the incorporatiand registration of
proprietary companies and overseas companies. ri€i@y companies are subject to a
number of restrictions and may not have more tifasHareholders or issue shares to the
public. Corporate members or directors are nawadt for proprietary companies. All
directors of the proprietary companies are memhmrshe company. Proprietary
companies are subject to the requirements to keepgister of its members and directors
and all changes thereto must be notified to theidReg of Companies. A proprietary
company cannot issue preference and bearer shares. proprietary company is also
subject to the requirement of filing the annualiretwith the Registrar of Companies.
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690. There is no requirement for companies registeredeurthe Companies Act to
disclose beneficial ownership information to thegRear of Companies.

691. All records kept by the Registrar of Companiesaalable for public inspection.
Offshore sector

692. The company law regime in the offshore sector glesifor the possibility of setting
up an International Business Company (IBC) underltiternational Business Companies
Act 1994 and a company holding a special licencdeunthe Companies (Special
Licences) Act 2003.

693. IBCs are registered with the Registrar of Inteimadi Companies (the functions are
carried out by the SIBA) through Registered Agemitseh are licensed corporate service
providers under the ICSP Act.

694. One or more persons may by subscribing to a Mendoranincorporate a company
under the IBC Act. A company incorporated under tws of a jurisdiction outside
Seychelles may where it satisfies the requiremehtse IBC Act continue as a company
incorporated under the IBC Act.

695. The business affairs of an IBC must be managedbmaad of directors that consists
of one or more persons who may be individuals anganies. In addition to issuing

ordinary shares, an IBC may issue shares to be&reder the IBC Act a share issued to
bearer is transferable by delivery of the sharéfiate.

696. IBCs must at all times have a registered office andegistered agent in the
Seychelles.

697. An IBC must keep at its registered office or sucheo place as the directors
determine, a share register, a register of itsctbre and officers and such accounts and
records as the directors consider necessary orabdésiin order to reflect the financial
position of the company.

698. There is no requirement for the share registercmasn details of the beneficial
owner of the shares. Only the name and addresisegberson who holds the registered
share must be recorded in the share register. eTiearo requirement to file information
on changes in the directors and shareholders of Bith the Registrar of International
Companies.

699. There is no system of control to ensure that IB&s eomplying with the
requirements to keep the required registers urfdetBC Act. While conducting on-site
examinations the SIBA does not sample test thentclides of the CSPs to ascertain
whether statutory records are being kept and maeda In addition, the statutory
registers may not necessarily be available to tBASr the CSP as these may be kept
outside of the Seychelles.
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700. While the CSPs are required to undertake verificatf identity with respect to their
clients accurate information is not always ava#gabith the CSP as there are deficiencies
in the implementation of Recommendation 5 in thgc8elles.

701. A company which proposes to apply for a speciatriae under the Company
(Special Licences) Act 2003 (‘CSL Act) must be istgred by the Registrar of
Companies under the Companies Act 1972 and mustitsrobjects in its memorandum
to one of the activities set out in Schedule 1h® €SL Act. These include investment
management and advice, offshore banking, offshoserance, and the business of an
investment company, a holding company a marketorgpany. An IBC or a company
incorporated under the laws of a jurisdiction ailgsthe Seychelles may continue as a
company incorporated in accordance with the prowmisiof the CSL Act.

702. A company which proposes to hold a special licanmu#er the CSL Act must submit
its application to the Registrar of Companies tigfothe SIBA and can only be registered
with the approval of the SIBA. For the purposesaofapplication, an applicant must
provide the name and addresses of the directorstaaréholders of the proposed company
and where any shareholder is a nominee the nameaddrésses of the person on whose
behalf the shares are held by the nominee mustdwided.

703. There is no requirement under the Act to providermation to the SIBA where there is a
change in the beneficial ownership of the compahipwever, pursuant to paragraph 2.7 of the
Guidance Notes for Corporate Service Providerseiddy the SIBA, during the period of validity
of a licence, the holder must notify the Authoritiyany changes relating to the ownership of the
shares of the Licensee, change of beneficial ovigersr the appointment or departure of a
director or member of managerial staff.

704. A company holding a special licence (CSL) may isshares to nominee shareholders
provided that the names and addresses of the behafivners are recorded in the register of
shares. A CSL is prohibited from issuing bearearss.

Access to Information (c. 33.2):

705. Information on the beneficial ownership of domesienpanies may not always be
available as there is no requirement for comparggsstered under the Companies Act to
disclose beneficial ownership information to thegR&ar of Companies or to any other
competent authority.

706. It does not appear to the assessors, from thegpoog of the International Business
Companies Act or the AML Act that the FIU may haczess to the registers that an IBC
is required to keep under the IBC Act unless thé t®nsents to it. However, the FIU has
indicated that it may use its powers under sec#8nof the AML Act to verify their

records. However, it is doubtful whether the pawvender section 23 may be used for
purposes other than for ensuring compliance with &ML Act. In addition, the

deficiencies in the application of CDD measure<I3Ps in practice undermine the ability
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of competent authorities to have access to accurdtgmation on the beneficial
ownership and control of an IBC.

707. Further the secrecy provision under section 22hef €SL Act also undermines
timely access to beneficial ownership and conmbrmation. Pursuant to section 22 of
the CSL Act SIBA is bound by a duty of secrecy wigigard to all matters relating to the
shareholding of a CSL or a shareholder thereof @thot disclose such information
except in the performance of the its duties under@SL Act or suffer any unauthorised
person to have access to any documents which atimés possession.

708. Further under section 22(3) of the CSL Act anysparwho is required to preserve
and aid in preserving secrecy under subsectiosh@l not be required to produce in any
court any document or record containing any matating to the shareholding of a
relevant company or shareholder thereof or to dewr communicate to any court any
such matter coming to his notice in the performaofdais duties under this Act, except as
may be necessary for proceedings instituted unddorothe purpose of carrying into

effect the provisions of the Penal Code, the Antifdy Laundering Act or the Business
Tax Act.”

Bearer Shares (c. 33.3):

709. In addition to issuing ordinary and preference ehaa company registered under the
Companies Act may with the permission of the FimanSecretary (The authorities have
indicated that for the purpose of this provisior #inancial Secretary is the Minister of
Finance) issue bearer share certificates or betgieentures. Bearer shares and bearer
debentures are negotiable instruments and titlthdse shares and debentures may be
transferred by delivery. Where a company issubsaer share or a bearer debenture it
must provide for the payment of dividends or insé&seby the issue of coupons to bearer.
Such coupons are also negotiable instruments. @eckearer shares are issued there are
no controls that would enable the competent auiberto have access to the identity of
the bearer shareholder.

710. Bearer Shares can also be issued by IBCs. Ondmetrer shares are issued there are
no controls that would enable the competent auiberio have access to the identity of

the bearer shareholder. However, the evaluatiam teoted that some of the CSPs in the
Seychelles were sensitive to the risk posed byebestnares and have a self imposed
practice not to register IBCs that issue beareresha

Additional element(33.4)
711. There are no measures in place to facilitate acbgsé$inancial institutions to
beneficial ownership and control information sa@sallow them to more easily verify the

customer identification data

5.1.2 Recommendations and comments
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712. Access to beneficial
made available in a time

ownership and control inforiorafor all companies should be
ly fashion for all companm®t only those who are required to

have publicly available information at the officetlbe Registrar of Companies.

713. The secrecy provision with respect to the sharefhisldf CSL must be reviewed to
enable competent authorities to have timely actedseneficial ownership and control
information without the need for a court order whinay delay access to information.

714. The authorities in th
that bearer shares are
shareholders is available.

715. Seychelles should t

e Seychelles should put ic@lappropriate measures to ensure
not misused for ML purpeses that the identity of bearer

ake immediate steps to fullylemgnt Recommendation 5 to

ensure that beneficial ownership and control infaiiton on IBCs are obtained and kept up

to date by CSPs.

5.1.3 Compliance with Recommendations 33

Rating

Summary of factors underlying rating

R.33 NC

There is no access in a timely fashion to adequateyrate anc
current beneficial ownership and control informatidor all
companies.

There is no central registry system that keeps rdscoof
ownership and control details for IBCs.

Due to deficiencies in the implementation of Rec@ndation 5
information on beneficial ownership and controloimhation is
not always available.

The secrecy provision relating to the shareholadormation
under the CSL Act undermines timely access to lheaét
ownership and control information with respect 8LCas a cour
order is required.

There are no controls in place to ensure that bs&igres are ng
misused for ML purposes and that information onitentity of
bearer shareholders is available.

[

5.2 Legal Arrangements — Access to beneficial owrsdrip and control information

(R.34)

5.2.1 Description and Analysis

Legal Framework

International Trust Act 1994

Domestic Trusts
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716. There is no legal framework for domestic trustthie Seychelles.
International Trusts

717. An international trust may be established under Itliernational Trust Act 1994
(ITA). An international trust is defined under tHEA as a trust or constructive trust in
respect of which-

» the settlor is not any time during the durationhaf trust a resident of the
Seychelles;

» at all times at least one of the trustee is a eggidf Seychelles, an IBC
(authorised by the SIBA) or a financial institution

718. Generally, any property other than property sitdatethe Seychelles may be held
on trust. However, with the approval of the SIBKe trustee of an international trust may
own immovable property a may be required for offlm®ommodation of the trustee and
may invest in securities and hold other investmentie Seychelles.

719. As at the date of the mutual evaluation there wig@ trusts on the Register of
International Trusts.

Transparency Mechanism (c. 34.1)

720. Pursuant to the provisions of the ICSP Act onlyeaspn holding an international
trustee services licence under the ICSP Act mayigeointernational trustee services.
These services include services connected with fingnation, registration or
administration of an international trust and segvas resident trustee of an international
trust.

721. A resident trustee must file a declaration of trwith the SIBA-which in turn is
required to file the declaration in a Register otetnational Trusts and give the
declaration a reference number. The reference aumba declaration of trust is the
reference by which the international trust is idfesd and can be used officially to refer to
the international trust. In accordance with thevgsion of the ITA, the declaration of trust
must not contain the name of the settlor or beraficunless the beneficiary is a
Seychellois or a body corporate resident in Seyesel

722. A trust service provider (TSP) is a reporting gntdr the purposes of the AML Act
and is required to undertake CDD measures in aaocelwith the provisions of the AML
Act. There is however, no specific guidance inAh&L Act or issued by the FIU on CDD
measures that must be applied with respect tostruShere is no express requirement to
keep details of the settlor, trustees, or any ptote However, one of the TSP interviewed
by the team indicated that it did undertake CDD sneas with respect to the settlor,
beneficiary and protectors with respect to an imggonal trust.
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Access to Information on Beneficial Owners of Legarrangements (c. 34.2)

723. The FIU has the power under the AML Act to requekirmation from a TSP which

is a reporting entity for the purposes of the AMEtA However, in practice, given the
lack of guidance regarding CDD measures to be takkem with respect to trusts adequate
and accurate information on the settlors, protectord beneficiaries of trusts may not be
available with the TSP. Information on the settland beneficiaries are also not available
with the SIBA.

724. Under Section 8(1) of the International Trust Adtustee or any other person is not
permitted to disclose to any person not legallytiedt to it or be required to produce or
divulge to any court, tribunal, committee of inquar other authority in the Seychelles or
elsewhere any information or document which intex, aliscloses the name of the settlor
or any beneficiary or relates to or forms part fué iccounts of the international trusts.
This provision is subject to a number of exceptjansluding, the Court may make an
order for disclosure or production of an informati@r document relating to an
international trust for the purpose of an inquintrial into or relating to the trafficking of
narcotics and dangerous drugs, arms traffickingioney laundering on application by the
Attorney General on proof to the satisfaction @& tourt that the information or document
Is bona fide so required.

725. In view of section 58 of the AML Act which providdékat a reporting entity shall
comply with the requirements of this Act notwithsdang any obligation as to
confidentiality or other restriction on the disalos of information imposed by any written
law or otherwise, there is no legal impediment \Wwhigill prevent the trustee of an
international trust to provide information to thieJE

726. However, if the information is required by any atlm®empetent authorities, it will
have to comply with the requirements of the Sec8() of the IT Act and have recourse
to a court order-which may be time consuming.

Additional element (c.34.3)

727. There is no readily identifiable mechanism to fsmié access by financial
institutions to beneficial ownership and contrdbimnation

5.2.2 Recommendations and comments

728. Appropriate guidance must be issued by the FIU @DGneasures that must be
undertaken with respect to trusts to ensure thatirate and current information are
obtained and maintained on trusts.

729. The confidentiality provisions under the ITA must beviewed to ensure that

competent authorities (other than the FIU) are &blabtain or have access to information
on the beneficial ownership and control of trusta timely fashion.
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5.2.3 Compliance with Recommendations 34

Rating Summary of factors underlying rating

* There is no adequate mechanism to ensure thatithere
adequate transparency concerning beneficial owipeasiu
control information on trusts.

* Only a declaration of trust, which does not diselos
information on the settlor and beneficiary of aternational
trust, must be filed with the SIBA.

R.34 NC » Deficiencies in the implementation of Recommenda&o
undermine the availability of adequate, accurate@nrent
information on international trusts from TSPs.

» Competent authorities (other than the FIU) areafobe to
obtain or have access to adequate, accurate arghtur
information on the beneficial ownership and contfalrusts.

5.3 Non-profit organisations (SR.VIII)
5.3.1 Description and Analysis
Legal Framework

Prevention of Terrorism Act 2004; Anti Money Laundg Act 2006, Registration of
Associations Act

Reviews of the domestic NPO sector (c. VIII.1)

730. NPOs must register with the Registration of Assiomms Act (RA Act). An
association may be formed for a number of purppsegded that it is not contrary to law,
morality and public policy. As at the date of thmutual evaluation there were 214
associations registered with the Registrar.

731. There has been no risk assessment of the sect&MbfCFT purposes. While the
Registration of Associations Act enacted in 1950 has been amended from time to time
Seychelles has not conducted a review of the adgqoiathe laws and regulations that
related to NPOs. There has been no systematiergaghof information regarding the risk
of misuse of NPOs for terrorist financing.

Protecting the NPO sector from TF through outreaemnd effective oversight (c. VIII.2,
VIII3)

(c. VIII.2)
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732. Seychelles has not conducted outreach for the Nfe@rswith a view to protecting
the sector from terrorist financing abuse, noher¢ any outreach for raising awareness in
the NPO sector about the risks of terrorist abuse the available measures to protect
against such abuse and promoting transparency,uaiadmlity, integrity and public
confidence in the administration and managemehRDs.

(c.VIII.3.1)

733. NPOs which account for a significant portion of fimancial resources under control
of the sector and a substantial share of the sSsdtdernational activities have not been
identified.

734. An application for the registration of an assoo@timust furnish information,
certified true under the hand of the secretaryttenobjects of the association. Under
section 15(5)(a) of the RA Act any person who fbe tpurposes of obtaining the
registration of an association wilfully makes atgtsment or furnishes any information to
the Registrar which is false in any material patacis guilty of an offence.

735. Under section 12 of the RA Act the secretary ofrgvegistered association must
before the 3% day of January in each year, or when and as aféeso requested by the
Registrar of Association furnish to the Registraetarn of the names and addresses of the
officers of the association, and an audited accofitihe yearly revenue and expenditure
and of the assets and liabilities of the associatio such form as the Registrar may
require.

736. Any change occurring among officers of a registeassbciation must be notified to
the Registrar of Association within fourteen dafswuch change.

737. Failure to comply with the above requirements i9Hance and the secretary of the
registered association concerned is liable uporvicban to a fine not exceeding 25
rupees for every day during which the default quurgs.

738. Information kept with the Registrar of Associatimnpublicly available subject to
payment of a nominal fee.

(c. VII1.3.2)

739. In the event of the Registrar being satisfied agsalt of any investigation into the
affairs or conduct of a registered association, tihe association should be struck off the
register, the Registrar may, in accordance withpibwers under section 17(1) of the RA
Act and with the approval of the Minister, causeodice to be served upon the secretary
of the association informing him that he intendstttke the association off the register for
reasons to be set out in the notice.

740. The association may, within a period of two mordfisr the receipt by its secretary
of such notice from the Registrar appeal to ther&up Court against the decision to order
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the striking of the association off the registed ashow cause why the name of the
association should not be struck off and on any syopeal the Supreme Court may make
such order as it shall think fit.

741. No sanctions have been applied by the Registrar.
(c.VIIL.3.3)
742. Associations are registered with the Registrar séakiation under the RA Act and

are given a certificate of registration. This mmfation is available to the public and to
other competent authorities.

(c. VIII.3.4)
743. There is no requirement for NPOs to maintain, fpedod of at least five years, and
make available to appropriate authorities records domestic and international

transactions that are sufficiently detailed to fyetihat funds have been spent in a manner
consistent with the purpose and objectives of tigamisation.

Targeting and attacking terrorist abuse of NPOsotigh effective information gathering,
investigation(c. VII1.4):

(c.VII.4.1)

744. There are no gateways for the sharing of non-pubiformation with other
authorities.

(c.Vll.4.2)

745. Under the provisions of section 16(1) of the RA ,Abke Registrar may, when and as

often as he may deem necessary, call upon thetaggrer treasurer or other office bearer

of any association, to produce to him at such @me& place as he may determine any book
or document in the custody of such secretary, treasor other office bearer, as the case
may be.

746. Failure to comply with the above requirement isoffience under section 16(2) of
the RA Act.

(c.VII1.4.3)

747. Preventive and investigative actions are not b&akgn yet regarding the prevention
of terrorist financing

Responding to international requests for informatadout an NPO of concefg. VIII.5)
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748. The AGO is the contact point for internationaluests. In some cases the Ministry
of Foreign Affair does receive some requests whack forwarded to the AGO for
execution.

5.3.2 Recommendations and comments
749. The authorities in Seychelles must undertake aevewf the adequacy of the laws
and regulations pertaining to the NPO sector tauenthat NPOs are not being misused

for TF.

750. The authorities in Seychelles must conduct outréatche NPOs in order to educate
NPOs about the risk of TF.

751. There must be effective supervision of NPOs und#ertaby the Registrar of
Associations and sanctions should be applied sygteatly for failure to comply with the
provisions of the RA Act.

752. The RA Act must be amended to provide for recotenton requirements.

753. The RA Act must be amended to provide for legalegalys for exchange of
information both domestically and internationally.

5.3.3 Compliance with Special Recommendation VIl

Rating Summary of factors underlying rating

* No review of adequacy of laws and regulations tsues that NPOs
are not being misused for TF by virtue of theinates

* No outreach conducted to NPO sector regarding tlofeB-

SR * No effective supervision or monitoring of NPOs

VIII. NC * No sanctions applied to NPO for failure to compiyhvihe
provisions of the RA Act

* No record keeping requirement applicable to NPOs

* No gateways for sharing non public information wdttmestic
authorities

6. NATIONAL AND INTERNATIONAL CO-OPERATION

6.1 National co-operation and coordination (R.31)

6.1.1 Description and Analysis

Mechanisms for Domestic Cooperation and Coordinatio in AML/CFT (c. 31.1)

754. A National Task Force to co-ordinate all issueatel to AML/CFT was established

one week before the Mutual Evaluation Team on\sge. The Task Force comprises of
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representatives from the FIU, CBS, Police, MinistfyFinance, Customs, Immigration,
Tax, Internal Affairs. The task force is to discussissues of co-operation and sharing of
intelligence information, latest trends and typadsgin ML and FT, terrorist freeze lists,
international co-operation and methods of improvimg fight against ML/FT. The Task
Force held its first meeting in December 2006.

755. Meetings will be organised between the FIU, the é&mforcement agencies and the
Supervisory agencies to discuss ways to improvepavation and the regulatory regime.

756. Under Section 19(p) of the AML Act, the FIU may @ninto any agreements or
arrangements with any local institution or ageregarding exchange of information. As
at the date of the mutual evaluation the FIU hatl erdered into any agreements or
arrangements for exchange of information.

Additional elements €. 31.9
757. There is no formal mechanism in place for consoitatbetween competent
authorities, the financial sector and other secforsluding DNFBP) that are subject to

AML/CFT laws, regulations, guidelines or other meas.

758. However, in practice the FIU consulted with the ksamnd the TCSPs when the
AML Act was being enacted. This was confirmed iy banks and TCSPs.

6.1.2 Recommendations and comments

759. Task force recently created and therefore cannokeman assessment on its
effectiveness.

760. The FIU should engage in more bilateral and outreaeetings with the other local
agencies involved in the fight against ML and TF.

761. The FIU should consider implementing a standingurior for supervisory,
professional oversight and law enforcement autiesrito focus on operation issues that
would fall outside the work of the National Taskéa

6.1.3 Compliance with Recommendation 31

Rating Summary of factors underlying rating

« The Task Force had just been set up and there avagidence
as at the date of the mutual evaluation thateffisctive.

R.31 NC * The FIU had not entered into any agreement or gemaient with

domestic authorities for exchange of information.
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6.2 The Conventions and UN Special Resolutions (B.& SR.I)
6.2.1 Description and Analysis

Legal Framework: PTA; AML Act

Ratification of AML/CFT Related Conventions (c. 351 & c. 1.1)

762. The Republic of Seychelles has acceded to the tUmiations Convention against lllicit
Traffic in Narcotic Drugs and Psychotropic Subs&mn¢Vienna Convention) on February 27,
1992.

763. The Republic of Seychelles has also signed thenatenal Convention for the
Suppression of The Financing of Terrorism (ICSHT)November 2001 and the United
Nations Convention against Transnational Organi@eine (December 2000). Both
conventions were ratified by Seychelles in 2004 20@3 respectively.

764. However, the UNSCR 1267 is not implemented in #&sfsettory manner. UNSCR
1373 has also not been implemented. The assessteant found a number of
shortcomings in the forfeiture mechanism undeRRMA as indicated under the discussion
on SRIIl. The evaluation team considered thatotherall implementation of the measures
provided for under the PTA for the freezing of asseas ineffective.

Additional Elements (Other relevant international conventions, c. 35.2)

765. Seychelles has acceded to or ratified a numbeelefant international conventions
including:

* The Convention on the Marking of Plastic Explosif@sthe Purpose of
Detection;
» The Convention for the Suppression if Unlawful Sie&zof Aircraft;
» The Convention on Offences and Certain other Acis@itted on Board
Aircraft;
» The Convention on the Physical Protection of nudiéaterial; and
* The Convention for the Suppression of the Suppsassi Unlawful Acts against
the Safety of Civil Aviation and the Protocol oret8uppression of Unlawful
Acts of Violence at Airports serving Internatior@ivil Aviation.

6.2.2 Recommendations and comments

766. Further work is needed in order to implement thedhconventions fully into the
laws of Seychelles.

767. The authorities are recommended to implement ftilg Vienna and Palermo

Conventions in line with Recommendations 1 andhg, ICSFT, and UNSCR 1267 and
1373 in line with the recommendations made undecBpRecommendations Il and IlI.
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6.2.3 Compliance with Recommendation 35 and SpeciBecommendation |

Rating Summary of factors underlying rating
R.35 PC The relevant provisions of the Vienna and Palerroovéntions have
not been fully implemented.
SR.I PC The ICSFT has not been fully implemented

The procedures in place for UNSCR 1267 and 1378a@trén line with
the standard and UNSCR 1267 is not implementedsatiafactory
manner.

6.3 Mutual Legal Assistance (R.36-38, SR.V)
6.3.1 Description and Analysis

Legal Framework: Anti Money Laundering Act 2006; Prevention of Tersm Act 2004
Mutual Assistance in Criminal Matters Act (MACM Act

Widest Possible Range of Mutual Assistance (c. 3%.d. 36.1.1)

768. Seychelles has not received any request for muagdl assistance relating to
AML/CFT investigations, prosecutions and relatedcgedings. Section 10 of the MACM
Act enables the authorities in the Seychelles twige assistance to requesting states for
evidence to be taken in the Seychelles or docurmewther things in Seychelles to be
produced. A magistrate or a judge may take theleemie on oath of each witness
appearing before the judge or magistrate. In #se ©f the production of documents or
other things, a magistrate or judge, may requieeptoduction of the document or other
thing. Mutual assistance to a foreign state alstudes obtaining an order from a judicial
officer for a warrant for the search of a persorp@mises or seizure of the thing that is
the object of the request for mutual assistanceti(ge12 of the MACM Act). The other
forms of mutual assistance that Seychelles mayigeanclude-

» arrangements for enforcement of (i) a forfeitureeoy (i) a foreign pecuniary
penalty order, (iii) a foreign restraining ordee¢son 27 of the MACM Act)

* issue of a search warrant relating to the tracseggzure, confiscation or forfeiture
of the proceeds of crime in relation to illegal peay located in Seychelles
(section 28 of the MACM Act)

» issue of a restraining order relating to traciregzsre, confiscation or forfeiture of
the proceeds of crime against property located epcBelles (section 29 of the
MACM Act)

* issue of a production order or search warrant irglato the tracing, seizure,
confiscation or forfeiture of the proceed of crifmnerespect of a property tracing
document (section 30(1) of the MACM Act)

» issue of an order under the Misuse of Drugs Aaaling a financial institution in
Seychelles to give information to the police abibahsactions through an account
with the financial institution (section 30(3) MACHKct)

» arrange for the service of process (section 31f(fheoMACM Act)
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Provision of assistance in timely, constructive aaffective manner (c.36.1.1)

769. Section 6(3) of the MACM Act provides that “Subjeotthis Act, Seychelles shall
endeavour to grant the mutual assistance requastexrlpeditiously as practicable”.

770. Seychelles has not received any request for muagdl assistance relating to
AML/CFT investigations, prosecutions and relatedcgeedings. However, in other
criminal matters the authorities have indicatedt tthee average time for finalizing a
request for mutual legal assistance may take ar@umobnths. Depending on the initial
information provided this time could be longer.

771. The assessment team was also informed that allestgjuelated to ML matters
received by the AG’s office are dealt with in a ¢igjn manner and statistics of such
requests are maintained by both the courts andptiiee. The AG's office normally
responds to all requests emanating from Commonkvealintries. Several such requests
not related to ML have been received from non-Commealth countries, mainly from
Eastern Europe and these were denied as they wem@al in nature and emanated from
the AG’s office in that country. However, all regtefor Mutual Assistance related to ML
including from non-Commonwealth countries are acedn promptly.

772. The assessment team however, was not in a posttiomke an assessment of the
timeliness and efficiency of processing requestgryithat no statistics of such requests
were made available

Restrictions on Mutual Assistance (c. 36.2)

773. Section 7 of the MACM Act sets out the grounds dmoclv a request for mutual
assistance may be refused. These include:

* The request relates to the prosecution or punishaiea person for an offence
that is, or by reason of the circumstances in wticl alleged to have been
committed or was committed, an offence of a pditxharacter;

* There are substantial grounds for believing thatrdguest has been made with a
view to prosecuting or punishing a person for derafe of a political character

* There are substantial grounds for believing that ridquest was made for the
purpose of prosecuting, punishing or otherwise iogugrejudice to a person on
account of the person’s race, sex, religion, nafiby) national origin or political
opinion;

» The granting of the request would prejudice theeseignty, security or national
interest of Seychelles

» The request relates to the prosecution of a parsarcase where the person has
been acquitted or pardoned by a competent tribanauthority in a foreign
country, or has undergone punishment provided Byldlwv of that country, in
respect of that offence or of another offence ctutstd by the same act or
omission as that offence, or
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* The provision of the assistance would be contrargrtcannot be effected under
the Constitution and other laws of Seychelles

* The limitations, conditions, exemptions or quahfions imposed under section 4
in relation to the foreign country prevent the resjufrom being granted

» The provision of the assistance could prejudicengastigation or proceeding in
relation to a criminal matter in Seychelles

» The provision of the assistance would, or wouldikely to, prejudice the safety
of any person;

* The provision of the assistance would impose aruerzlrden on the resources
of Seychelles and no financial or other arrangenesigts between the foreign
country and Seychelles with regard to meetinglibislen.

774. These grounds for refusal of legal assistance d@moear to be unduly prohibitive
and overall, the assistance that Seychelles magereis not subject to unreasonable,
disproportionate or unduly restrictive conditions.

Efficiency of Processes (c. 3.3

775. Section 6(3) of the MACM Act provides that “Subjeotthis Act, Seychelles shall
endeavour to grant the mutual assistance requesedxpeditiously as practicable”.
Requests related to Mutual Assistance matters eceived through the Ministry of
Foreign Affairs which then transmits such requéstaG’s office, the Central Authority

under the MACM Act. Where the Central Authority netders that there are
circumstances which are likely to cause a signitickelay in complying with the request
it must, in accordance with the provisions of sec#(3)(d) of the MACM Act, promptly

inform the foreign country accordingly, giving reas therefor.

776. The assessment team was however, not in a posdionake a determination on
whether the processes for the execution of muegdllassistance requests in relation to
AML/CFT matters would be responded to in a timegywand without undue delays. At
the time of the onsite visit Seychelles had no¢ireed any such request.

Fiscal Matters and Mutual Assistance. 36.4)

777. Fiscal matters are not excluded from matters fackassistance may be sought The
MACM Act defines “criminal matter” to include a ntet relating to revenue including
taxation, customs duties and trade tax.

Secrecy and Confidentiality (c. 36.5)

778. The limitations on request for assistance do netifipally include issues of secrecy
or confidentiality. However, section 7 (1) (f) ¢fet MACM Act makes an exception to the
provision of assistance where this would be cowpttaror cannot be effected under the
Constitution and other laws of Seychelles. As @hro express provision under the
MACM Act for overriding confidentiality and secregyovisions , in granting a request
for mutual legal assistance the Court will haveaie account of the confidentiality and
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secrecy provisions and the circumstances under hwthey allow for disclosure of
information.

779. Usually the Attorney General will entertain all #ipations so far as the law permits.

In the event that after the first application iudosummoning SIBA-which is bound by a

duty of confidentiality under the ICSP Act and tB8L Act, to produce certain documents
for their subsequent transfer to the requestinteStiae Central Authority is of the opinion

that where the information produced before the ttburSIBA is incomplete, then another

application will have to be made to the court sumimg the service provider to produce

documents in their possession so that as muchniafiton as is requested is disclosed to
the requesting State.

Powers of Competent Authorities (applying R.2836.6)

780. Under the MACM Act, law enforcement agencies maybtaining an order from a
judge or magistrate as the case may be, use therpaxgsted upon them to compel the
production of, search persons or premises, foafeit seize and obtain transaction records
and other information held by financial institutsoor else, for the purposes of rendering
assistance to a foreign state.

Avoiding Conflicts of Jurisdiction (c. 36.7)

781. The MACM Act does not specifically make provisioar favoiding conflicts of
jurisdiction by being able to determine the bestugefor the prosecution of a defendant in
the interests of justice and in cases that areestiltp prosecution in more than one
country. However, the Criminal Procedure Code reafmvisions to try offences in
national courts where elements of the offence anengitted in more than one country.

Recommendation 37
Dual Criminality and Mutual Assistance (c. 37.1 &732)

782. Dual criminality is not an impediment to mutual iatance as the MACM Act does
not require dual criminality. The grounds for &l of a request for mutual legal
assistance set out under section 7 of the MACM dads not include absence of dual
criminality.

783. Pursuant to the provisions of section 4(1) of thegdtlition Act, an offence of which
a person is accused or was convicted in a desjr@denmonwealth country or foreign
state is an extraditable offence if-

* It is an offence against the law of the Commonwvieatiuntry or foreign state
which, however described in the law, falls withimyadescription set out in the
First Schedule and is punishable under the lash®iGommonwealth country or
foreign state, as the case may be, with death prisanment for a term not less
than twelve months; and
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» The facts constituting the offence would constituiethe Republic, an offence
falling within any description set out in the Fi&thedule under a written law.

784. Further, under the provisions of section 4(2) & Hxtradition Act, for the purposes
of determining whether an offence against the laa designated Commonwealth country
or foreign state falls within any description sat m the First Schedule, any special intent
or state of mind or special circumstances of aggram n which may be necessary to
constitute the offence under the law of the Comneaithh country or foreign state shall
be disregarded.

785. Under the provisions of section 6 of the ExtraditiAct, a person shall not be
extradited where, inter alia,-

» The offence of which the person is accused or wasicted is an offence of a
political character

* The request for extradition, though purporting ® fmade on account of an
extraditable offence, is in fact made for the psgof prosecuting or punishing
the person on account of his race, religion, natlignor political opinion; or

* That he might, if extradited, be prejudiced at tnial or punished, detained or
restricted in his personal liberty by reason of faee, religion, nationality or
political opinion.

786. The assessment team was however, not in a positiorake a determination on the
effectiveness of these measures in relation to ABHI matters in practice. At the time
of the onsite visit Seychelles had not receivedsargh request.

Recommendation 38
Timeliness to requests for Provisional measureslutting confiscation (c. 38.1)
787. The MACM Act sets out the procedure for processirigreign request for-

» the enforcement of a restraining order made ineaespf a serious offence,
against property that is believed to be locate8agchelles Section 27(2) refers.

* The issue of a search warrant relating to the ritgacseizure, confiscation or
forfeiture of the proceeds of a crime in relationltegal property (in relation to
an offence) is located in Seychelles. Section Z8rse lllegal property in
relation to an offence is defined under sectiorf the MACM Act as property
used in, or in connection with, the commissionha bffence or proceeds of the
offence.

 The issue of a restraining order relating to trgciseizure, confiscation or
forfeiture of the proceeds of a crime against prigpéhat may be made the
subject of a foreign restraint order located inc3ejles.

Property of Corresponding Value (c. 38.2)
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788. The provisions relating to restraining orders aodeiture relate to property or
illegal property. The term property is not defingttler the MACM Act. The term illegal
property however, is defined as follows

“illegal property” , in relation to an offence, nrea

(@) property used in, or in connection with, the consis of the offence; or
(b) proceeds of the offence;

and when used without reference to a particuleenai®é means illegal property in
relation to a serious offence.

789. There is no express reference to property of cpording value under the MACM
Act. In the absence of any judicial pronouncemermannot be ascertained that a request
relating to property of corresponding value willpessible.

Coordination of Seizure and Confiscation Actions. 8.3)

790. There are no arrangements for coordinating seiaage confiscation actions with
other countries as at the date of the onsite visit.

Asset Forfeiture Fund (c. 38.4)

791. Seychelles has not established as asset forfeune into which the confiscated
property will be deposited.

Sharing of Confiscated Assets (c. 38.5)

792. There are no provisions in the law regarding therislg of confiscated assets when
confiscation is directly or indirectly a result@ordinated law enforcement actions.

Additional Elements (applying c. 3.7 in R.3, c. 83.

793. Yes, it is recognised and can be enforced unden lioé Foreign Judgements
Reciprocal Enforcement Act (Cap 84) and the RecigroEnforcement of British
Judgements Act 199 provided that it is as a resul judgement which is final and
conclusive.

Special Recommendation V

International Cooperation under SR V (applying c63.-36.6 in R. 36, c. V.1)

794. Counter terrorism conventions are used as a basmdtual legal assistance relating

to the financing of terrorism, terrorist acts amdrarist organizations. In this respect,
section 32 if the Prevention of Terrorism Act paes that
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(1) Where Seychelles becomes a party to a couatsrtsm convention and there
is in force a treaty between the Government of Beles and another State which is
a party to that counter —terrorism convention fountural assistance in criminal

matters, the treaty shall be deemed, for the pepa$ the Mutual Assistance in

Criminal Matters Act, to include provision for maluassistance in criminal matters
in respect of offences falling within the scopelwdt counter-terrorism convention.

(2) Where Seychelles becomes a party to a couatsrism convention and there
IS no treaty between the Government of Seychelldsaaother State which is a party
to that counter-terrorism convention, for mutuadisignce in criminal matters, the
Minister may, by Order published in the Gazetteatrthe counter terrorism

convention as a treaty within the meaning of thetidl Assistance in Criminal

Matters Act between the Government of Seychelles that State providing for

mutual assistance in criminal matters in respedftginces falling, within the scope
of that counter-terrorism convention.

795. Subject to section 32 of the PTA, the provisionshef MACM Act apply in relation
to offences relating to terrorist financing. Theterup on criteria 36.1 to 36.6 therefore
apply where the conditions set out under sectioar@2net.

International Cooperation under SR V (applying c73-37.2 in R. 37, c. V.2)
796. Section 31 of the PTA provides-

“Where the Seychelles becomes a party to a cotatmrism convention and there
is no extradition arrangement between the Govertroeiseychelles and another
State which is a party to that counter-terrorismvamtion, the Minister, may by
Order published in the Gazette, treat the courgeroiism convention, for the
purposes of the Extradition Act, as a treaty witthi@ meaning of the Extradition Act
between the Republic of Seychelles and that Stedeiging for extradition in
respect of offences falling within the scope ot ttaunter-terrorism convention.”

797. Section 33 of the PTA further provides that “Notwitanding, anything in the
Extradition Act, an offence which causes-

* Death or serious bodily harm to a person, or

» Serious damage to property

shall for the purposes of extradition under ther&dtion Act, be deemed not to be an
offence of a political character or an offence awtad with a political offence or an

offence inspired by political motives.

798. Subject to the provisions of section 31 of the P provisions of the Extradition

Act apply in relation to counter-terrorism offenceBhe write up on criteria 37.1 and 37.2
therefore apply to this criterion.

International Cooperation under SR V (applying c83.-38.3 in R. 38, c. V.3)
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799. The Mutual Legal Assistance in Criminal Matters Acovides for clear procedures
to be followed by foreign States in seeking assttain the freezing, seizure and
confiscation of proceeds of crime and property usear connected with the commission
of an offence. The Act does not impose any limitadi on the obtaining of assistance other
than those provided in the Act

800. Subject to the provisions of section 32 of the R, Ahe provisions of the MACM
Act relating to the identification, freezing, seiguor confiscation of property used in
connection of TF would apply.

801. There is no express provision regarding requesiatimg to property of
corresponding value.

802. There are no arrangements in place in Seychellescdordinating seizure and
confiscation actions with other countries.

Statistics (applying R.32)

803. Below are statistics of mutual assistance requexstsived from Commonwealth
countries and from Interpol not related to ML.

Mutual Assistance Requests from Commonwealth Couggr

Year 2001 2002 2003 2004 2005 2006
Number of 2 2 2 4 3
Cases

Mutual Assistance Requests received from Interpol

Year 2001 2002 2003 2004 2005 2006
Number of 1 7 5 8 2
Cases

804. On the face of it, the process for requesting te%i& in criminal matters is clear and
there are not many impediments to assistance. ddisldtion is somewhat open ended to
allow for all forms of mutual assistance. As themtner of requests as reported by the
officials is low and are not necessarily relatedtg¢oorism it is not possible to give a

definitive analysis of effectiveness save for tléert to which the laws comply with the

criteria.

6.3.2 Recommendations and comments

805. New provisions in the MACM Act must be enacted temide confidentiality and
secrecy provisions under the offshore legislation.
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806. The MACM Act must be reviewed to make provision daddressconflicts of
jurisdiction regarding the determination of the tbeenue for the prosecution of a
defendant in the interests of justice..

807. The MACM Act should be amended to include expressipions regarding requests
relating to property of corresponding value.

808. Seychelles should put into place arrangements foordinating seizure and
confiscation actions with other countries.

809. Seychelles must consider establishing an assetitiané fund into which confiscated
property will be deposited.

810. Seychelles must also consider authorizing the shaof confiscated assets when
confiscation is directly or indirectly a result@fordinated law enforcement actions.

6.3.3 Compliance with Recommendations 36 to 38, Spal Recommendation V

Rating Summary of factors relevant to s.6.3 underlying ovall rating

* The assessment team was not in a position to nrakessessment
of the timeliness and efficiency of processing AKIET requests
given that no statistics of such requests were madgable

» Confidentiality provisions under the offshore Idgi®n may

R.36 PC hinder disclosure of information by SIBA.

 The MACM Act does not specifically make provisiar ivoiding
conflicts of jurisdiction when determining the bestnue for the
prosecution of a defendant in the interests ofgast

» Lack of effective implementation in AML matters

* The assessment team was not in a position to mdkésamination
on the effectiveness of these measures in reladoAML/CFT
matters in practice. At the time of the onsitatv@&ychelles hag
not received any such request.

R.38 PC  There is no express reference under the MACM Agaming

requests relating to property of corresponding&alu

R.37 LC

e

» There are no arrangements for coordinating seizarel
confiscation actions with other countries as atdae of the onsite
visit.

D

* Seychelles has not established an asset forfefiek into which
the confiscated property will be deposited.

» There are no provisions in the law regarding tharisly of
confiscated assets when confiscation is directlyinglirectly a
result of coordinated law enforcement actions.
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Lack of effective implementation

SR.V

PC

The assessment team was not in a position to nrakessessmer
of the timeliness and efficiency of processing GEGuests giver
that Seychelles had received no such request atirttee of the
onsite visit.

Confidentiality provisions under the offshore ldgi®n may
hinder disclosure of information by SIBA.

The MACM Act does not specifically make provisiar fivoiding
conflicts of jurisdiction when determining the bestnue for the
prosecution of a defendant in the interests ofigasand in case
that are subject to prosecution in more than onety

There is no express provision regarding requesksting to
property of corresponding value.

There are no arrangements in place in Seychellesofardinating
seizure and confiscation actions with other coestri

It

-

6.4 Extradition (R.37, 39, SR.V)

6.4.1 Description and Analysis

Legal Framework: AML Act; Extradition Act.

The authorities have indicated that although thedrdeition makes provision for
extradition, the provisions of the Constitution Iwprevail. Article 25(4) of the
Constitution reads “ a law providing for the exitamh of persons from Seychelles shall
not authorise the extradition to a country in respd an offence punishable by death in
that country unless that country undertakes naatoy into effect a sentence of death in

respect of the offence.”

Dual Criminality and Extradition (c. 37.1 - 2, & ¢39.1)

811. Under Section 62 of the AML Act, the offence of NH.an extraditable offence for
the purposes of the Extradition Act. Section 4thed Extradition Act provides that an
offence is only extraditable if the facts constitgtthe offence would constitute an offence
as per the offences listed in the First SchedulbdéoAct. This means that it is not enough
that the offence for which a request for extraditi® being made is described by the same
name as an offence in the Seychelles, but the elsmaf the offence should also
constitute an offence in the Seychelles. Agaie, BExtradition Act places a minimum
threshold of 12 months imprisonment for an offetacbe extraditable.
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Extradition of Nationals (c. 39.2)

812. Section 3(1)(a) and (b) of the Extradition Act. S#g0 Sections 31 and 33 of the
PTA. In accordance with Article 25(3)(d) of the Gtitution, it is possible to extradite a
resident Seychelles national. Pursuant to Sec{ipph@ the Extradition Act, extradition is

possible to a Commonwealth country or based orytréa other countries. Seychelles
currently has multilateral agreements on extraditio place with the Commonwealth,

OAU and Southern African countries. At the timetloé onsite visit bilateral agreements
on extradition were being discussed with Kenya &adth Africa.

813. Laws allowing for the extradition of suspected affers involved in ML or FT are in
place. This includes resident Seychelles nationals

Prosecution of Nationals (applying c. 39.2(b), @.3)

814. Criterion 39.2 (b) is not applicable. The ExtramitAct allows for the extradition of
nationals.

Efficiency of Extradition Process and Statistics.(89.4 & R.32)

815. On the face of it, the Extradition Act provides arleprocedures for extradition
requests. Except for providing for time limits fimview or appeal of extradition orders,
the Act does not provide time limits for any of tthiéferent stages in the process. For the
extradition process to be efficient it would be emsary for example, that instead of
providing that a person arrested in pursuance afaarant of arrest in relation to
extradition proceedings should be brought beforeagistrate as soon as is practicable,
that an upper time limit would also be set.

816. 762 No statistics have been provided by the authsrion the number of
extradition requests received and on the time freegeired for finalising these requests.
It was therefore not possible for the evaluaticanrteto assess whether the measures or
procedures in Seychelles allow extradition requastsproceedings to be handled without
undue delay.

International Cooperation under SR V (applying c93.-39.4 in R. 39, c. V.4)

817. The First Schedule under the Extradition Act doatsaxpressly provide for TF as an
extraditable offence. However, Section 31 of thé Provides-

“Where the Seychelles becomes a party to a coteterism convention and there is no
extradition arrangement between the Governmenegti&lles and another State which is
a party to that counter-terrorism convention, thieiser, may by Order published in the

Gazette, treat the counter terrorism conventiontlfe purposes of the Extradition Act, as
a treaty within the meaning of the Extradition Aettween the Republic of Seychelles and
that State providing for extradition in respectoffiences falling within the scope of that

counter-terrorism convention.”
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818. Further, in view of the provision under section)6¢f the Extradition Act which
does not allow the extradition of a person wheee dffence is an offence of a political
character or an offence connected with a politaéEnce, section 33 of the PTA provides
that “Notwithstanding anything in the Extraditiorcth an offence which causes death or
serious bodily harm to a person or serious damagedperty shall, for the purposes of
extradition under that Act, be deemed not to beféence of a political character or an
offence connected with a political offence or afen€e inspired by political motives.

819. There is no evidence to support that the measunes parocedures adopted in
Seychelles allow extradition requests and procegdialating to TF to be handled without
undue delq.

820. The assessment team was not in a position to makietermination on the
effectiveness of these measures in relation to @&fters in practice. At the time of the
onsite visit Seychelles had not received any saghest.

6.4.2 Recommendations and comments

821. It is recommended that the Seychelles considetingun reasonable time limits in
the law to ensure speedy response to extraditiunesds.

6.4.3 Compliance with Recommendations 37 & 39, SpatRecommendation V

Rating Summary of factors relevant to s.6.4 underlying ovall rating

* There is no evidence to support that the measurdspeocedures
adopted allow extradition requests and proceedielgsing to ML to
be handled without undue dgla

R.39 PC * The assessment team was not in a position to maeteamination
on the effectiveness of these measures in relatoML/CFT
matters in practice. At the time of the onsitat\&ychelles had nc
received any such request.

 The assessment team was not in a position to maleteamination
on the effectiveness of these measures in relatoML/CFT
matters in practice. At the time of the onsitat\&ychelles had nc
received any such request.

e There is no evidence to support that the measurdspeocedures
adopted allow extradition requests and proceedielgsing to TF to
be handled without undue dgla

SR.V PC * The assessment team was not in a position to maeteamination

on the effectiveness of these measures in rel&id®FT matters ir

practice. At the time of the onsite visit Seycbglhad not received
any such request

\"24
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R.37 LC
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6.5 Other Forms of International Co-operation (R.40 SR.V, R.32)
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6.5.1 Description and Analysis
Legal Framework

Widest Range of International Cooperation and Exchage of Information (c. 40.1,
40.1.1, 40.2 & 40.3)

FIU

822. Under Section 22(1) of the AML Act, the FIU may lwithe approval of the
President, enter into an agreement or arrangementiiing with an institution or agency
of a foreign state or an international organisagstablished by the government of foreign
states that has powers and duties similar to thbsee FIU.

823. Under section 22(2) of the AML Act, the FIU mayijthvthe approval of the
Attorney General, enter into an agreement or agarant in writing, with an institution or
agency of a foreign State or an international oigion established by the governments
of foreign states that has powers and duties sirtolahose of the FIU and a foreign law
enforcement or supervisory authority regardingekehange of information.

824. As the date of the evaluation the FIU had not edteinto any agreement or
arrangement for the exchange of information.

Attorney General’s Office

825. The AG's office normally responds to all requestsaaating from Commonwealth
countries. Several such requests not related to hdize been received from non-
Commonwealth countries, mainly from Eastern Eurapd these were denied as they
were criminal in nature and emanated from the A@fie in that country. However, all
requests for Mutual Assistance related to ML inglgd from non-Commonwealth
countries are acted upon promptly. So far, no retguer FT have been received.

Cooperation by Supervisory Authorities

826. Pursuant to its powers under section 51 of therf€iiah Institutions Act the CBS
may on a reciprocal basis, exchange informatiosupervisory matters (including matters
relating to money laundering and terrorist finaggjrwhether based on a Memorandum of
Understanding or not, with supervisory authoritresther countries.

827. As at the date of the evaluation the CBS had etitate one MOU with the Bank of
Mauritius.

828. The CBS has not made nor received any .requessiistance.

829. The SIBA has no gateway for exchange of informatrdth other authorities in
Seychelles or elsewhere.
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Cooperation by Law Enforcement Agencies
Police

830. At a Regional level Seychelles Police share infaromawith member states from the
East Africa Police Chiefs Cooperation OrganizatigBARPCCO) while at the
international level information is shared throuiTERPOL via the Nairobi Sub Regional
Bureau.

831. The Police have arrangements on information exahangsuspected drug traffickers
with their counterparts in Mauritius, India, Kengiad Tanzania. Whenever a local resident
or a foreigner suspected of being a drug traffidkarves the country, the local Police tip
off their counterparts in Mauritius, Kenya, Tanzarind India. Similarly, their foreign
counterparts alert them whenever suspected traffickre bound for Seychelles. This has
resulted in some local residents suspected of beinmglved in drug trafficking being
arrested in India and some controlled illegal sasts have also been seized. The Police
are now considering extending the exchange of métion with their counterparts in
Madagascar and may need to establish a databasedi requests for the exchange of
information. The Police do not keep statisticsuftsinformation exchanges.

832. Extensive work is being done on the regional lewath the neighbouring
jurisdictions through EARPCCO and the cooperatiweestigations have led to the arrest
of the suspects and the seizure of controlledallegbstances.

Tax and Customs Department
833. The Tax and Customs Department liaise with the Warstoms Organization.

Making Inquiries and Conducting Investigations ondhalf of Foreign Counterparts (c.
40.4,40.4.1, & 4.5)

834. There is no express provision under the AML Act ebhauthorizes the FIU to
conduct inquiries on behalf of foreign counterparkdowever, under section 19(o) of the
AML Act, the FIU may disclose any report, any infation derived from such report or
any other information it receives to an institutionagency of a foreign State or of an
international organization in accordance with sec20 and 22 of the Act. Further, under
its powers under section 19(c) of the AML Act, th)J has the authority to request
information from reporting entities, any supervis@gency and any law enforcement
agency for the purposes of this Act.

835. On the basis of these legal provisions it wouldnsdbat the FIU may, for the
purposes of inquiries on behalf of its foreign ceuparts, search its own databases,
including with respect to information related tospicious transaction reports; (b)
obtaining information from reporting entities, armsyipervisory agency and any law
enforcement agency for the purposes of this Act.
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836. As at the date of the onsite visit these powers maidbeen used or tested. The
evaluation team was therefore unable to assessfdaiveness of those powers.

837. The CBS and the SIBA are not permitted under domelstwv to conduct
investigations on behalf of foreign counterparts.

No Undue Restrictions on Exchange of Information.(40.6)

838. Pursuant to the provisions of section 20 and 22hef AML Act, the FIU may
exchange information on the following terms anddibbans-

» Restriction on the use of the report or information purposes relevant to
investigating and prosecuting an unlawful activeymoney laundering offence
or an offence of the financing of terrorism, or @ffence that is substantially
similar to such an offence; and

* The stipulation that the report or information beated in a confidential manner
and not be further disclosed without the writtensent of the FIU.

Request for information involving fiscal matters .(d0.7)

839. The AML Act does not contain any provision whichpesssly excludes requests
considered to involve fiscal matters. The autiesihave indicated that requests for co-
operation in accordance with the legislation wéldcted upon.

Secrecy or Confidentiality and Cooperation (c. 4.8

840. The AML Act contains an overriding confidentialifgrovision with respect to
reporting entities. Section 58 provides that aorépg entity shall comply with the
requirements of this Act notwithstanding any obliigla as to confidentiality or other
restriction on the disclosure of information impd$s/ any written law or otherwise.

Safeguards in Use of Exchanged Information (c. 49.9

841. There are no controls or safeguards in place taren$at information received by

all competent authorities is used only in an autiear manner. There are no privacy or
data protection laws in force in the Seychellebe @uthorities have indicated that the FIU
IS housed in a secure location within the CentrahlB Information received is stored

electronically in secure databases or in hardcopiesteel cabinets that are locked. Only
staff of the FIU has access to such information @uay have all signed a confidentiality
clause not to disclose any information.

SRV (applying c. 40.1-40.9 in R. 40, c. V.5)
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842. The FIU is able to disclose information relatedTte. However, as no request for
information relating to TF has been received byRHe the evaluation team has not been
able to make an assessment of the powers of thed=pidovide information in respect of

TF.

843. Pursuant to its powers under the Fl Act, the CBS mechange information in
respect of TF.

Statistics (applying R.32)

844. The authorities in Seychelles have indicated tHateguests related to ML matters
received by the AG’s office are dealt with in a ¢ig;n manner and statistics of such
requests are maintained by both the courts andPthiee. No statistics have however
been provided by the authorities to show that retpugre dealt with in a timely manner.

6.5.2 Recommendations and comments

845. The ICSP Act should be amended to provide SIBA véipress gateways for
exchange of information with other authorities gy&helles or elsewhere.

846. The FIU must be expressly authorized under the AML to conduct inquiries on
behalf of foreign counterparts.

847. The CBS and the SIBA should be permitted under dtimdaw to conduct
investigations on behalf of foreign counterparts.

848. Seychelles should establish controls and safegusrdensure that information
received by competent authorities is used onlyniaw@horized manner.

6.5.3 Compliance with Recommendation 40, Special Benmendation V, and R.32

Rating Summary of factors relevant to s.6.5 underlying ovall rating

* SIBA has no gateways for exchange of informatiotinwi
foreign counterparts.

* The FIU has no express powers to conduct inquineehalf
of foreign counterparts

* The CBS and SIBA are not permitted under domeatictb
conduct investigations on behalf of foreign coupdets.

R.40 PC * There are no controls or safeguards in place tarerthat
information received by all competent authoritiesised only
in an authorized manner.

» Lack of effective implementation
* No statistics have been provided to show that refguBay be
dealt with promptly.

SR.V PC * SIBA has no gateways for exchange of informatiotinwi
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foreign counterparts.

* The FIU has no express powers to conduct inquinnesehalf
of foreign counterparts

* The CBS and SIBA are not permitted under domeatictb
conduct investigations on behalf of foreign coupdets.

* There are no controls or safeguards in place torertbat
information received by all competent authoritiesised only
in an authorized manner.

» Lack of effective implementation

* There is no evidence to show that requests mayak with

promptly

7. OTHER ISSUES
7.1 Resources and statistics

Adequacy of Resources and Training for Law Enforcerant and Prosecution agencies
(c. 30.1 & 30.3):

849. The AG'’s office has experienced state counsels avb@ble to carry out prosecution
of ML and TF offenders. Though experienced the geators however do not have access
to case laws on ML and FT offences from other glicisons and have yet to prosecute
ML or TF offence. The state prosecutors proposeatce access to ML and FT case laws
from other jurisdictions to assist them in sucagl§gprosecuting any cases involving ML.

850. Police officers do not have adequate experiencenaduct in-depth investigations in
cases of ML and FT. Although the police officersxcerned have participated in a few
workshops on AML issues they lack training in acds@thinvestigative approaches. Police
officers intend to seek assistance in obtainingnitng courses in advanced investigative
technigues on ML and FT.

851. The FIU is established as a unit within the CBShwis own organization and
management structure, and its own staff and ressuatthough its budget forms part of
the CBS budget. It is housed in a secure partefdBS building separated from the main
central banking activities.

852. The FIU reports to the Board of the CBS. The Doeds required under section
17(1) of the Act to report to the Board on the el and performance of his powers and
duties under the Act. As a unit within the CBS E& will only submit a business plan
and proposed budget to the Board in December 2B80Budget will be allocated in
January 2008.

853. At this stage the Director and staff are still ddesed by stakeholders to be

synonymous with the CBS. This is also aggravatethbyfact that they are housed in the
same building, use the CBS network system and jugtadf wears the CBS uniform.

173 of 230




854. As the FIU is still reasonably new and is reliahtiee CBS for establishment, Board
decisions and budget, it is too soon to tell whethey will be in a position to operate
freely without any undue interference or influence.

855. The FIU is under staffed to sustain its statutouyies and functions. The staff members
(other than the Director) have no previous expegesn AML/CFT and have to undergo extensive
training to be able to effectively undertake onsitepections and the compliance monitoring
function.

Additional Elements (c.30.4):

856. So far, neither the judges nor the courts have peavided with training on ML and
FT a proposition will be made to the US Treasuryni@ke such training available to the
judiciary.

857. There is no systematic mechanism for the collectibdetailed statistics across the
AML framework. The collection of such data wouldable the authorities to be able to
effectively review the framework to identify wealases.

858. The FIU maintains a database of STRs received.eThes all from the banking

sector. A total of 58 STRs have been received m@twiO98 and October 2006. 55 of
these STRs were received by the CBS and 3 have feeenved by the FIU since its

establishment in July 2006. The statistics in m@hatto the reports received and
disseminated can be seen in the tables below:

Total STRs Received

Total Number of STR Total Received by CBS Total Received by FIU
Received (1998 — June 2006) (July — Oct 2006)
(1998 — Oct 2006)
58 55 3

Total STRs Received by CBS (1998 — June 2006)

Year Banks Bureau de Change Other Reporting Entitie
1999 1 Nil Nil
2000 1 Nil Nil
2001 5 Nil Nil
2002 1 Nil Nil
2003 6 Nil Nil
2004 25 Nil Nil
2005 9 Nil Nil
2006 7 Nil Nil
Total 55 Nil Nil
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Total STRS Received by FIU (July — Oct 2006)

Year Banks Bureau de Change Other Reporting Entitie
2006 3 Nil Nil
Total 3 Nil Nil

Number of STRs Disseminated

Number of Cases referred] Number of Cases Number of Cases
Year to Police by CBS referred to Police by referred to
(1998 — June ‘2006) FIU Exchange Controller
(July — Oct * 2006) by CBS
1998 1 Nil Nil
2000 1 Nil Nil
2001 5 Nil Nil
2002 1 Nil Nil
2003 4 Nil 1
2004 15 Nil Nil
2005 8 Nil Nil
2006 5 3 1
Total 40 3 1
Total Number of STRs received by CBS & FIU 58
Total Number of STRs disseminated to Police by CBS 40
Total Number of STRs disseminated to Police by FIU 3

Total Number of STR disseminated to Exchange Cdatrby CBS =1

859. Feedback is received from the Police and of thesSdiBseminated to them only two
cases have been referred to the AG’s office fosgeation. One was dismissed due to
lack of evidence, and the other is pending in coline remaining cases referred are still
under investigation. So far, none of the STRs sttechhave resulted in prosecutions.

860. So far, no STRs on TF have been received.

861. The statistics provided in the MER questionnaireevapdated on at least two
occasions during the on-site visit and finalise@réafter. One of the banks visited
provided statistics of reports sent to the FIU that not correlate with the figures
provided by the FIU.

862. As the FIU establishes itself and implements it$1oegisters, it should be able to
achieve a greater degree of accuracy with reganggiataining statistics.

863. The evaluation team was relatively impressed wlin statistics that the FIU was
able to provide and are encouraged by the numldecsaises referred to the police for
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investigation and find the prosecution of a cagiatat this early stage of implementation
encouraging.

864. So far, no STRs on TF have been received.
Statistics (applying R.32)

865. The authorities in Seychelles do not review theaifeness of their systems for
combating ML and TF on a regular basis.

866. Below are statistics of mutual assistance requestsived from Commonwealth
countries and from Interpol not related to ML.

Mutual Assistance Requests from Commonwealth Coiggr

Year 2001 2002 2003 2004 2005 2006
Number of 2 2 2 4 3
Cases

Mutual Assistance Requests received from Interpol

Year 2001 2002 2003 2004 2005 2006
Number of 1 7 5 8 2
Cases

867. No statistics were available on reports filed ondomestic or foreign currency
transactions above a certain threshold, (ii) crlossler transportation of currency and
bearer negotiable instruments or (iii) internationae transfers.

Rating Summary of factors relevant to Recommendations 30nal 32 and
underlying overall rating

* There is limited capacity across all the agenaieSaychelles to
address AML/CFT issues

* The FIU is under staffed to sustain its statutariyes and
functions.

* The staff members (other than the Director) offfié have no
previous experience on AML/CFT and have to undepgensive

R.30 NC training to be able to effectively undertake onsispections and
the compliance monitoring function.

* Asthe FIU is still reasonably new and is reliahtie CBS for
establishment, Board decisions and budget, itastmn to tell
whether they will be in a position to operate fyasithout any
undue interference or influence.

* Authorities in Seychelles do not review the effeetiess of their
systems for combating ML and TF on a regular basis.

» Comprehensive statistics are not maintained byaatipetent
authorities.

R.32 NC
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7.2 Other relevant AML/CFT measures or issues

868. Assessors may use this section to set out infoomatn any additional measures or

issues that are relevant to the AML/CFT systenhedountry being evaluated, and which
are not covered elsewhere in this report.
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TABLES

Table 1. Ratings of Compliance with FATF Recomm¢éioda

Forty Recommendations

Rating

Summary of factors underlying
rating

Legal systems

1. ML offence

PC

Although the offence of ML
extends to all types of property

regardless of value, in the absence

of a judicial pronouncement

cannot be ascertained that wh
proving that property is th
proceeds of crime it would not K
necessary that a person

convicted of a predicate offence.
There has been no mon
laundering conviction under th
new law and therefore th
effectiveness of the legislatig
cannot be assessed.

2. ML offence — mental element
and corporate liability

LC

The legislation meets all th
essential criteria, however, the
has been no money launderi
conviction under the new law ar
therefore the effectiveness of t
legislation cannot be assessed.

it
en
e
e

be

e

ng
nd
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3. Confiscation and provisional
measures

PC

The AML Act and the PTA do ng
expressly provide powers to Ia
enforcement agencies for t
tracing or identification of propert
that may become subject
confiscation or is suspected
being proceeds of crime.

The AML Act is silent on the issu
of whether an application for
seizure may be made ex parte.
The application of the law has no
been tested therefore the
effectiveness of the regime cannc
be assessed.

~—~+
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1. % These factors are only required to be set out whemating is less than Compliant.
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Preventive measures

4. Secrecy laws consistent with th

Recommendations

e

PC

There is some difficulty tc
reconcile the statutory duty ¢
confidentiality of the CBS
under the FIA with its duty t
report suspicious transactions
the FIU under section 11 of th
AML Act.

There is some difficulty tc
reconcile the statutory duties
confidentiality and secrecy ¢
the SIBA with its duty to repor
suspicious transactions to t
FIU under the AML Act.

The current legal framewor
does not allow for any gatewa
for the exchange of informatio
by the SIBA with competen
authorities domestically @
internationally.

Df

O

e

)
of
Df

—

5. Customer due diligence

NC

The concept of beneficial owng
is not well articulated under the
law and there is no express
requirement under the AML
Act to take reasonable measut
to verify the identity of the
beneficial owner using relevan
information or data obtained
from a reliable source.

Criterion 5.5.1 is not met as th
AML Act applies only to
customers who are natural
persons and where the reporti
entity has reasonable grounds
believe that the person is
undertaking the transaction on
behalf of another person.

There is no express requireme
under the law to obtain
information on the natural
persons that ultimately own or
control or who ultimately
effectively control the legal

DD

es

ng
to
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person or arrangement

There is no specific requireme
regarding the verification of
identity to be undertaken wher,
the client is a trust.

Criterion 5.7.1 is not fully met
as the requirement under the
AML Act, does not make
reference to the risk profile or
the customer or to source of
funds.

Financial institutions are not
required to ensure that
documents, data or informatio
collected under the customer
due diligence process are kept
up-to-date and relevant by
undertaking reviews of existing
records.

Even if section 4(1) of the AML
Act permits a financial
institution to complete the
verification of identity within a
reasonable time after entering
into a business relationship it

does not specify the conditions

under which this may occur.

There is no requirement on
financial institutions to adopt
risk management procedures
with respect to business
relationships established prior
to completion of the verificatiof
of identity of the customer.

There is no requirement on
financial institutions to perform
CDD measures on existing
customers if they have
anonymous accounts or
accounts in fictitious names.

D

—
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There is no requirement for

reporting entities to appl
enhanced due diligeng
measures with respect to high
risk categories of customers.

Financial institutions are not
required to ensure that

documents, data or information

collected under the customer
due diligence process are kept
up-to-date and relevant by

undertaking reviews of existing

records.

AML/CFT policies and
procedures have not been
adopted and implemented by
insurance entities and the
bureaus de change as at the d
of the mutual evaluation.

International banks operating
the Seychelles appear to
more focused on applying th
group standards rather th
adhering to the loca
requirements under the AM
Act.

There is no evidence that log
banks are effectivel
implementing AML
requirements under the AM
Act. The FIU had undertake
only one on-site inspection.

No comprehensive guidang
had been provided to financi
institutions by the FIU to mee
the gaps in the AML Act.
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6. Politically exposed persons

PC

There is no requirement und
the AML Act for financial
institutions to obtain senid

er

=
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management  approval
continue a business relationsk
where a customer has be
accepted and the customer
beneficial owner IS
subsequently found to be
consequently becomes a PEP

There is no requirement to tak
reasonable measures to
establish the source of wealth
and the source of funds of
beneficial owners identified as
PEPs.

There is a low level of
implementation of the
requirements of the AML Act
with respect to PEPs amongst
the banks.

Insurance entities and bureaus

de changes have not
implemented the requirements
of the AML Act regarding
PEPs.

7. Correspondent banking

PC

The requirement under Sectiot
4(5)(a) of the AML Act, to
gather sufficient information
about the nature of the busine
of the person has been couchg
in general terms and does not
indicate that at the end of the
information gathering exercise
the financial institution should
“fully understand” the nature o
the respondent’s business.

There is also no specific

requirement on the financial
institution to determine whethe
the respondent has been subjé
to a money laundering or
terrorist financing investigation
or regulatory action.
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While under section 4(5)(a)(iv)
of the AML Act, a financial
institution is required to assess
the respondent’s anti-money
laundering and terrorist
financing controls, the financial
institution is not required to
ascertain that these measures
are adequate and effective.

In practice there is no effective
implementation of the
requirements of the AML Act
by the banks.

8. New technologies & non face-
to-face business

NC

There are no requirements
under the AML Act for
financial institutions to have
policies or take appropriate
measures to prevent the misuse
of technological developments
in money laundering or terroris
financing schemes.

—

Financial institutions are not
required to have policies and
procedures in place to address
any specific risks associated
with non-face to face business
relationships or transactions
when establishing customer
relationships and when
conducting ongoing due
diligence.

9. Third parties and introducers

NC

Criterion 9.1 is not met as the
deficiencies identified with
respect to criteria 5.3t0 5.6
above will also apply here.

* The AML Act does not

expressly specify that the third

party or intermediary must be
regulated and supervised for
AML/CFT purposes as required
under Recommendations 23 and
24 nor does it indicate that th
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supervisors should have
adequate regulatory and

supervisory powers as required

under Recommendation 29.
There is no requirement for th
financial institution to satisfy
itself that the intermediary or
third party has measures in
place to comply with the CDD
requirements as set out in
Recommendation 5.

There is no determination from

competent authorities in the
Seychelles on which countrie

the third parties that meet the

conditions must be based.
There is no express requireme
under the AML Act to remind
financial institutions that the
ultimate responsibility of
ensuring customer identificatig
and verification remains with
them.
There is no evidence to show
that the requirements of the
AML Act have been effectively
implemented in practice.
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10.Record keeping

PC

There is no requirement for th
transaction records to K
maintained to also include th
customer's and beneficiary
name and address.

There is no requirement und
the AML Act to keep records @
account files and busine
correspondence.

There is no effective compliang

with the requirements of th
AML Act by Insurance entitie
and bureau de change

There is no provision which wi
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e
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enable a competent authority
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require records to be kept for
longer period in specific cases.

The wordings of the section 6(
of the AML Act are ambiguou
to reconcile in practice as thg
provide for different retentio
periods depending on the natt
of the records.

At the time of the onsite visit th
record retention requiremen
under the AML Act had not bee
tested and there is therefore
evidence to conclude that there
effective implementation of thes
requirements.

11.Unusual transactions

PC

There is no specific retention
period for which the required
records must be kept by
financial institutions.

Not all financial institutions
have put into place measures
comply with this requirement
Insurers and insurance
intermediaries are not aware g
their obligations under the
AML Act.

There is no requirement to
make these records available {
auditors.
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12.DNFBP - R.5, 6, 8-11

NC

The same deficiencies apply for
DNFBPs as for financial
institutions with respect to
Recommendations 5, 6, 8-11 andg
17.

DNFBPs (other than TCSPs) hav

not adopted and implemented the

requirements of the AML Act.
DNFBPs (other than TCSPs) are
generally not aware of their
obligations under the AML Act.
While the TCSPs were relatively
more aware of their obligations

under the AML Act the level of
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compliance by TCSPs with the
requirements of the AML Act was
minimal as they found the
obligations too onerous.

13. Suspicious transaction reportin

«Q

PC

There is no obligation to make a
report upon suspicion that funds
are the proceeds of a criminal
activity

There is no requirement to report
suspicious transactions that involye
tax matters

There is a low level of AML/CFT
awareness amongst financial
institution that makes it difficult for
them to identify suspicious
transactions to enable them to
make a report to the FIU.
Insurance entities have not
implemented AML/CFT
procedures which will enable them
to make a suspicious transaction
report to the FIU.

14.Protection & no tipping-off

This recommendation is fully met

15. Internal controls, compliance &
audit

NC

Insurance  entities have  npt
implemented AML/CFT systems
and procedures

There is no effective compliance
by international banks with the
requirements of the AML Act.
International Banks applied the
respective Group standards.

r

There is no requirement to ensure
that the Compliance and Reporting
Officer and other staff have timely
access to customer identification
data and other CDD information,
transaction records and other
relevant information.

There IS no effective
implementation for the requirement

A1
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of the audit function to test thel

AML/CFT systems and procedureg

The financial institutions do not
have an in house AML/CFT

training programme to ensure th
all their relevant employees g
trained on an ongoing basis.

16.DNFBP — R.13-15 & 21

NC

Similar technical deficiencies in

the AML Act relating to Rec. 13

15 and 21 that apply to financial
institutions also apply to DNFBPs.

Although DNFBPs are covered by
the scope of the AML Act, in

practice little has been done

implement the provisions withip
the DNFBP sector (other than
TCSPs) and thus practical

application is extremely limited.

There are no requiremen
concerning the implementation
internal controls by reportin
entity who is an individual an
who in the course of carrying g
his or her business, does 1
employ or act in association wi
any other person.

17.Sanctions

PC

While there are criminal sanctior
that apply the  supervisor
authorities are not empowered
take effective, proportionate ar
dissuasive regulatory action agait
financial institutions and the
officers or employees that fail 1
comply with AML/CFT
requirements.

It is difficult to gauge the
effectiveness of the sanctioning
powers under the AML Act as
these powers have not been useq
and tested.

S.
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18.Shell banks

PC

While there are some provisio
regarding correspondent banki

ns
ng

relationships, there is no express

provision financial
institutions
continue correspondent banki

relationships with shell banks.

prohibiting

There is no requirement for
financial institutions to satisfy
themselves that respondent
financial institutions in a foreign
country do not permit their

to enter into, ar

accounts to be used by shell banks.

19. Other forms of reporting

NC

The authorities in the Seychell
have not considered the feasibil
and utility of

recommendation 19.

implementing

eS
y

—+

20.0ther NFBP & secure
transaction techniques

PC

» Seychelles has not taken
sufficient steps to encourage t

development and use of modern

and secure techniques for
conduction financial
transactions that are less
vulnerable to ML.

21. Special attention for higher risk
countries

NC

¢ There is no

institutions of the requiremen
of the AML Act.

effective
implementation by all financia

\1%4

[S

* There are no measures to ensure

that reporting
advised of concerns abo
weaknesses in the AML/CF
systems of other countries.

e There is no requirement to

make these records available
auditors.

*  AML/CFT framework does not
provision  for  the
possibility to apply appropriate

make

counter measures Wwhere
country continues not to app

entities arne

ut
T

\1%4
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or insufficiently applies the
FATF Recommendations.

22.Foreign branches & subsidiarie

S

NA

Financial institutions in the
Seychelles do not for the time
being have branches or subsidiar
conducting business overseas.

23.Regulation, supervision and
monitoring

PC

While there is a designatg
competent authority witl
responsibility to ensure thi
financial institutions adequate
comply with the requirements |
combat money laundering af
terrorist financing it has just startg
its operations and much work h
to be undertaken by the FIU
meet its statutory duties ar
obligations.
Insurers and Insurang
Intermediaries are not subject
the IAIS Core principles.

The criteria to be satisfied for th
fit and proper test for insurers a
insurance intermediaries are 1
defined.

There is no requirement for mon
or value transfer operators to
licensed or registered under {
laws in Seychelles.

There is no effective monitoring ¢
money or value transfer operatg
to ensure compliance
AML/CFT requirements.
Not all financial institutions hav
implemented the requirements
the AML Act.

with
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24.DNFBP - regulation, supervisio
and monitoring

NC

* There is no effective
implementation of this
recommendation in the DNFBF
sector.

* There is no actual supervision
of the DNFBP sector in
practice.

» Same deficiencies relating to

Rec. 17, 29 and 30 with respe

189 of 230



to the FIU that apply to
financial institutions also apply|
to DNFBPs.

25.Guidelines & Feedback NC * No guidelines have been issued
by the FIU to assist DNFBPs tp
implement and comply with
their respective AML/CFT
requirements.

Institutional and other measures

26.The FIU PC e The FIU is a new institution
with very little experience in
implementation of AML/CFT
requirements under the new
law.

* No guidelines had yet been
developed for reporting entities

* Although the FIU has sufficient
powers to access information
effectiveness could not be
measured as these powers had
not been used and tested at the
time of the mutual evaluation.

* The FIU had not acquired
operation independence. At the
time of the onsite visit it was
still very reliant on CBS-
sharing its computer system,
budget, and office premises.

* Although the legal framework
meets the criteria for Egmont
Group membership the FIU was
not an Egmont member. The
application for membership was
under consideration.

* While the legal gateway for
exchange of information has
been provided under the AML
Act, the procedure is time
consuming as other authorities
must be consulted before
information is shared.

Ur

27.Law enforcement authorities PC |+ Although the Police are statutorily
mandated to investigate ML and
TF cases, the Financial Fraud
Squad which was recently
established has limited capacities,
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skills and equipment t
successfully investigate ML arn
TF offences.

There are no measures in place
allow police officers to postpon
or waive the seizure of money f
the purpose of identifying perso
involved in ML activities or for
evidence gathering.

Given that the AML law was
recently enacted there is no
method of evaluating the
effectiveness of the program at tf
present time.

28.Powers of competent authoritie

S

PC

Police officers have powers to
investigate and seize and obtain
evidence.

Police officers have the power to
take witness statements on for us
in investigation and prosecution ¢
ML, TF and other underlying
predicate offences.

A low level of AML/CFT
awareness amongst law
enforcement agencies and lack o
trained personnel and supporting
equipment however undermine th
quality of investigations.

29. Supervisors

PC

The powers of the FIU have n
been sufficiently tested as the
powers have not been us
extensively. The FIU ha
conducted only one on-si
inspection at the time of the mutu
evaluation.

The FIU is under staffed to sustai

its statutory duties and functions.
The staff members (other than t
Director) have no previou
experience on AML/CFT and ha
to undergo extensive training to

able to effectively undertake ons
inspections and the complian

e

>

-
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e
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monitoring function.
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Not all Financial Institutions have
implemented the requirements of
the AML Act.

30.Resources, integrity and trainin

NC

There is limited capacity acros
all the agencies in Seychelles
address AML/CFT issues.

The FIU is under staffed to
sustain its statutory duties and
functions.

The staff members (other than
the Director) of the FIU have n
previous experience on
AML/CFT and have to undergg
extensive training to be able tg
effectively undertake onsite
inspections and the complianc
monitoring function.

As the FIU is still reasonably
new and is reliant of the CBS
for establishment, Board
decisions and budget, it is too
soon to tell whether they will b
in a position to operate freely

without any undue interference

or influence.

[72)

to
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31.National co-operation

NC

The Task Force had just been
set up and there was no
evidence as at the date of the
mutual evaluation that it is
effective.

The FIU had not entered into
any agreement or arrangemen
with domestic authorities for
exchange of information.

32. Statistics

NC

Authorities in Seychelles do ng
review the effectiveness of the
systems for combating ML ang
TF on a regular basis.
Comprehensive statistics are 1
maintained by all competent
authorities.

Dt
ir

10t

33.Legal persons — beneficial
owners

NC

There is no access in a time
fashion to adequate, accurate &

ly

and
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current beneficial ownership ar
control  information for all
companies.
There is no central registry syste
that keeps records of ownersk
and control details for IBCs.

Due to deficiencies in th
implementation of
Recommendation 5 information ¢
beneficial ownership and contr

information is not always

available.

The secrecy provision relating to

the shareholder information und
the CSL Act undermines time
access to beneficial ownership a
control information with respect t
CSL as a court order is required.
There are no controls in place
ensure that bearer shares are
misused for ML purposes and th

information on the identity of

bearer shareholders is available.

34.Legal arrangements — beneficia

owners

NC

There is no adequate
mechanism to ensure that ther
is adequate transparency
concerning beneficial
ownership and control
information on trusts.

Only a declaration of trust,
which does not disclose
information on the settlor and
beneficiary of an international
trust, must be filed with the
SIBA.

Deficiencies in the
implementation of

Recommendation 5 undermine

the availability of adequate,
accurate and current
information on international
trusts from TSPs.
Competent authorities (other
than the FIU) are not able to
obtain or have access to
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adequate, accurate and curren
information on the beneficial

ownership and control of trusts.

International Co-operation

35.Conventions

PC

The relevant provisions of the Vienna
and Palermo Conventions have not
been fully implemented.

—+

D

36. Mutual legal assistance (MLA)

PC

* The assessment team was not i
position to make an assessment
the timeliness and efficiency ¢
processing AML/CFT reques
given that no statistics of suc
requests were made available

» Confidentiality provisions under th
offshore legislation may hindé
disclosure of information by SIBA

e« The MACM Act does no
specifically make provision fo
avoiding conflicts of jurisdiction
when determining the best ven
for the prosecution of a defenda
in the interests of justice and
cases that are subject to prosecut
in more than one country.

» Lack of effective implementation i
AML matters

na
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37.Dual criminality

LC

« The assessment team was not i
position to make a determination
the effectiveness of these measu
in relation to AML/CFT matters if
practice. At the time of the onsi
visit Seychelles had not receivg
any such request.

n a
on

res
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e
ed

38. MLA on confiscation and
freezing

PC

» There is no express reference under

the MACM Act regarding reques
relating to property o]
corresponding value

e There are no arrangements
coordinating seizure an

confiscation actions with othe

countries as at the date of the on;s
visit.

[S
f

for

5ite

» Seychelles has not established

an

194 of 230



asset forfeiture fund into which the
confiscated property will b
deposited.

(D

* There are no provisions in the law
regarding the sharing of confiscated
assets when confiscation is directly
or indirectly a result of coordinated
law enforcement actions.

» Lack of effective implementation

39. Extradition PC e There is no evidence to support that
the measures and procedures
adopted allow extradition requests
and proceedings relating to ML o
be handled without undue dgla

» The assessment team was not in a
position to make a determination pn
the effectiveness of these measyres
in relation to AML/CFT matters in
practice. At the time of the onsite
visit Seychelles had not received
any such request.

—

40. Other forms of co-operation PC » SIBA has no gateways for
exchange of information with
foreign counterparts.

* The FIU has no express powerls
to conduct inquiries on behalf
of foreign counterparts

* The CBS and SIBA are not
permitted under domestic law to
conduct investigations on behalf
of foreign counterparts.

* There are no controls or
safeguards in place to ensure
that information received by al
competent authorities is used
only in an authorized manner.

* Lack of effective
implementation

* No statistics have been
provided to show that requests
may be dealt with promptly.
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Nine Special Recommendations

Rating

Summary of factors underlying
rating

SR.I Implement UN instruments

PC

The ICSFT has not been fully
implemented.

The procedures in place for
UNSCR 1267 and 1373 are not if
line with the standard and UNSCR
1267 is not implemented in a
satisfactory manner.

—

SR .Il Criminalise terrorist financing

PC

There is no express reference made
to terrorist acts, a terrorist
organisation and an individual
terrorist

The PTA does not provide for the
definition of the term “fund” as set
out in the TF Convention. The
absence of such a definition may
undermine the offence of TF und
section 5 of the PTA.

[12)
=

The PTA does not expresgly
provide that the TF offence apply
regardless of whether the person
alleged to have committed the
offence(s) is in the same country|or
a different country from the one |n
which  the terrorist(s)/terrorig
organisation(s) is located or the
terrorist act(s) occurred/will occur.

—+

The PTA does not expresgly
provide that the intentional
element of the offence of TF may
be inferred from objective factual
circumstances.

Effectiveness cannot be assessed.

Freeze and confiscate terroris
assets

SR. Il

~—+

NC

The procedures in place are not
effective and would not enable the
freezing without delay funds and
other assets of persons designated
under UNSCR 1267.
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There are no effective procedures

in place to freeze without delay

terrorist funds or other assets |of
persons designated in the context

of UNSCR 1373.

There is no system in place fpr

communicating actions  take
under the freezing mechanisms

the financial sector immediately

upon taking such action.

No guidancehas been provided to

financial institutions and othe

r

persons or entities that may pe

holding targeted funds or other

assets concerning their obligations

in taking action under freezing

mechanisms.

There are no effective and publig
known proceduregor considering

de-listing requests and for
unfreezing the funds or other

assets of de-listed persons
entites in a timely manne

consistent with international

obligations.

There are no effective and publig
known proceduregor unfreezing,

in a timely manner, the funds or

other assets of persons or entit

inadvertently affected by R

freezing mechanism upad

verification that the person or

entity is not a designated person,

SR IV Suspicious transaction reporti

PC

ly

or

ly

ies

n

Insurance entities have npt

implemented AML/CFT|
procedures that will enable them

make a suspicious transactipn

report to the FIU.
There is a low level of AML/CFT
awareness amongst financial

institution that makes it difficult for
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them to identify suspicious
transactions to be able to report
them to the FIU.

SR.V

International co-operation

PC

The assessment team was not i

na

position to make an assessmen{ of

the timeliness and efficiency of

processing CFT requests given t

hat

Seychelles had received no such

request at the time of the ons
visit.

Confidentiality provisions under the
offshore legislation may hinder

disclosure of information by SIBA

The MACM Act does no
specifically make provision fo
avoiding conflicts of jurisdiction
when determining the best ven

te

[

=

ue

for the prosecution of a defendant

in the interests of justice and
cases that are subject to prosecut
in more than one country

There is no express provisiq
regarding requests relating
property of corresponding value.

There are no arrangements in plg
in Seychelles for coordinatin
seizure and confiscation actio
with other countries.

SR VI

AML requirements for
money/value transfer services

NC

There are no requirements for

MVT operators to be licensed

registered in Seychelles.

The other relevant  FAT
Recommendations  which a
applicable are not wholly satisfie
under the requirements of the AM
Act.

There is no requirement |
maintain a current list of agen
which must be made available
designated competent authority.
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The FIU does not have proper
procedures in place to adequately
monitor compliance by MVT
operators with FATF requirement

Uy

SR VII

Wire transfer rules

PC

There is no requirement for the
receiving intermediary financial
institution to keep a record for
five years of all the information
received from the orderin

financial institution ~ wher
technical limitations prevent the
full  originator  information

accompanying a cross- border
wire transfer from bein
transmitted with a relate
domestic wire transfer.

It is not clear who is responsibje
for monitoring compliance o
financial institutions with the
wire transfers requirements.
It is not clear whether the
Circular Letter is enforceable and
therefore whether criteria 17.1-
17.4 will apply in relation to the
obligations regarding financia
institutions.

1%
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SR VIII Non-profit organisations

NC

No review of adequacy of laws and

regulations to ensure that NPOs

are not being misused for TF by

virtue of their activities

No outreach conducted to NPO
sector regarding threat
of TF

No effective supervision or
monitoring of NPOs

No sanctions applied to NPO for

failure to comply with the

provisions of the RA Act

No record keeping requirement

applicable to NPOs

No gateways for sharing non

public information with domestic

authorities

SR. IX Cross Border Declaration &

Disclosure

NC

There is no disclosure ¢
declaration requirement in pla
in the Seychelles. Even thou
this requirement can to son
small degree be dealt wit
through exchange contr
thresholds, this will not be enoug
to meet this criterion.
A reporting system to the FIU @
suspicious Cross bord
transportation of cash or oth
negotiable instruments has not
been put into place.

In the absence of a disclosure
declaration system to dete

physical transportation a
currency and negotiab
instruments in Seychelle

international cooperation will b
difficult to implement.

There is no explicit requireme
to report unusual cross bord
movement of gold or diamonds
competent authorities of oth

ce
gh
ne
h
DI
yh

n
er
er
et

countries.
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Table 2. Recommended Action Plan to improve the AMICFT system

FATF Forty Recommendations

ME Recommendations

1. General

2. Legal system and Related
Institutional Measures

2.1 Criminalisation of Money
Laundering (R.1 & 2)

The authorities in Seychelles must ensure thg
officers involved in the investigation arf

t all
nd

prosecution of money laundering cases are fully

educated and trained on the specificities of
offence.

2.2 Criminalisation of Terrorist
Financing (SR.I)

Amend the PTA to ensure that the gene
definition of terrorism contain specific referen
to the relevant Conventions when defini
“terrorist act”.

Amend the PTA to insert a definition of the te
“funds” to include the specific species of fun
containedin the Terrorist Financing Conventio
This would ensure that the term used in the H
is sufficiently wide enough to be effective.

Sections 6 and 7 of the PTA should be based o
objective test for intent.

The PTA should be amended to co
incorporated entities.

the
ral

ce
ng

rm
ds

PTA
n an

ver

2.3 Confiscation, freezing and
seizing of proceeds of crime (R.3)

The AML Act and the PTA should be amend
to ensure that law enforcement agencies |
express powers to identify and trace prope
subject to confiscation or which is suspected
being proceeds of crime.

The AML Act should be amended to clarify th
applications for seizure of property may be m
ex-parte

The authorities in Seychelles must ensure thg
officers involved in the identification and tracir
of property subject to confiscation are fu
educated and trained.

ed

lave

2rty
of

at
ade

t all
ng
ly

2.4 Freezing of funds used for
terrorist financing (SR.III)

The Seychelles authorities are recommende
reconsider the mechanisms set out to implen

d to
nent
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UNSCR 1267 and 1373 to ensure that all pers
and entities designated by UNSCR 1267
1373 are considered as terrorists and their fu
and other assets are immediately frozen u
identification.

Regulations should be enacted as providec
Section 42(2) of the PTA which provides that
Minister responsible for internal affairs may,
regulations make provisions as may appear tg
Minister to be expedient or necessary to g
effect to such decisions of the Security Coul
as the Security Council may call upon
member States to apply. This would be a di
mechanism for facilitating the requirements
the Special Resolutions without having to res
to interpreting the legislation to achieve this ¢
without exposing the CFT measures to le
challenges.

A system must be put into place for

communicating actions taken under the freez
mechanisms to the financial sector immedial
upon taking such action.

Guidance must be issued to financial instituti
and other persons or entities that may be hol
targeted funds or other assets concerning f{
obligations in taking action under freezi
mechanisms.

Effective and publicly known procedurdsr
considering de-listing requests and for unfreez
the funds or other assets of de-listed person
entities in a timely manner consistent w

international obligations must be put into place.

Effective and publicly known procedurder
unfreezing, in a timely manner, the funds
other assets of persons or entities inadverte
affected by a freezing mechanism ug
verification that the person or entity is not
designated person must be put into place.

Procedures must be put into place for authoris
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access to funds or other assets that were fr
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pursuant to S/RES/1267 (1999) and that have
been determined to be necessary for basic
expenses, the payment of certain types of fees,
expenses and service charges or for extraordinary
expenses.

2.5 The Financial Intelligence Unit
and its functions (R. 26)

and reporting has been mandatory for quite spme
time. There appears to be confusion as to what is
reportable and what is not. Clear guidelines in
this regard must be issued, taking into account
what must be reported, when a report must be
submitted, timeframes for reporting, details and

additional information required to be submitted

should be issued as a matter of urgency.

AML legislation has been in place since 1196

The FIU should develop procedures and registers
to keep track of requests for additional
information and protect the confidentiality
thereof.

The FIU should conduct training for the
recipients of their products in relation to the
safeguarding and use of the information | in
investigations and prosecutions as a matter of
urgency.

The FIU should take steps to exert |its
independence from the CBS by having its gwn
website, letterheads, email addresses |and
possibly even dress code to impress upon
stakeholders the emergence of a new [and
independent Unit.

The FIU should as a matter of urgency put into

place the necessary policies and procedures to
protect the confidentiality of information that|it
works with, whether this relates to a report
received or any other information received.

Sections20 and 22 of the AML Act must be aligned
and streamlined to avoid confusion in relationhe |t
application thereof and who has the ultimate author
to approve the sharing of information and signifig o
agreements. In line with the international trend |th
Director should be able to conclude sharing
agreements with other FIUs.
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2.6 Law enforcement, prosecution
and other competent authorities
(R.27 & 28)

The Law enforcement and Prosecution serv
must implement an AML/CFT strategic plan.
Law enforcement institutions must be provid

ces

ed

with equipment such as computers and

surveillance equipment to enhance capacity.

The Law enforcement and prosecution officers
must be trained in AML/CFT issues and

provided with the appropriate tools.

Sharing of information at National, Regional and

International level should be enhanced.

2.7 Cross Border Declaration and
Disclosure

Seychelles should takienmediate steps to draft

the necessary legislation and accompany
regulationsto implement the requirements ung
SR.IX.

All relevant law enforcement and other agenc

shoubl be consulted in this process.

Seychelles should designate an appropriate

.ng
er

ies

authority that should be responsible for acting in

terms oftherequirementsf SR IX.

Preventive measures-Financial
Institutions

3.1 Risk of money laundering or
terrorist financing

3.2 Customer due diligence,
including enhanced or reduced
measures (R.5 to 8)

Seychelles should take immediate steps
properly implement Recommendations 5 to 8.

Subsidiaries of international banks operating
Seychelles should take immediate steps
implement the requirements of the AML A
over and above the implementation of the Gr
AML/CFT standards.

The AML Act needs to be reviewed to include
definition of beneficial owner.

Amend AML Act to include an expres
requirement whereby reporting entities should

to

to
ct
oup

5S
be

required to determine who are the natural persons

who ultimately own or control a legal entity
arrangement.

or
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The FIU should issue guidelines to ensure that
reporting entities apply enhanced due diligepce

measures with respect to higher risk categorie
customers.

Guidelines must be issued with respect to
implementation of the AML/CFT measures w
respect to existing customers.

The FIU should in consultation with the

reporting entities develop a compliance plan

s of

the
th

to

ensure that reporting entities adopt and

implement AML/CFT policies and procedure
The implementation of the compliance plan
reporting entities should be closely monitored
the FIU.

It would be preferable if the guidance provid

was to be institution specific taking into

consideration the character and structure of
various institutions.

It is therefore recommended that the FIU sha
issue guidelines to the specific financ
institutions in consultation with the releva

by
by
ed
the
uld

ial
nt

supervisory body which has better understandging
and knowledge about the sector. These
guidelines should provide clarity on the measures
that need to be implemented and should provide

guidance on the gaps identified in the AML Act.

In respect of the insurance entities and bureaus it

is imperative that sensitisation is conducted
AML/CFT issues especially in light of the
obligations under the AML Act.

on
ir

Insurance entities and bureaus de change must

take immediate steps to implement |
AML/CFT requirements under the AML Act

3.3 Third parties and introduced
business (R.9)

The AML regulation must be enhanced
provide guidance on which countries {
introducer may be based and to ensure that
clear to reporting entities that the ultimg
responsibility for customer identification at
verification remains with the reporting enti
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relying on the introducer.

The wordings of section 4(6)(c) of the AML Act
must be amended to accommodate |the
requirements under Recommendations 23, 24
and 29. It must also expressly provide that |the
financial institution must satisfy itself that the
third party/intermediary has measures in place to
comply with CDD requirements that meet

Recommendation 5.

3.4 Financial institution secrecy or
confidentiality

There is need to harmonise the provisions of|the
AML Act with the provisions of other existing
legislation that restricts the disclosure |of
information, namely under the Financjal
Institutions Act, the ICSP Act and the CSL Act.

It is recommended that the provisions of section
58 of the AML Act should not only apply fo
reporting entities but should be extended| to
supervisory bodies.

3.5 Record keeping and wire
transfer rules (R.10 & SR VII)

The AML Act should be amended to ensure that
record keeping procedures meet the requirements
of Recommendation 10.

There is need for guidance to be provided by|the
FIU as to the nature and detail of the information
that must be kept and further to impress on|the
sector the need to maintain such records.

Seychelles should enact appropriate legislation
and issue guidance to meet the gap in the AML
Act to ensure compliance with the requirements
of SRVII, including appropriate sanctions for
non-compliance.

The issue of whether the CBS or the FIU will
monitor compliance of financial institutions with
the wire transfers requirements must be clarified.
Insurance entities must be made aware of their
obligations under the AML Act and must
implement AML/CFT preventive measures |as
soon as possible.

3.6 Monitoring of transactions and
relationships (R.11& 21)

Banks and other financial institutions must take
immediate steps to fully implement the
requirements under the AML Act.
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Insurance entities do not have AML/CE
awareness and should be accordingly traine
enable them to comply with the requireme
under section 9 of the AML Act.

To meet international standards the AML A
should be enhanced to provide for a statu
retention period with respect to records
findings of reporting entities on the examinat
of the background and purpose of compl
unusual large transactions or unusual patterr
transactions that have no apparent or vis
economic or lawful purpose.

The AML Act should be amended to include {
requirement to make records available
auditors.

Appropriate measures should be put into place
the FIU to ensure that reporting entities
advised of concerns about weaknesses in
AML/CFT systems of other countries.

The AML framework should make provision f
the possibility to apply appropriate coun
measures where a country continues not to a
or insufficiently applies the FATI
Recommendations.
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3.7 Suspicious transaction reports

and other reporting (R.13-14, 19, 2

& SR .IV)

5e

The FIU must issue a standard reporting for
to all reporting entities to ensure that all relay,

information is submitted by the reporting entity.

The FIU should ensure that Insurance Enti
adopt and implement AML/CFT policies at
procedures.

Staff of financial institutions should be provid
with adequate AML/CFT training to enable the
to identify suspicious transactions and ref
such transactions.

Section 10 of the AML Act must be amended
ensure that the obligation to report also ar
where there a suspicion that funds are proce
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of a criminal activity.
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The AML Act must be amended to require t
the duty to report should also extend
suspicious transactions involving tax matters.

The authorities in the Seychelles must cons
compliance with Recommendation 19.

The FIU must having regard to industry spec
ML/TF risk issue guidelines to reporting entiti

hat
to
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to assist them to implement and comply with

their respective AML/CFT requirements.

The FIU must provide feedback- including

statistics on the number of disclosures, with
appropriate breakdowns and on the results of the
disclosures, information on current techniques,
methods and trends and sanitised examples of

actual money laundering- to reporting entities.

Having regard to the overall obligations of the
FIU under the AML Act, namely, to ensure that

reporting entities comply with the requireme
of the AML Act and to issue guidelines
reporting entities it is recommended that

nts
to
the

capacity of the FIU must be enhanced and staff
members must be trained to enable them to garry

out their functions effectively.

3.8 Internal controls, compliance,
audit and foreign branches (R.15 4
22)

a3

Insurance entities must take immediate step
implement internal AML/CFT procedure
policies and controls.

The FIU must ensure that all financ

institutions establish and maintain AML/CHK

policies and procedures.

The FIU must enhance its onsite complia
regime.

The FIU must develop industry specific ong
compliance manual which address sector spe
AML/CFT risks. For instance, with respect
insurance entities they may have regard to
Guidance Paper on Anti-Money Launderi
issued by the International Association

Insurance Supervisors (1AIS).
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There is currently, is no requirement under

Reporting Officer and other staff have tim
access to customer identification data and o
CDD information, transaction records and ot
relevant information. The law must be review
this criterion is met.

AML Act to ensure that the Compliance i{d

The financial institutions must implement an
house AML/CFT training programme to ensl
that all their relevant employees are trained of
ongoing basis.

Although for the time being none of the finang
institutions in the Seychelles have branches
subsidiaries overseas the requirement to en
that financial institutions ensure that their fgre
branches and subsidiaries observe AML/C
measures consistent with  home cour
requirements and the FATF Recommendation
the extent that local (host country) laws &
regulations permit must be introduced under
law, regulations or other enforceable means.
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3.9. Shell banks (R.18)

The FIU should issue guidelines to finang
institutions to provide comprehensive guidar
on correspondent banking relationships W
shell banks.

Financial institutions should not be permitted
enter into, or continue correspondent bank
relationships with shell banks.

These guidelines must also set out
requirement for financial institutions to satis
themselves that respondent financial instituti
in a foreign country do not permit their accou
to be used by shell banks.
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3.10 The supervisory and oversigh
system-competent authorities and
SROs. Role, functions, duties and
powers (including sanctions) (R. 2
29, 17 and 25)

~+

|89

It is recommended that the supervis
authorities be granted with powers to impc
regulatory sanctions for failure of the financg

institution to comply with the AML/CFT

requirements under the AML Act.

Clear guidelines must be issued by the Insura
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Authority to describe the criteria that must
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satisfied by insurers and insurance intermedia
to meet the fit and proper test

The FIU should develop an onsite inspect
program that covers all reporting entities.

The FIU must strengthen its on-site inspect
regime. It must develop onsite complian
procedures manual for all reporting entities
order to help structure the inspections ang
comprehensively implement the framework
administers.

The FIU must having regard to industry spec
ML/TF risk issue guidelines to reporting entiti
to assist them to implement and comply w
their respective AML/CFT requirements.

The FIU must closely monitor all financi
institutions to ensure that they implemé
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AML/CFT measures in accordance with the

requirements of the AML Act and any sec
specific guidelines that it issues.

3.11 Money value transfer services
(SR. VI)

\"ZJ

The legal regime applicable to MVT operat
must be introduced to set out the requirement
these operators to be licensed or registered a
designate one or more competent authoritie
register and/or licence natural or legal pers
that perform money or value transfer services|

The requirement to maintain a current list of th
agents which must be made available
designated competent authority must also
introduced in the law, regulations or oth
enforceable means.
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The FIU must develop proper inspection

procedures that address the specific risk of
type of financial institution and should underts
onsite inspection to ensure that they comply v
the FATF recommendations.

In general Seychelles, should take immed
steps to properly implement Recommendati
5-7, SR VII and other relevant FAT|

this
ke
vith

ate
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Recommendations and to apply them alsq
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MVT.

4. Preventive Measures-Non
Financial Businesses and Professiong

4.1 Customer due diligence and
record keeping (R.12)

Seychelles should take immediate steps
properly implement Recommendations 5, 6, 8
and apply them to DNFBPs.

to
-11

There is an urgent need to build up an effective

AML culture in the DNFBP sector through
combination of intensive training and issuancg
sector specific comprehensive and focu
guidelines.

The FIU should work in close collaboration w
the DNFBPs to elaborate an action plan for

adoption and implementation of the AML/CFK

requirements under the AML Act.

The implementation of the action plan must
closely monitored by the FIU through regular ¢
site inspections.

4.2 Suspicious transaction reportir]
(R.16)

go

Same deficiencies apply for DNFBPs as
financial  institutions  with  respect
Recommendations 13, 14, 15 and 21. In gen
Seychelles should take immediate steps
properly implement Recommendations 13, 14
and 21 and apply them to DNFBPs.

The application of AML/CFT requirements
DNFBPs (other than TCSPs) is relatively rec
and there is an urgent need to build up
effective AML culture in this area through
combination of intensive training and issuance
sector specific comprehensive and focu
guidelines.

The FIU must issue a standard reporting for
to all reporting entities to ensure that all relay,

information is submitted by the reporting entity.

Staff of DNFBPs should be provided with

adequate AML/CFT training to enable them
identify suspicious transactions and report s
transactions.
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There are no requirements concerning

the
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implementation of internal controls by

reporting entity who is an individual and wholi

the course of carrying on his or her busing
does not employ or act in association with &
other person. The FIU should issue appropf
guidelines to such businesses to enable the
implement internal controls to manage |
AML/CFT the risks of their operations.

4.3 Regulation, supervision and
monitoring (R.24-25)

The FIU should commence effective supervis
of the DNFBP sector as a matter of urgency.

The FIU must be sufficiently resourced
undertake its role under the AML Act fully.

All DNFBPs must be made aware of th
responsibilities under the AML Act.

The FIU must having regard to the seg
specific ML/TF risk issue guidelines to DNFB
to assist them to implement and comply w
their respective AML/CFT requirements.

4.4 Other non-financial businesses

and professions (R.20)

D

Seychelles must also consider applying
relevant applicable FATF recommendations
non-financial businesses and professions
dealers in high value and luxury goot
pawnshops, auction houses) that are at ris
being misused for ML or TF.

The authorities in the Seychelles should t
further steps to encourage the development
use of modern and secure techniques
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conducting financial transactions that are less

vulnerable to money laundering

5. Legal Persons and
Arrangements & Non-Profit
Organisations

5.1 Legal persons —Access to
beneficial ownership and control
information (R.33)

Access to beneficial ownership and cont
information for all companies should be ma
available in a timely fashion for all compani
not only those who are required to have publ
available information at the office of tf
Registrar of Companies.

The secrecy provision with respect to t

rol
de
es

cly
e

he

shareholders of CSL must be reviewed to en

able
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competent authorities to have timely access to

beneficial ownership and control informatipn

without the need for a court order which m
delay access to information.

ay

The authorities in the Seychelles should put in

place appropriate measures to ensure that b
shares are not misused for ML purposes and

the identity of bearer shareholders is available.

carer
that

Seychelles should take immediate steps to fully

implement Recommendation 5 to ensure |
beneficial ownership and control information
IBCs are obtained and kept up to date by CSH

5.2 Legal Arrangements —Access |
beneficial ownership and control
information (R.34)

Oe

Appropriate guidance must be issued by the
on CDD measures that must be undertaken
respect to trusts to ensure that accurate
current information are obtained and maintai
on trusts.

The confidentiality provisions under the IT|
must be reviewed to ensure that compe
authorities (other than the FIU) are able to ob
or have access to information on the benefi
ownership and control of trusts in a time
fashion.

5.3 Non-profit organisations
(SR.VII)

The authorities in Seychelles must undertak
review of the adequacy of the laws 38
regulations pertaining to the NPO sector
ensure that NPOs are not being misused for T

The authorities in Seychelles must cond
outreach to the NPOs in order to educate N
about the risk of TF.

There must be effective supervision of NP
undertaken by the Registrar of Associations
sanctions should be applied systematically
failure to comply with the provisions of the R
Act.

The RA Act must be amended to provide
record retention requirements.

The RA Act must be amended to provide
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domestically and internationally.

6. National and International Co-
operation

6.1 National co-operation and
coordination (R.31)

The FIU should engage in more bilateral &
outreach meetings with the other local agen
involved in the fight against ML and TF.

The FIU should consider implementing
standing forum for supervisory, professiof
oversight and law enforcement authorities
focus on operation issues that would fall outs
the work of the National Task Force.

6.2 The Conventions and UN
Special Resolutions (R.35 and SH

S

)

Further work is needed in order to implement
three conventions fully into the laws
Seychelles.

The authorities are recommended to implemn
fully the Vienna and Palermo Conventions in |
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with Recommendations 1 and 3, the ICSFT, and
UNSCR 1267 and 1373 in line with the
recommendations made under Special

Recommendations Il and IIl.

6.3 Mutual Legal Assistance (R.36
38 & SR.V)

New provisions in the MACM Act must b

e

enacted to override confidentiality and secrecy

provisions under the offshore legislation.

The MACM Act must be reviewed to make

provision to addressconflicts of jurisdiction
regarding the determination of the best venue

for

the prosecution of a defendant in the interests of

justice and in cases that are subject
prosecution in more than one country.

The MACM Act should be amended to incluge

express provisions regarding requests relatin
property of corresponding value.

to

to

Seychelles should put into place arrangements
for coordinating seizure and confiscation actipns

with other countries.

Seychelles must consider establishing an 3
forfeiture fund into which confiscated prope
will be deposited.

sset

Seychelles must also consider authorizing
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sharing of confiscated assets when confisca
is directly or indirectly a result of coordinats
law enforcement actions.

6.4 Extradition (R.39, 37 & SR.V)

It is recommended that the Seychelles consi
putting in reasonable time limits in the law
ensure speedy response to extradition reques

6.5 Other forms of Co-operation
(R.40 & SR. V)

The ICSP Act should be amended to prov
SIBA with express gateways for exchange
information with other authorities in Seychell
or elsewhere.

The FIU must be expressly authorised under
AML Act to conduct inquiries on behalf ¢
foreign counterparts.

The CBS and the SIBA should be permit
under domestic law to conduct investigations
behalf of foreign counterparts.

Seychelles should establish controls ¢
safeguards to ensure that information receive
competent authorities is used only in
authorized manner.
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7. Other Issues

7.1 Resources and statistics (R.3
32)

q

7.2 Other relevant AML/CFT
measures or issues

7.3 General Framework —structur
issues

TI
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Table 3:Authorities’ Response to the Evaluation (ihecessary)

Relevant
Sections and
paragraphs

Country Comments

15

AG’s Office
Since the beginning of 2008, a legal expert undéri@ review of the
Criminal Justice System and a report of his findimgs later submitted
to the President of the Republic. A review of tlierent criminal justice
system is to take place based on the recommendatmmtained in the
report.

%

17, 284

Seychelles Police
Since 2007, a reorganization of the Seychellescdiias begun. Thi
includes the creation of an Anti-Corruption Unity AML Unit, Anti-
Terrorist & Intervention Unit and a Criminal Intiglence Unit. The
Seychelles Police Force Act is in the process ofgoamended.

7))

National Drugs Enforcement Agency

A National Drugs Enforcement Agency was create@df7 to lead an
co-ordinate the national effort against drug-tcfing. It has been
successful in the interception of local as wellfaseign individuals
involved in drug trafficking.

1=

18

Seychelles Customs
The Customs Management Act is in being amendedeapdcted to bg
presented to Parliament soon. In March 2008, th¥ X dDA System
was implemented.

D

75

154

The Non-Bank Financial Services Authority has begplaced by the
Financial Market and Securities Division which wllé regulating the
same financial services and institutions.

26, 28,241,
416,
481, 512, 522,
598, 603, &
R. 25

Lack of Guidance and banks apply group AML/CFT

The Guidelines on AML/CFT for Reporting Entities 8eychelles wa
disseminated to all Reporting Entities in Decen@d7. During on-site
examinations, examiners from the FIU verify whethlee Reporting
Entities have indeed received it, that the staffeheead and understogd
its contents and are complying with its requirerser®ne of the
recommendations made by the examiners is that #mksbhave tg
produce an AML/CFT Manual for internal use basedhanrequirement
of the AML Act 2006. During on-site inspections,aexiners from the
FIU request for such a copy and review it to vervifiyether it conforms
to the requirements of the Act. This includes tippaintment of the
Compliance & Reporting Officer and his/her dutiesl avhether thes
are being carried out.

UJ

1v2}

19}

During on-site inspection of reporting entitiesaaxiners from the FIU
verify that the requirement on verification of tidentity of customers i

\°2
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being complied with. The records of the various &tdpg Entities
examined so far are physically verified.

During on-site inspections of the 5 Domestic Bamakal 1 Offshore
Bank, examiners from the FIU have reviewed their LAGFT
Procedural manuals to see whether they contaimetipg@irements of thg
AML Act 2006. In instances whereby some requirememe lacking, the
bank is given a time limit of four weeks during whiit has to amend th
procedural manual and submit an amended copy toFtbefor its
records.

29, 32, 602,
678 & 680

The FIU has undertaken the inspection of only oaekbCompliance
with the provisions of the AML Act is not effective

In addition to the inspection of 1 Domestic and ffsiore Bank in
August 2006, examiners from the FIU have to-datedooted and
completed the inspection of 4 other Domestic bamke Bureau ds
Change, 2 MVT's and 44 CSPs to verify compliancethwthe
requirements of the AML Act 2006. Once the insp@tiprogram of the
CSPs is over, the FIU will inspect the remainingarting entities
including DNFBPs.

(-D\IJ 11%

%

38

Does not appear that the FIU may have access tisterg of an IBC
Under Sec. 23 (1) of the AML Act, the FIU is autized to enter any
premises and examine records of reporting entitiensure complianc
with the requirements of the Act. During on-sitspaction of CSP’s
examiners from the FIU have requested for and ieerifegisters of
IBC'’s to ensure compliance to the AML Act 2006.

Under Sec. 19 (c), the FIU can request for inforomfrom Reporting
Entities which has been done on several occasiodgte CSP’s hav
complied with the requests within forty eight haurs

(4

1)

242

648 & 657

The reporting form does not cater for multiple omplex transactions
Since 2007, STRs have been submitted to the FIWhendesignates
reporting form which has been disseminated to a&lpdrting Entities
The reporting form has been refined and reportingjtiEs have bee
asked to submit additional material that will beas§istance to the FIU.

a reporting form has not been provided to otherdrepg Entities

A new reporting form specifically for DNFBPs andh®t Non-Financia
Reporting Entities has been designed and was disated on August 7
2008 to all such reporting entities.

249

FIU has powers to obtain additional information. 8¥ts of concern ig
lack of procedures to do so.

The procedures are contained in the FIU'S Operatidtanual which
was completed in December 2007

263 & 264

Not prepared an annual report
In March 2007 and 2008, the FIU submitted an AnriReport on itg

D

activities the previous year to the Board of CB&acordance with th
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requirements of the AML Act. The Secretary of th@aRl then
submitted a copy to the National Assembly as isuireq under the
legislation.

265

Membership of Egmont Group

Approaches to the Egmont Group have already beete g the main
sponsors, the Mauritius FIU and the French FIUcFna The Director
of the FIU participated in the T6Egmont Annual Plenary Meetin
which was held from May Z5to 29", 2008, in Seoul, Korea where 0
application for membership was being considere@. fito sponsors wil
be making an on-site visit to the FIU in early Dmber of this yea
following which a report will be submitted to thegfont Outreacl
Working Group. It is expected that Seychelles w#l admitted as
member at the next annual plenary in May 2009.

276 & 279

FIU should develop procedures and registers to keagk of requests

for additional information & protect the confideality thereof

Individual files on all requests received from fic#al institutions have

been maintained by the Bank Supervision DivisiorC&S since 1994
and were all kept under security. A database o§&R s received was
maintained and when the FIU was established in 2@ll6requests
received are maintained in individual files.

The procedures are contained in the FIU Operafidaisual. Individual
files for requests received are maintained andepé under security.

303

Staff need to be trained on AML/CFT issues
One of the FIU’'s main aims is to ensure that dtafih the different law
enforcement and supervisory agencies receivespghmpriate training
to help them in the fight against ML/CFT. In Ap@D07, the FIU in
collaboration with the US Treasury Office organizedocal workshoy
on “Financial Investigative Techniques for Inveatiyys”. Staff from
Customs has participated in a workshop on Crossé8a workshop ir
2007, Officers from Customs participated in a wadgs on Cross Borde
Transportation of Cash and Other Instruments. Palfficers have als
participated in AML training overseas as well asalcsessions organize
by the FIU. Furthermore, since 2007 the Seychellestitute of
Management started including conducting a workslhop AML for
financial institutions and other interested partiethe private as well &
public sector.

In April 2007, SIBA organized a workshop on AML fail offshore
practitioners and the FIU Director gave a presarnabn AML and the
statutory requirements of reporting entities. St&fdbm the FIU
participated in the workshop.

Staff of the FIU, Police, AG’s office and SIBA hamarticipated in
AML/CFT workshops overseas organized by the WordahiB IMF, BIS
and US Treasury Office. Furthermore, staff from & has been o
short term attachments to the Mauritius FIU.

=

d
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Since the beginning of 2007, an expert from theig®ffor Technical
Assistance (OTA) in the US Treasury Departmentiiees to Seychelle
on several occasions to assist and train the ctaffe FIU on all aspect
of its operations. Additionally, all the staff dfe FIU has participated i
AML/CFT Workshops organized overseas during 200y 2008.

> 0O o»m

309

Act 2 of 2008 de-criminalizes possession of foreggohange. Currentl
the offence which remains is the unauthorized dgalin foreign
exchange.

<

334 & 352,
413,418 &
482

Bureau de Change have not implemented internal A&WL/procedures
and level of awareness is limited

The FIU conducted an on-site inspection of a BurdauChange in
December 2006 and apart from verifying compliamcthe requirement
of the AML Act 2006 and Prevention of Terrorism A2104, they alsg
verified the existence of internal AML/CFT procedsir

Staff of the Bureau has also participated in AM&inimg provided by
staff of CBS, the FIU and the IMF Mission betwe@®2 and 2006. Th
Director of the Bureau that was inspected previowshployed in 4
senior position with an international bank and nese training on AML.

A copy of the Guidelines on AML/CFT issued by th& in December
2007 was disseminated to the Bureau.

[72)

112

342, 352, 366,
418, 483, 491,
493,536

Insurance entities have not implemented AML/CF Tsuness

The Securities & Financial Markets Division (S &NF D) has set uf
procedures to ensure that the insurance entitieaplgo with the
requirements of the AML Act 2006 and Insurance #ic2008. License
application forms state that all insurance entites required to hav
Compliance and Inspection Officer and the adequmatedures tq
ensure compliance to the provisions of the AML Adéiso, the
compliance checklist enforces such regulatory rmequénts. The FIU
will be conducting training on AML/CFT for the stabf the two
insurance companies. This will be followed by omsispections by
examiners from the FIU to verify compliance to tegquirements of thg
Act.

Representatives form the two Insurance companiescipated in the
AML/CFT training conducted by the IMF Mission in @ember 2006
whereby they were made aware of their statutorjgatibns under the
AML Act

1%

174

i

353

No specific provision in AM Act for verification identity of a trust
Section 11.3 of the Guidelines on AML/CFT dissertdato Reporting
Entities in December 2007 contains procedures éoifigation of trusts
including the ultimate beneficiaries.
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339, 478 &,
604

The FIU has conducted only one on-site inspection

In August 2006, examiners from the FIU inspecté&banestic Bank and

an Offshore bank to verify that the requirementsSet. 6 of the AML
Act are being complied with. As this is prior toettactual Mutual
Evaluation It is definitely not a post onsite dewhent

Examiners from the FIU have also conducted theeictpn of 4 othet
Domestic banks and 2 MVT operator operators to rensompliance
with the requirements on wire transfers.

524

FIU staff has little exposure to AML/CFT issues

In 2007 two more staff members were recruited lmigghe total FIU
staff complement to five. All the staff members éagceived continuou
AML/CFT training overseas organized by internatlioneganizationg
like the IMF. World Bank, BIS, US Treasury, ESAAML&d UNODC.

Members of staff have also been on short term latteaots at the

Mauritius FIU. They have also participated in lot&lining on AML
organized by the US Treasury, SIBA as well as indeo training
conducted by the Director.

513, 523
&R.25

No feedback provided to reporting entities
Since January 2007, the FIU has been providing bfeed to the
reporting entities on all STRs submitted. The rateMaw enforcemen
agency to which STRs have been disseminated prdeete back to the
FIU on the status of all reports received by tharmether the case
pending in court, dismissed through lack of evidgnstill under
investigation, pending in court or closed due t® plassing away of th
suspect. The FIU in turn informs the reporting ntin the feedbac
received with regards to particular cases repdriethem.

531, 532, &
541

While there is an express statutory obligation lo@ teporting entity td
train its employees, there has been great reliaortéghe Central Bank t
provide training.

The one Domestic Bank and one Offshore bank insdett August

2006 already has an in-house training program &aifl snembers are

sent for ongoing training on AML to their regioradfice overseas. Stai
members dealing with customers have to undergo aalyy@xam on
AML and have to obtain a pass mark of above 90%etable to handl
opening of customer accounts.

Following the inspection by the FIU, all the otheanks have bee
organizing in-house training on AML and have seneirt staff to
AML/CFT workshops organized locally by SIBA and teychelles
Institute of Management. The FIU disseminates &tighs to oversea
seminars on AML/CFT to the local banks and somekgdrave ever
sent their staff to participate in such seminars.

n
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538

The FIU must ensure that all financial institutiorestablish ana
maintain AML/CFT policies and procedures.

During on-site inspections of the banks, examiriers the FIU verify

220 of 230



their internal AML/CFT procedures to see wheth&ythomply with the
requirements of the AML Act. In instances whered@es not fully
comply with the requirements, the bank is givepectgied time limit of
four weeks to incorporate the requirements and gudmmamended copy
to the FIU.

No on-site inspection of money transmission seswigere conducted
Prior to the establishment of the FIU in 2006, exears from the Banl
Supervision Division of the CBS conducted inspadioof the two
money transmission services which covered comptiaoche AML Act
608 & 611 1996.

During 2007, examiners from the FIU conducted agpéation of the
two money transmission service providers to veddmpliance to thg
requirements of the AML Act 2006.

%4

Staff have no previous experience in AML/CFT

The FIU has a complement staff of five, all of whdrave received
training on AML/CFT overseas. STRs received arelyaed and
R.29 disseminated to the appropriate law enforcementh@ge and the
inspection program is ongoing with 5 domestic badksffshore bank, 1
bureau, 2 MVT operators and 44 CSPs inspectedrsétia FIU has als
provided training on AML for staff of the reportingntities, law,
enforcement and supervisory agencies.

A=

Build up effective AML culture in this area
The DNFBPs participated in the AML/CFT training doigted by the
IMF Mission in September 2006 wherein they wereineled of their
644 statutory obligations under the AML Act 2006.

DNFBPs have participated in AML training conducteg SIBA, the
Seychelles Institute of Management and the FIUndu2iO07.

The Guidelines on AML/CFT issued by the FIU in Deber 2007 was
disseminated to all DNFBPs.

Important vulnerability exists in offshore sectorigh relates tg
AML/CFT

646 Since October 2007, the FIU has commenced an itispgerogram of
reporting entities involved in the offshore sedimrensure that they are
complying with the requirements of the AML Act. Théave so fal
completed the inspection of 44 CSPs. Since 200BAShIso
commenced an on-site inspection of CSPs to ensampl@nce to the
various pieces of legislation regulating such edit

Concerns about FIU to preserve confidentiality
648
As regards confidentiality of information transraidt in 2007 the FIU
Director met with a delegation from CSP Associatidrich included itg
Chairman and had discussions on this issue whiele ipaoved to be

221 of 230



fruitful to both parties and allayed their concerns

679

FIU to be sufficiently resourced

In 2007, two new staff members were employed byRhé¢ making a
total complement staff of five which is currentlyfiicient to allow the
FIU to perform its duties of receiving, analyzingdadisseminating
STRs, and on-site inspection to ensure compliamtlegt requirements ¢
the AML Act.

=h

With the enactment of the Anti Money Laundering @mdment) Act
2008 on August 18, 2008 which made provisions lier ¢reation of am
Assets Recovery Unit, four new members of stafiehaeren recruited.

714

The authorities in Seychelles must put in placer@mpate measures t
ensure that bearer shares are not misused for Mipgaes and that th
identity of the shareholders is available.

O

4]

Amendments have already been drafted to be prebémtthe relevant
authorities to be made law.

755

Meetings will be organized between the FIU, the LAnforcement
agencies and the Supervisory agencies to discugs waimprove cor
operation and the regulatory regime.
The Task Force first met in December 2006 and mggtare organized
on a quarterly basis or when such a need arisesontprises of
representatives from the Police, Tax, Customs, gnamion, CBS, the
Licensing Authority, SIBA, Attorney General's Ofé¢c Ministry of
Foreign Affairs, National Drugs Enforcement Agenapd the FIU
Issues related to AML/CFT are discussed and therghaf information
on these issues take place and this has led te@ssfat interception of
criminals by some agencies.

759
6.1.3
R 31

The Task Force has just been set up and no evidbaté is effective
Since December 2006, the Task Force has been memtim quarterly
basis to discuss issues of co-operation and shasfngntelligence
information, latest trends and typologies in AML/ICRerrorist freeze
lists, international co-operation and methods opriowing the fight
against ML/FT.

The Task Force has proved to be effective becanfsemation shareq
has proved to be vital to some of the participatagencies wher
criminals involved in drug trafficking have beentdrcepted at thg
international airport.

W) =

835

For the purposes of inquiries on behalf of its fgrecounterparts, the
FIU has not yet searched its databases, obtainddrrimation from
reporting entities

The FIU has requested for information from repatiantities and
disseminated same to its foreign counterparts.eSa@07, the FIU has
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requested information from one jurisdiction and sdisinated
intelligence information to seven foreign jurisdbets.

861

One of the banks visited provided statistics obrepsent to the FIU that
did not correlate with the figures provided by #ié&J.

The particular bank in question was engaging irenige reporting by
simply submitting STRs without even making any tiertenquiries. Th¢
bank was informed of this on three occasions byBhek Supervision
Division of CBS and advised to conduct further @rigas prior to
submitting STRs. Further enquires by the bank redetne transactions
not to be suspicious but those previously submitteck still considereq
in the bank’s statistics, hence the discrepanch thi¢ FIU’s statistics in
its database.

%

155
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256 & 854

There is limited capacity across agencies in Sdighdo address
AML/CFT

Since 2007, a number of agencies have been exgos&dining on
AML. In March 2007, the US Treasury in collaboratiwith the FIU
organized a one week Workshop on Financial Invattig techniques
for officers from Law Enforcement agencies thatluded the Police]
Customs, Tax and the FIU.

In April, two senior officers from the Customs Dsion participated in a
Workshop on Cross Border Transportation of Cash &nthncial
Instruments held in Zambia.

Staff from the AG’s Office, SIBA, the Police andethFIU has
participated in AML/CFT Workshops on AML/CFT orgaed by
international organizations in countries such asnidia, Zambia,
Botswana, Namibia, Kenya, Tanzania, Egypt, Ireland Switzerland
Locally, the FIU has been conducting training on |AKr the Police at
its Academy.

The FIU is reliant on CBS for its establishmentaBbdecisions and
budget

Since its establishment in June 2006, the FIU e loperating freel
without any interference from the CBS or its BoafdDirectors. The
FIU Director makes his own decision whether to @ismate any STR
received without any undue influence. The only aohthe FIU has with
the Board of Directors is the submission of a Repor its Activities
during the previous year which is a statutory regjaent.

<

[72)

With the enactment of the AML (Amendment) Act 2088 August 18,
2008, the FIU is now an independent entity witloitsn budget and is n
longer responsible to CBS.

O

The authorities do not review the effectivenedbaif systems to combat
AML/CFT

The various authorities are reviewing the effectags of their system
Since the establishment of the National AML/CFT Kdsorce in
December 2006, all the relevant agencies involvethé fight against

12}
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money laundering and terrorism financing have bmeeting regularly
every quarter to share intelligence, latest treanul$ typologies on thes

issues. There is now more interaction amongst tfferent agencies

which has led to the interception of foreign andaaloindividuals
involved in drug trafficking both at the airportdagea port area.

The FIU has commenced an inspection program ofCBBs to ensur
that they comply with the requirements of the AMEttASo far, 44 CSP
have been inspected. Once this is completed, it thén conduct
inspections of the other reporting entities suchnaarance companie
etc.

SIBA has also since 2007, commenced an inspectiogrgm of the
CSPs to ensure that they are complying with theditioms of their
licence, the IBC Act and other pieces of legislkatigertaining to the
offshore sector.

SIBA has recently embarked on a comprehensive wesfehe laws ang
corresponding guidelines it administers in relatitm the busines
conducted by the ICSPs and ITSPs. SIBA is reviewi®gpractices o
the service providers in relation to their clienteddiligence ang
verification processes after which under SectiorofLhe ICSP Act will
issue guidelines to the service providers to imprexisting standards.

Comprehensive statistics are not maintained bgathpetent authoritie$

The FIU has made improvements on its databasesllfonformation
received from reporting entities. With the creatiohthe new Asset
Recovery Unit, further improvements to the database envisaged.

The Police, Immigration and the AG’s office areoais the process 0
making improvements to their databases.

D

[2 9]

D

D
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Amendments to the AML Act 2006

The AML Act has been amended by the AML (Amendmeit) which came into force on 18

August 2008.

The amendments make provision foril Ghssets Forfeiture. A Financial

Intelligence and Assets Recovery Unit to be knownhe FIU was also established. The FIU is
now a stand alone independent body corporate tgitbvin budget.

This new legislation has significantly enhanced ithestigative powers and duties of the FIU.
The increase in powers and responsibilities enghegsfficers of the FIU have the legal authority
and power to undertake in depth investigations. @rimaary focus is to deny criminals the benefits
of all financial proceeds derived through criminativities.

The main points of the legislative changes arebaws:

= Creation of new positions within the FIU (Direct@eputy Director, Legal Officer and
Assets Agent) to be appointed directly by the s of Seychelles;
= Duties, as outlined in Section 16, comprehensiviaelgrease the scope of the investigative

and monitoring powers available to the FIU whege#ing suspected criminal assets ;
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= The creation of Interim, Interlocutory and Dispo€alers as part of the seizure process
coupled with new powers pertaining to Productiodéds, Search Orders and Restraining

Orders;

= A civil standard of proof now applies;

= The FIU is no longer part of the CBS but ratheriradependent Corporate Body which
reports directly to the President;

= The FIU has new powers to gain access to informafilecluding computer databases)

held by the government and cab access all infoomatetained by reporting and non-
reporting entities;
Officers seconded from other departments sucheaBdkice or Revenue Commission retain the
powers they held in their previous appointmentdewviorking with the FIU.
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Annexes

Annex 1: Details of all bodies met on the on-siteission

Schedule of Meetings

Institution

Post Title/ Name of Individual

Central Bank of Seychelles

Deputy Governor
Bank Supervision Division
Exchange Controller

Financial Intelligence Unit

Director

Attorney General's Chambers

Attorney General
Principal State Prosecutor

Trades Tax (Customs)

The Director General

Tax

Commissioner of Tax

Registrar of Companies

Registrar General

Law Society of Seychelles

The Chairperson

Accountants

Pool & Patel
A. J Shah & Associates

Non-Bank Financial Supervisor
Authority

yThe Chief Executive Officer

Ministry of Foreign Affairs

Principal Secretary

Precious Metal & Stone Dealer

Diamond SA

Seychelles International
Business Authority

Supervisory Authority of IBC’s

Association of Corporate Servig
Providers

& he Chairman

Commercial Banks

- Barclays Bank
- Habib Bank
- Seychelles International Mercantile Banking
Corporation

Bureau de Change

Say More Bureau de Change

Immigration

Principal Secretary

Seychelles Licensing Authority

The Chief Execut®#icer

Ministry of Land Use & Habitat

The Principal Seenst

Real Estate Brokers

Reliance Real Estate

Insurance Companies

H. Savy Insurance & Co

Casino

Berjaya Beau Vallon Bay Resort Casino

Seychelles Investment Bureau

The Chief Executiviic €f

Seychelles Police

Deputy Commissioner of Police

Trust and corporate service Mayfair Trust
provider
NPO Nature Seychelles
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Annex 2: List of all laws, regulations and other méerial received

1.

2.

10.

11.

12.

13.

14.

15.

16.

17.

18.

19.

20.

21.

22.

Registration of Associations Act

Extradition Act

Extradition Regulations

Prevention of Terrorism Act 2004

Penal Code

International Trade Zone Act 1995

Criminal Procedure Code

Central Bank of Seychelles Act

Securities Industry Act 1995

Mutual Assistance in Criminal Matters Act, 1995
The Mutual Fund and Hedge Fund Act 2006
Misuse of Drugs Act

Anti-Money Laundering Bill , 2005

Licences Act

Civil Code of Seychelles Act

Financial Institutions (Domestic Banking BusineRggulations 1996

Financial Institutions (Non-Domestic Banking BusisgRegulations 1996

Financial Institutions (Bureau de Change) Regutei®997
Insurance Act, 1994

Insurance (Anendment) Act, 1995

FIU AML Examination Procedures Manual

Seychelles Credit Union AML/CFT Guidance Manual
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23.

24.

25.

26.

27.

28.

20
21
22
23
24
25
26
27
28

29
30

29.

30.

31.

32.

33.

34.

Guidance notes on AML Procedures for Seychellek8and other Financial
Institutions

Application Form Mutual Fund Licence

La Rosiere (Registered Agents and Trustees) Lin@i#te Manual

SIBA GuFIU AML Examination Procedures Manual

Seychelles Credit Union AML/CFT Guidance Manual

Guidance notes on AML Procedures for Seychellek8and other Financial
Institutions

Application Form Mutual Fund Licence

La Rosiere (Registered Agents and Trustees) Liri#ite Manual
SIBA Guidance Notes for CSP

SIBA Brochure

CBS Letter of 8 May 2002 to Saymore Bureau de Chang
CBS Circular letter dated 11 February 2002

Public Service Code of Ethics and Conduct

Corporate Strategy Seychelles Police

International Business Registration Agents (PTYPLT
Agreement for Company Management Services

IBC Information Questionnaire

Customs Management Decree

Immigration Decree

Co-operatives Actidance Notes for CSP

SIBA Brochure

CBS Letter of 8 May 2002 to Saymore Bureau de Chang
Public Service Code of Ethics and Conduct

Corporate Strategy Seychelles Police

International Business Registration Agents (PTYDPLT
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35.

36.

37.

38.

39.

40.

41.

42.

43.

44,

45.

46.

47.

48.

49.

50.

51.

52.

53.

4.

55.

Agreement for Company Management Services

International Business Registration Agents (PTYDLT

IBC Information Questionnaire

Customs Management Decree

Immigration Decree

Co-operatives Act

Proposed Securities Act 2007-Synopsis

List of offshore banks with revoked licences

List of Licensable Activities and Licence Fees Rdga
Seychelles Credit Union Account Opening Documents
List of Foreign Terrorist Organisations

List of Suspected Foreign Terrorists

List of new licences

Proposed Organigram Non-Bank Financial Service$aity
Pool and Patel comments on AML Bill

ESAAMLG Meetings with the various stakeholders
Seychelles Paper on Measures to Combat Money Laugde
FIU’s list o Documentation and Information requifed On-site examination-
Barclays Bank

Mutual Evaluation of Seychelles 2006: Additionaiolirmation
Financial Institution in Seychelles

Email of 28 Nov.2006 Seychelles Fishing Authority
Statistics

Barclays Non Personal Account Application Documents
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56.

57.

58.

59.

60.

61.

62.

63.

Barclays BusinessAccount Application Documents
Barclays Eden Island Brochures

FIU STR Form

On site schedule of meetings

Geography and history

The Economist Intelligence Unit Country Report S2p@6
International Business Companies Act RegulatioB652

Trades Tax Regulations 1997
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